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following the collapse of trading platform FTX in November and suggested bank
regulators could throw up more hurdles for firms in the sector. Prosecutors say
FTX and its affiliates misused customer funds, and they have charged its
founder, Sam Bankman-Fried, with criminal offenses including fraud. He has
pleaded not guilty.

The agencies said banks “are neither prohibited nor discouraged” from
providing services to customers of any specific type. They said they are
“continuing to assess whether or how” banks can deal with cryptocurrencies in a
way that adequately ensures the institutions’ safety and soundness, consumer
protection and legal compliance.

Since the 2009 launch of bitcoin, the first cryptocurrency, most large banks have
been reluctant to embrace the asset class. The Securities and Exchange
Commission says it considers most cryptocurrencies to be unregistered
securities, making them legally risky for regulated firms to offer or sell.

But a handful of banks have gotten involved. California bank Silvergate Capital
Corp. transformed itself from a small lender into a bank for cryptocurrency
investors and exchanges and gets 90% of its deposits from such digital
customers. Its stock has fallen nearly 80% in the past three months amid
questions about its exposure to the industry.

In the statement Tuesday, the bank regulators said they “have significant safety
and soundness concerns with business models that are concentrated in crypto-
asset-related activities or have concentrated exposures to the crypto-asset
sector.”

They also warned of the susceptibility of so-called stablecoins—
cryptocurrencies backed by supposedly safe, dollar-denominated assets—to
potential runs by spooked investors. Such events could cause sudden deposit
outflows for banks that hold cash reserves for stablecoin issuers.

The second-largest stablecoin issuer, Circle Internet Financial Ltd., said recently
that it had more than $11 billion in cash held at banks including Silvergate, Bank
of New York Mellon Corp., Citizens Trust Bank and Customers Bank.

Dante Disparte, Circle’s chief strategy officer, said in an email that the risks
highlighted by regulators Tuesday “were mostly about greed, arrogance and in
some cases fraud, not blockchain finance or neutral, decentralized technology.”

Customers Bank said in an emailed statement that it has worked closely with
federal and state regulators on its blockchain-based payment system and other
crypto-related banking products. The bank said it is confident in its risk-
management standards and “welcomes the opportunity to work cooperatively
with regulators and policymakers.”

A spokesman for BNY Mellon declined to comment. Representatives of
Silvergate and Citizens Trust Bank didn’t respond to requests for comment.















death toll does begin to resemble the post-heist body count in “Goodfellas” after
Madoff's nearly $65 billion rip-off goes belly up in 2008. Our native fascination
with tragedy and skullduggery is made even more irresistible by the idea of an
empathy-free human, one who could live such an enormous lie for so long,
victims be damned, while presumably still sleeping at night. Those of us who
can’t balance our bank accounts are a little in awe of someone who could juggle
money and numbers, fictitious or otherwise, the way Madoff did, while living the
lifestyle Madoff did, with so little perceptible concern or remorse: One of the
novel attractions of Mr. Berlinger’s production is its use of clips from Madoff’s
video depositions, which were given during victim lawsuits in 2016 and '17.
Madoff, who died in 2021, is very matter-of-fact about the crimes he committed,
dispassionate, even clinical.

Among Mr. Berlinger's accomplishments in “The Monster of Wall Street” is not
making the Madoff story remotely romantic, or even a parable, while at the
same time putting blood in its veins. This he does partly by having actors play
the lead characters in re-creations while giving them no lines; they exist in a
gauzy, icy space, a kind of dream state, especially if the dream involves
someone standing on a precipice. The words we hear are all from the mouths of
the Madoff employees, authors, journalists and bankers, who were either bit
players in the illicit enterprise, studied and wrote about it afterward or tried to
derail it mid-scam—Harry Markopolos, for instance, who was a portfolio
manager for Boston-based Rampart Investment Management when he was
asked to devise something to compete with Madoff's stock strategies, which
seemingly never lost money. As Mr. Markopolos tried to tell his employer—and
the Securities and Exchange Commission, five times over the next 10 years—
Madoff's “strategy” was nonexistent. The Markopolos conclusions, arrived at in
minutes, made no impression on anyone.

The Madoff scheme “was not a complex fraud,” says forensic accountant Bruce
Dubinsky. “It involved simply taking people’s money [and] telling them he was
going to invest their money. And he never did.” For years no one caught on, or
so it seemed. Among the major points Mr. Berlinger makes accessible and
unavoidable is that the Madoff operation should have been—and very likely was
—detected as a crime-in-progress years before it was dragged naked into the
daylight by the 2008 financial crisis (a point at which Madoff could no longer call
on his biggest investors for cash to cover his shortfall). Mr. Markopolos was the
most insistent of Madoff debunkers. But when journalist Erin Arvedlund (“Too
Good to Be True: The Rise and Fall of Bernie Madoff’) wrote about him for
Barron’s in 2001, no one whom she spoke to on the trading floors of New York
recalled ever having made a trade with Bernie Madoff. That some parties
avoided him entirely—Goldman Sachs and Salomon Brothers among them—
might have been a tipoff.

That Madoff is referred to as a “scapegoat” for the financial crisis of ‘08 is ironic,
given how deeply Mr. Berlinger digs into the ethnic angle of the Madoff scam.
He even interviews the Palm Beach rabbi Leonid Feldman, who weighs in on
how Madoff used his membership at the Palm Beach Country Club to target






(One concern recently flagged by Princeton University researchers: Even if the
hydrogen is made from renewable electricity, it could end up increasing
emissions if more renewables don't come online to fill the increased demand.)

In the meantime, the Department of Energy is getting ready to hand out $7
billion from the bipartisan infrastructure law for regional hydrogen "hubs" that
combine production, transportation, storage and consumption.

DOE sent "notices of encouragement” last week to 33 hydrogen consortiums
across the country, as David reports. Full proposals are due in April.

GOOD NEWS FOR CARBON CRUNCHERS — The hydrogen buzz could also
recharge interest in the carbon-accounting field, which got a boost last year
from the SEC's proposed climate risk disclosure rule. (The timeline for a final
SEC rule is TBD, and economically chastened tech companies are now less
likely to be interested in supporting carbon-footprint analysis.)

"Billions and billions of dollars will hinge on how the rules get interpreted," said
Eric Gimon, a senior fellow with the think tank Energy Innovation. "That's really
going to supercharge that field of lifecycle analysis and carbon analysis."

BUILDING BLOCKS

NEW LEASE ON LIFE — Treasury and the IRS released tentative guidance last
week for the IRA's electric vehicle tax credits that includes a clever way to
evade Sen. Joe Manchin's domestic-content manufacturing requirements:
exempting commercial leased vehicles from the rules.

Foreign automakers and U.S. allies alike have bristled at the IRA's domestic
supply-chain aims and have seized on the commercial lease loophole as a
potential work-around. Manchin is furious, as Benjamin Storrow reports for
POLITICO's E&E News.

The guidance “bends to the desires of the companies looking for loopholes and
is clearly inconsistent with the intent of the law,” the West Virginia Democrat
said in a statement. “It only serves to weaken our ability to become a more
energy secure nation.”

The agencies are defending their move. Final rules are due out in March.
WASHINGTON WATCH

WHITHER GENSLER? — Speaking of the SEC's climate disclosure rule, we're
still waiting on a finalized version, along with another half-dozen or so pending
federal rulemakings aimed at incorporating climate change into financial
regulations.

The SEC is dealing not only with thousands of public comments and a near-
guarantee of litigation, but a heavy agenda, with 26 rules proposed in 2022






Crypto firms and other financial technology startups had amassed armies of
lobbyists and were poised to be at the top of the fin reg legislative agenda.
Friendly lawmakers and agency officials were readying policies to give the
companies a bipartisan regulatory boost.

The series of scandals that emerged in late 2022 are derailing that momentum,
putting the once-ascendant challengers to traditional banks on defense. Here’s
how it's shaking out.

— The crypto meltdown continues — Americans are getting bad news every
day about the integrity of the cryptocurrency industry, with executives now
openly accusing each other of wrongdoing following the FTX fraud scandal and
market crash. Some lawmakers who bought into crypto’s potential are starting
to voice mea culpas. Long-time skeptics are emboldened.

Just look at what could be the biggest U.S. business story on Tuesday: FTX
founder Sam Bankman-Fried’s expected not-guilty plea to sweeping criminal
charges. Expect more damning revelations as the government makes its case
against Bankman-Fried and other FTX and Alameda Research executives who
were once the digital currency world’s leading ambassadors in Washington.

Other crypto dominoes are falling. Federal prosecutors revealed over the
holiday break that bankrupt digital asset lender Voyager Digital may be the
focus of a CFIUS review — an interagency process designed to police foreign
investment in U.S. companies. Why does it matter? Binance.US — the domestic
affiliate of the behemoth international crypto exchange Binance — is making a
bid to acquire Voyager. It underscores how Binance is primed for greater
Washington scrutiny for a host of reasons.

While companies rarely comment on the secretive CFIUS process, Binance.US
— in a potential indicator of the political pressure it faces — wasted no time
issuing a statement saying it "looks forward to working with the committee and
instilling confidence in its business."

— Fraud clouds hang over fintech lenders — Fintech lenders gained major clout
in Washington by shoveling out billions of dollars worth of government-backed
small business rescue loans during the Covid-19 pandemic. The SBA in 2022
moved to let fintechs take on a bigger role in its flagship non-emergency lending
program. But those firms are facing new investigations and political backlash
after the House coronavirus subcommittee outlined in December how a number
of the companies exposed the Paycheck Protection Program to fraud.

— Progressives and banks are teaming up — One big political development to
watch in 2023 is the growing collaboration between former foes who now see
fintech as a common enemy. Frequent bank bashers like Sens. Sherrod Brown
and Elizabeth Warren are finding themselves aligned with traditional lenders
when it comes to derailing fintech lobbying campaigns. Case in point is the
lame-duck bill Brown introduced — with the backing bank trades and consumer
groups — that would make it harder for tech firms to compete with banks



through industrial loan company charters.

— Regulators are under pressure — While all of this casts a pall over fintech on
Capitol Hill, it more importantly means that Biden appointees at key regulatory
agencies have a new mandate to crack down. Treasury in a November report
called for greater oversight of fintechs in the consumer space. SEC Chair Gary
Gensler has spent his tenure warning about the dangers of crypto and will now
be expected to do something about it — in particular when it comes to the big
exchanges that he says are skirting securities laws. CFPB Director Rohit
Chopra, a Warren ally, has a make-or-break piece of fintech-related policy at
the top of his agenda — standards for the sharing of banking data. The SBA
has also started to take, at least publicly, a more skeptical tone toward fintech
lenders in the wake of the House fraud investigation.

— Elon Musk is a wildcard — Musk has hinted that he wants to build out
Twitter’s financial services offerings. A big move by the social media giant — as
Meta learned the hard way with Libra — could trigger a backlash.

Welcome back — Thanks for returning to MM after our brief hiatus. What's on
your Washington to-do list in 20237 Hit us up at zwarmbrodt@politico.com and
ssutton@politico.com.

Driving the week ... House Republicans will decide Tuesday whether to make
Rep. Kevin McCarthy the next speaker of the House ... House GOP committee
chairs will be able to unveil subcommittee structures and leaders after the
speaker vote ... Japan’s Minister of Economy, Trade and Industry, Yasutoshi
Nishimura, speaks at CSIS Thursday at noon ... December unemployment
numbers are out Friday at 8:30 a.m. .. Officials from Treasury, the Fed and
other agencies speak at the American Bar Association's Banking Law
Committee annual meeting Friday and Saturday ...

DRIVING THE DAY

New Congress prep: Wall Street’s lobbying dilemma — Set aside whether
McCarthy has the support he needs to become House speaker. The incoming
Republican majority is already making life difficult for corporate lobbyists.

Your MM host reported how the world’s biggest asset managers — mainly
BlackRock, State Street and Vanguard — are finding themselves politically
isolated as GOP lawmakers plan to pummel them for advancing environmental
and social investing causes.

They aren’t getting cover from major business trade groups whose members
are divided on the issue, and they have no Republican allies, according to
nearly a dozen industry representatives, lawmakers and climate advocates. The
U.S. Chamber of Commerce, which has been on the outs with Republicans in
the Biden era, is among the groups caught in the middle.

MM economic roundup: The outlook for 2023



— More than two-thirds of the economists at 23 large financial institutions that
trade with the Fed are betting the U.S. will have a recession in 2023. They're
citing Americans who are spending down their pandemic savings, a declining
housing market and tightening lending standards.

— China ended 2022 in a major economic slump as business and consumer
spending plunged. A Covid surge will hold back a recovery in the early months
of this year.

— The UK is facing one of the worst recessions in the G7, according to
economists.

— State leaders overseeing some of the nation’s largest pension systems are
bracing for a hit, threatening the political aspirations of Democrats including
California Gov. Gavin Newsom and New Jersey Gov. Phil Murphy.

— Higher-income professionals have felt the brunt of U.S. layoffs so far but
lower-income workers could quickly feel the pain if a recession arrives as many
economists predict.

Biden’s next economic challenge — NYT: “One vital test Mr. Biden faces is
making all his new economic laws work as intended. Much of his economic
legacy will depend on how effectively his administration allocates trillions of
dollars in spending and tax incentives contained in the economic bills that Mr.
Biden signed into law during his first two years in office.”

— As National Economic Council Director Brian Deese told MM last month,
“Making good on the policy tailwinds that we've now enacted but haven't gotten
through into the system is going to be a big, important priority starting on Jan.
17

CRYPTO

Crypto crash triggers executive feud — WSJ: “Tensions between crypto
magnates Cameron Winklevoss and Barry Silbert erupted into an open dispute
on Twitter at the start of the new year, with Mr. Winklevoss accusing Mr. Silbert
of ‘bad faith stall tactics’ that are hurting rank-and-file customers.

“The back-and-forth on Monday deals another blow to a sector struggling for
credibility, especially since the collapse of FTX and its affiliated trading firm,
Alameda Research. The fall of the two companies led to outflows from other
crypto exchanges and the near-erasure in value of coins tied to FTX and
Alameda, domino effects in a closely linked industry.”

David Marcus sees two more years of crypto winter — David Marcus, who once
led PayPal and spearheaded Meta's foray into digital currency, says it will take
the digital asset market a couple more years to recover from "the abuse of
unscrupulous players, and for responsible regulation to come through.” Marcus
is CEO of the Bitcoin-focused company Lightspark.






But those reports—point-in time snapshots of reserves that don't reflect fund
volatility or outstanding obligations—failed to reassure jittery customers and
regulators, including Securities and Exchange Commission Chair Gary Gensler.
Instead of offering a lifeline to crypto firms, the practice of vetting collateral
triggered renewed scrutiny from regulators and provided fresh ammunition for
auditor critics.

Risk-adverse auditors are now rethinking their relationship with crypto players
after the risks of working with the industry were laid bare in the bankruptcy
filings for collapsed exchange FTX, whose founders face criminal charges.

Mazars Group, Marcum LLP, and Armanino LLP have said they would
reconsider their crypto industry work after the implosion of FTX and a flurry of
bankruptcies including bitcoin miner Core Scientific Inc. created panic in the
market. Pulling back on crypto could limit the firms’ reputational and legal risks
that could undermine investor confidence in work auditors provide for their
publicly traded clients.

But skepticism of the proof of reserves testing has raised questions about why
some auditors agreed to perform this type of work.

“They wanted in on what was perceived to be the next hot industry,” Poppy
Alexander, a partner with Constantine Cannon LLP who represents SEC
whistleblowers, said of accounting firms. “They wanted to touch what seemed
like gold.”

Risky Business

Exchanges and other players in the often opaque industry bring a host of risks
for auditors. To start, many offshore businesses operate beyond the reach of
US regulators. Gaps in audit and accounting standards, which don’t address
digital currencies or tokens, add to the challenges for auditors.

“There’s huge liability with this,” said Kyle Welch, an assistant accounting
professor at George Washington University. “When it comes to the audit, their
name is on the line at the end of that book.”

Many crypto businesses are relatively young and are developing their
accounting teams and building up internal governance checks. Audit firms
weigh that level of maturity when they decide whether to work with clients. They
also factor in what level of service they could provide, and whether they can
meet those needs, said Brian Neil Hoffman, a partner with Holland & Hart LLP.

How firms make that calculation varies based on the expertise of their staff, their
risk appetite, and business goals.

Deloitte, Ernst & Young, KPMG, and PwC, behemoths of the audit industry,
have generally steered clear of providing assurance services for crypto-involved
companies. Still, affiliates of those Big Four firms have at least a dozen such



audit clients listed on public stock exchanges globally including Coinbase Global
Inc., WisdomTree Inc., Northern Data AG, and Bitfarms LTD/Canada—
companies that meet strict audit, disclosure, and other regulatory requirements
that come with a public listing.

US affiliates for Deloitte and EY did not respond to requests for comment; PwC
and KPMG declined to comment.

Even outside of crypto challenges, CPA firms were already facing mounting
pressure from the SEC. The regulator has put auditors, critical market
gatekeepers, on notice to stick to its core mission: to challenge corporate
accounting and provide a true check on management.

“They will not be shy about opening investigations or taking action,” Hoffman
said of the SEC’s auditor oversight.

Proof of reserve reports also have grabbed the attention of Gensler, who told
Bloomberg News that the asset snapshots aren’t sufficient to protect investors.

Marcum Chairman and CEO Jeffrey Weiner said that the firm had raised its risk
monitoring assessments for determining whether to take on new crypto clients
and continue working with existing clients. The firm, which does not offer of
proof of reserve reports, had not yet decided whether to pull out of the industry
entirely. “Most lay people don’t understand what's in it versus what is not,”
Weiner said.

‘Flying Colors’

How the market perceives auditors’ work and the chance that the limitations of
that work could be misunderstand is another risk that comes with crypto clients.
Backlash could spill over and taint the investor confidence in auditors work for
their public company clients.

Crypto businesses sought auditors help to demonstrate that they had enough
funds on hand to cover depositor claims, hyping the point-in-time snapshots to
customers even though they fall far short of traditional financial statement
audits. Those proof of reserve reports don't vet a company’s total financial
health or assess their ability to continue operating in the months ahead, nor do
they show an exchange’s total liabilities.

Crypto exchange Kraken touted “next-generation audit standards” that showed
how the exchange was “exceeding the transparency offered by legacy financial
firms,” the firm announced in February.

Yield App’s website announced the crypto wealth platform passed a “stringent”
reserves audit “with flying colors” in January.

“It's just inaccurate to say this is an audit,” said Aaron Jacob, head of
accounting solutions at TaxBit, a cryptocurrency software company. “Firms have












in economic policy at the Heritage Foundation, a right-leaning think tank.

“It gives a lot of people, including myself, hope that some of these administrative
agencies, when they get outside of their lane, will be checked by the courts,”
Burton said.

Morrisey and other Republicans have cited the Supreme Court ruling in their
push to keep the SEC from adopting rules that would require companies to
report their greenhouse gas emissions and make other disclosures about how
climate change affects their businesses.

He led several Republican attorneys general in writing a July 2022 letter that
told the SEC that West Virginia v. EPA shows why the agency’s proposed rules
are problematic. The SEC could “save everyone years of strife” if the agency
scrapped its climate disclosure proposal, the attorneys general said.

SEC Chair Gary Gensler, a Democrat, said last year the high court decision was
“significant and meaningful.” But he has no plans to abandon the proposal
completely, saying investors are demanding information from companies about
climate change. The agency is expected to adopt climate disclosure regulations
early this year.

“The SEC would be quite foolish to replicate its proposed rule because that type
of final rule would go down about as quick as a bolt of lightning,” Morrisey said.

An SEC spokesman declined to comment.

Manchin also has raised concerns about the SEC’s climate reporting proposal,
telling Gensler last year it unfairly targets fossil fuel companies. But Morrisey’s
anti-ESG work is drawing at least some Democratic pushback in West Virginia.

Morrisey’s attacks on ESG are “fool’s errands” to help wealthy interests at the
expense of West Virginians, said West Virginia lawyer Sam Petsonk, a
Democrat who tried to unseat the attorney general in 2020. ESG-minded
investors have helped push coal companies to reduce emissions and invest in
their workers in an effort to sustain the state’s mining industry, he said.

“Attacking rules that will preserve American competitiveness is harmful to the
very interests he purports to represent,” Petsonk said. “In fact, he is not
representing American coal miners or American manufacturing when he attacks
these ESG rules.”

Fighting Manchin

Any litigation over final climate disclosure rules likely would play out during any
campaign Morrisey might wage for governor or senator.

The attorney general already has made fighting ESG a key pillar of any run for
elected office, with a campaign website that prominently features a Politico



newsletter that says the “woke wars intensify” and “Morrisey is back for more.”

Morrisey is trying to use ESG to play to voters who back the coal industry, said
Jena Martin, a West Virginia University College of Law professor who studies
business and human rights. She pointed to a June 2022 letter in which Morrisey
and other Republican attorneys general told the SEC it is “redefining itself at the
behest of political interests bent on destroying industries central to the American
economy—->building blocks like energy companies, traditional automakers, and
more.”

“When he does campaign and say, ‘I'm trying to save coal, I'm trying to save our
industries,” he can point to things like ESG,” Martin said.

Morrisey said he expects to announce whether he will run for governor or
senator in the coming months. A run for Senate would be Morrisey’s third
attempt to join Congress. He lost a bid to represent New Jersey in the House in
2000, before moving to Harpers Ferry, W.Va., in 2006 and losing to Manchin in
2018.

If Morrisey ran for governor, he wouldn’t have to face Gov. Jim Justice (R), who
is unable to run for reelection in 2024 due to term limits. But Morrisey could face
Justice in the Republican primary for Manchin’s seat, if both decide to run for
Senate in 2024. Other Republicans also have announced gubernatorial and
Senate bids.

Manchin, 75, hasn’t said whether he will seek reelection. The Democrat, who
joined the Senate in 2010, received 49.6% of the vote compared to Morrisey’s
46.3% in the 2018 race.

Lobbying Past

Morrisey faced scrutiny during his Senate run over his time lobbying for
pharmaceutical companies in Washington from 2004 to 2012, raising questions
about his commitment to fighting the opioid epidemic in a state devastated by
the drug. His clients included Sunovion Pharmaceuticals Inc., Bayer AG and
Novartis AG at various points while he was a partner at Sidley Austin LLP and
later King & Spalding LLP, according to congressional records.

“Once a lobbyist, always a lobbyist,” Manchin’s campaign tweeted in 2018.
“Patrick Morrisey is still doing the dirty work of the opioid industry that's ravaging
West Virginia.”

Manchin and others have pointed to opioid-related settlements that they said
shortchanged West Virginia. One of the deals, a $20 million settlement with
Cardinal Health Inc. in 2017, was “pennies on the dollar,” according to a
campaign ad from Don Blankenship, who lost to Morrisey in the 2018
Republican primary for the Senate.

Morrisey once lobbied for the Healthcare Distribution Management Association,






Bankman-Fried appeared in US District Court in New York wearing a blue suit,
white shirt and blue tie, and sitting at the defense table between his lawyers,
Mark Cohen and Christian Everdell. US District Judge Lewis Kaplan set a trial
date for Oct. 2, after US prosecutors said they expect to produce all evidence
for the case in the next four weeks.

While the plea was not unexpected, it buys the 30-year-old more time, legal
experts say. Bankman-Fried will get a better idea on the evidence prosecutors
have against him and plan his next move. The plea puts the case on track for a
lengthy trial, which could last at least four weeks.

Bankman-Fried emerged from a black SUV into a crowd of photographers and
TV crews Tuesday, ahead of a 2 p.m. hearing scheduled in New York. In
December, US prosecutors in Manhattan revealed eight criminal counts against
him, including wire fraud and campaign finance violations.

Additional bail condition

Assistant US Attorney Danielle Sassoon summarized the evidence against
Bankman-Fried, noting that from the beginning FTX had a unique relationship
with Alameda that allowed it to receive preferential treatment. The US proposed
an addition bail condition for Bankman-Fried, asking to judge to prohibit him
from accessing or transferring any FTX or Alameda Research assets.

The ask comes after Bloomberg News reported last week that federal
prosecutors were looking into a series of crypto transactions tied to digital
wallets associated with Bankman-Fried. Sassoon said there was not yet any
evidence that the transfers reported last week were done by Bankman-Fried but
that prosecutors were probing it.

“We do have concerns that within a period of a few days additional assets could
become inaccessible,” Sassoon said, noting that while SBF has denied making
the transfers in a tweet he has made false statements in that fashion before.

A magistrate judge granted Bankman-Fried a $250 million bail package in
December. Earlier today, Bankman-Fried asked US District Judge Lewis Kaplan
to keep confidential the identities of two people who will help him secure bail.
Judge Kaplan on Tuesday said he will grant the request pending motions by the
press or any parties to make the names of the guarantors public. Prosecutors
said they have appointments to interview both of the potential sureties for
Bankman-Fried'’s bail.

New task force

Manhattan US Attorney Damian Williams, who is leading the Bankman-Fried
case, announced on Tuesday the formation of a task force of senior prosecutors
to handle the investigation and prosecuting matters related to the collapse,
made up of members of units probing securities and commodities fraud, public
corruption, money laundering and transnational criminal enterprises. The task



force, which will use the office’'s asset forfeiture and cyber capabilities to “trace
and recover victim assets.”

The group will be led by the office’s chief counsel Andrea Griswold, who serves
as a co-chief of the Securities and Commodities Fraud Task Force, and will be
supervised by the heads of the securities and commodities fraud unit with
consultation by the heads of the public corruption and money laundering and
transnational criminal enterprise units.

“All the machinations of getting to trial will start rolling after the arraignment,”
Andrew Jennings, a law professor and former white collar defense attorney,
said. “But it doesn’t mean the government and Bankman-Fried can’t negotiate a
plea.”

Jennings, now a professor at Brooklyn Law School, said Bankman-Fried would
likely be considering whether he could and should negotiate a plea bargain. In
that case, prosecutors may be willing to budge on what sentencing
recommendations — the time they believe Bankman-Fried should spend in
prison — they submit to a judge or drop one or more charges.

“‘Even if you have a strong evidential case going to trial, it does carry some
risks,” Jennings said. “If the case is going to take weeks, it does take a very
serious commitment of government resources. So the government, in general,
is always open to reaching some agreement if it avoids the cost of trial.”

Legal pathways

Pleading not guilty also opens up discovery channels. Bankman-Fried and his
legal team, led by defense attorney Mark S. Cohen, will get a better insight into
what evidence prosecutors have, including any exculpatory material.

US Attorney Damian Williams previously revealed the government had spoken
to dozens of FTX employees and had tens of thousands of pages of material,
including emails, financial statements and Signal messages.

The government’s star witnesses are some of Bankman-Fried’s closest
associates — former Alameda Research chief executive Caroline Ellison and
FTX chief technology officer Gary Wang. They have pleaded guilty to fraud
charges in cooperation agreements carved out with the government while
Bankman-Fried was still in the Bahamas.

While negotiating a plea is one thing, Bankman-Fried's overall value as
cooperator is somewhat diminished by the fact he is at the top of the FTX
hierarchy.

‘Even if Bankman-Fried wanted to cooperate,” the US Attorney’s Office for the
Southern District of New York “would only agree to do so if he brought
substantial value,” defense attorney Tim Howard, a former SDNY prosecutor,
said. “SDNY does not like to cooperate down, and Bankman-Fried is likely at









admitted that he breached the trust that he owed to his public and private

investors, stealing millions of dollars from them to trade meme stocks and
cryptocurrencies. This office remains committed to rooting out fraud in the
SPAC market and to protecting Main Street investors from abuses on Wall
Street."

According to the criminal information, Morgenthau stole more than $5 million
between June 2021 and August 2022 to cover his personal expenses and his
trading in meme stocks, such as AMC Entertainment Holdings Inc. and
GameStop Corp., which had gained large followings on social media by retail
investors.

A parallel civil complaint filed by the U.S. Securities and Exchange Commission
on Tuesday identified Morganthau as the CFO of African Gold Acquisition
Corp., a SPAC seeking to acquire a company in the gold mining industry.

Both prosecutors and the SEC claim Morgenthau stole approximately $1.2
million from African Gold Acquisition Corp. and wired it to his personal bank and
brokerage accounts.

Authorities say Morgenthau falsified African Gold's monthly bank statements to
conceal his theft by deleting his unauthorized transactions and overstating the
available account balance. He then emailed these false statements to the
company's accountants and auditor and falsely attested that he was unaware of
any fraud and that the statements and records were correct.

"Morgenthau knew that African Gold's accountants and auditor would rely on his
falsified bank statements and his false assurances in those letters to prepare
financial statements that were incorporated into African Gold's quarterly and
annual reports filed with the Commission," the SEC's complaint states.

Prosecutors and the SEC allege Morgenthau eventually lost all the money he
stole from African Gold, which prompted him to launch two other SPACs,
named Strategic Metals Acquisition Corp. | and Strategic Metals Acquisition
Corp. Il

Authorities say Morgenthau raised approximately $4 million from investors in
these two new SPACs, all of which he misappropriated for himself. According to
the SEC, he deposited part of the money into African Gold's accounts to hide
his previous embezzlement.

Morgenthau's scheme continued until August 2022, when he ran out of money,
and the bank accounts of all three SPACs were empty, according to the SEC
and prosecutors. This exposed Morgenthau's scheme, authorities said, and he
was fired by African Gold shortly after.

The SEC is seeking disgorgement, civil money penalties and an order barring
Morgenthau from serving as an officer or director to any issuer of registered
securities.









In 2021, we saw the adoption rate and value of digital assets skyrocket. Then, in
2022, the value of those same digital assets and the NFT market fell
precipitously, followed by the bankruptcy and demise of several large digital
asset companies as the first breezes of crypto winter began to blow.

Spectators who had never entered the digital asset space pointed fingers and
said, "l told you so." Many true believers stayed the course and even increased
their digital asset holdings believing the value would rise again.

However, even the truest of believers are now reevaluating what the future of
digital assets and blockchain will look like. The chaos of 2022 created a lot of
cynicism — but those feelings may be more aptly labeled as confusion.

As we enter a new year, with hopes of digital asset recovery, we should
consider several things about how the industry will change over the coming
year.

Trust is a digital asset company's biggest priority.

Digital assets proposed a peer-to-peer financial system that was trustless. The
implementation of that system, however, required more trust than many
individuals, companies and policymakers anticipated.

Those who interact with digital assets, especially new adopters, do not directly
use the underlying blockchain technology. Instead, they rely on a variety of
mostly unregulated intermediaries. While blockchain technology is trustless,
intermediaries that interact with the blockchain on behalf of others create a need
for trust that can, and has been, abused.

Many digital asset users and investors do not have the time to acquire the
requisite technological skill to interact directly with the blockchain technology.
Therefore, this year there will be a premium on companies that develop
procedures and implement safeguards to allay fears and encourage continued
growth in the space.

The companies that will survive are those willing and able to provide a trusted
system while still leveraging the decentralized nature of the technology and its
associated digital assets.

Recent company failures can be blamed on poor management and, in some
cases, outright fraud. But there are solutions to protect the integrity of the
industry, and the consumers and investors participating.

It can be expected that the first proposals, introduced at the end of 2022, will be
discussed and potentially implemented this year. These include proof of
reserves — i.e., proof that a company has sufficient assets to cover its liabilities
at any given time — and other consumer protections using blockchain
technology or some other public verification of on-chain assets or third-party






requirements — yet.

The IRS and other agencies like the U.S. Securities and Exchange Commission
and the Commodity Futures Trading Commission, have been focused on fitting
digital assets into the frameworks they already have.

In some situations, digital assets could fit comfortably into the existing rules.
However, increasingly, the unique aspects of borderless digital assets fall
outside historic tax and securities principles, laws and regulations.

The only real legislative change in the treatment of digital assets was in 2021's
Infrastructure Investment and Jobs Act, which extended tax information
reporting requirements to digital asset "brokers." However, the new reporting
rules, again, merely focused on making sure that the transactions and the
people transacting were known for tax purposes.

The industry has expressed concern over the broad scope of the act's broker
definition. However, clarifying regulations that were expected in 2022 never
arrived, and on Dec. 23, 2022, the IRS postponed any reporting requirements
until final regulations are provided.[1]

The proposed regulations and the industry's ability to comment have been
pushed to this year, and most likely will be among several new legislative or
regulatory rules addressing the current needs and concerns.

The IRS has substantial new funding, and digital asset guidance is long
overdue. The recent industry failures will likely prompt the completion, finally, of
several digital asset guidance projects languishing on the desks of IRS officials.

As new rules are provided, the industry, individuals, trade groups and others
should prepare to participate in the notice and comment process and attend
hearings, to provide a thoughtful approach rather than a knee-jerk reaction to
some bad actors.

In the tax context, additional guidance is not just something that is nice to have;
it is necessary for tax advisers to be able to provide proper advice to their
clients.

Understanding the tax treatment of financial transactions, even when the assets
and the transactions are well known, often requires knowledge and nuanced
interpretation of multi-faceted Internal Revenue Code provisions. When you add
an unknown and unique asset class, the analytical problems are exacerbated.

For example, the concept of deferring taxable gains by exchanging like-kind
assets is a well-known tax principle that has been applied in various forms since
the 1920s. In 2018, like-kind exchanges were limited to real-property.

Prior to 2018, the only official IRS guidance on digital assets was Notice 2014-
21, which indicated that cryptocurrencies were considered property and that tax



principles associated with property applied.[2]

Analytically, it appeared that prior to 2018 like-kind exchanges of
cryptocurrencies — i.e., taxable property — could be deferred through the like-
kind-exchange process. However, in 2021, the IRS released a chief counsel
advice memorandum stating that some of the most popular cryptocurrencies —
bitcoin, ether and litecoin — were not considered like-kind.[3]

As digital assets, the companies that use them and the technology itself evolve,
many more tax questions are being raised, but the guidance isn't keeping pace.
For example, no guidance has been issued on the tax treatment of non-fungible
tokens.

This lack of specific guidance is untenable and needs to change.
Courts will decide legal issues involving digital assets this year.

Lawsuits involving digital assets have been limited and sporadic. However,
many legal issues involving digital assets have finally made their way to the
courts.

Most notably are the bankruptcy proceedings of Voyager Digital Holdings Inc.,
Celsius Network LLC and FTX Trading Ltd. Many other smaller digital asset
companies have also found themselves in need of bankruptcy protections.

These cases are important for the digital asset industry because some real
questions about the characterization of the digital assets involved — e.g.,
security or commodity? — will likely need to be decided in order to administer
the bankruptcy estate.

Also, the nature of the property and how it should be treated for bankruptcy
purposes could provide guidance for other areas, like taxation, where digital
assets are involved.

Other lawsuits, like Grayscale Investments LLC's suit against the SEC for the
denial of their application for a digital asset exchange traded fund, currently
pending in the U.S. Court of Appeals for the District of Columbia Circuit, and
digital asset valuation questions in the U.S. Tax Court, will also start answering
questions on legal definitions and issues that policymakers and regulators have
been unwilling or unable to answer.

The courts may not be the best place to resolve these legal questions, but many
of these cases will likely require resolution this year, and certain legal questions
must be answered in the process.

Recovery will start this year and may be driven by traditional finance.

This is a bold prediction given the seemingly endless crypto winter of 2022 and
continued problems that seem to hurt actual recovery.






protection with the U.S. Bankruptcy Court for the District of New Jersey,
indicating that it is burdened with billions of dollars of estimated liabilities and
more than 100,000 creditors.

In the Nov. 28 filing, BlockFi states it is seeking protection "despite their best
efforts to stabilize the enterprise and protect clients," and that this was a result
of the unprecedented, expedited collapse of FTX.

Hoping to differentiate itself from FTX, BlockFi claims that, because of its
"industry-leading protections" and "best-in-class financial services," it does not
face the myriad issues that plagued FTX.

Instead, BlockFi maintains it is quite the opposite, and are well-positioned to
continue business operations, despite 2022 being a "uniquely terrible year."

Owing to its proximity to the fall of FTX, BlockFi's bankruptcy is drawing
heightened public scrutiny, and it is unclear whether crypto sector enthusiasm
can rebound.

Millions of people have purchased digital assets in recent years due to
increased awareness and interest in the industry, including 16% of adult
Americans. However, enthusiasm is turning to cautious participation as the
wave of crypto exchange failure is coinciding with general unfavorable
economic conditions.

Over the past year, many cryptocurrencies have experienced a decrease in
value.

BlockFi's filing included bitcoin's slump as an example, which dropped 65% in
2022. Price drawdowns have driven investor pessimism, causing a significant
number of BlockFi clients to withdraw funds from their accounts.

Several cryptocurrency entities had the same fate as BlockFi and FTX earlier in
the year, all of which BlockFi cites as part of the investor pessimism trend.

Three Arrows Capital, one of BlockFi's largest borrower clients, was forced into
liquidation in June. And two competitors of BlockFi — Voyager Digital and
Celsius Network LLC — filed for Chapter 11 protection on July 5 and July 11,
respectively.

This cascade of collapsing crypto projects fueled an uptick in customer
withdrawals from BlockFi's products.

Though all of these failures affected BlockFi, the root cause of the firm's
problems is its exposure to FTX. In June, when BlockFi needed a capital
infusion, FTX stepped in to provide $400 million in debt, coupled with an
irrevocable and exclusive option to acquire BlockFi.

Despite BlockFi's belief that this financing caused executives and employees to



sacrifice hundreds of millions of dollars of equity, it was deemed the best and
perhaps only way forward.

However, BlockFi's own bankruptcy filing has frozen access to its assets and,
as of the date of its filing, BlockFi had $275 million outstanding under the
agreement and a pending request for the additional $125 million, submitted just
days before FTX's bankruptcy filing.

Without this additional liquidity, BlockFi paused customer withdrawals and
limited platform activity on Nov. 10 and, in preparation for bankruptcy filing,
liquidated digital assets in the amount of $256.5 million, as of the petition date.

Moving forward, BlockFi plans to reemerge and recover a substantial portion of
the investments.

BlockFi has submitted a proposed plan of reorganization with the bankruptcy
court, which, it believes, will allow it to "emerge as reorganized debtors on the
most expedited timetable that is realistic." BlockFi has also stated that it will fight
to maximize client recoveries.

However, the potential for this is questionable. At this time, BlockFi has
informed customers that protecting crypto assets is a top priority without detail
on what those customers can expect from the proceedings.

Regardless of BlockFi's ultimate fate, if the fall of FTX highlights the need for
regulatory infrastructure, BlockFi's fall highlights the need for due diligence.

If there is any hope for widespread adoption of blockchain and Web3 projects, it
will rest with the development of meaningful infrastructure, policies, procedures
and controls.

Anyone looking to work, build or play in this space would be well-advised to
proactively create systems to mitigate and undercut risk, while simultaneously
demanding the same of those with whom they conduct business.

To this end, firms must begin to reassess their compliance and diligence
programs, prioritize safe custody and corresponding good custody practices
when dealing with digital assets, and continue an industrywide push for
regulatory clarity.

Prioritizing Compliance and Due Diligence

Entrepreneurs cannot rely on faith that so-called established companies have
adopted strong internal controls. Third-party due diligence and robust policies
and procedures must be part of a proactive compliance program.

The major issues underlying FTX's filing were foreseeable, and it was clear to
anyone who took the time to examine FTX that it lacked the proper
competencies to effect meaningful controls and had fatally inadequate



strategies for risk management.

This has all been highlighted by John J. Ray Ill, CEO of FTX, who, in his first act
as CEO, authorized Chapter 11 filings. Upon his recent appointment, Ray stated
that he has never seen "such a complete failure of corporate controls" and "a
complete absence of trustworthy financial information" as he saw with FTX.

Even while FTX held billions of dollars' worth of digital assets, the company was
controlled by "a very small group of inexperienced, unsophisticated, and
potentially compromised individuals" who led a company with faulty regulatory
oversight and compromised systems integrity.

These failings, along with a lack of proper financial safekeeping and any sort of
meaningful conflict of interest policy, combined to create compliance
catastrophe.

Prioritizing Safe Custody of Crypto Assets

The events surrounding FTX, BlockFi and other troubled crypto projects
highlight the need for custody solutions in the digital assets industry beyond the
traditional dichotomy of self-custody or bust.

Customers unfamiliar with the crypto self-custody best practice treat accounts
with exchanges as trusted depository accounts, with the faulty belief that the
custodial practices relating to such accounts will be commensurate with banking
or other traditional financial institution custodial policies, procedures and best
practice.

Instead, many of these exchange accounts are routinely accessed, without
customer knowledge, to hypothecate, loan and collateralize funds. In order to
reach an appropriate balance of user convenience and security, specialized
solutions are emerging.

Crypto Vendors

In order to provide a more robust custodial solution, certain vendors are
providing accounts where assets are held on account on a 1-to-1 basis, with
reserves held in cash or highly liquid cash-equivalent stablecoins.

Special Purpose Depositor Charters

State legislation may allow for chartering special purpose depository institutions
within states, which would be legally required to hold digital assets on account
at a 1-to-1 reserve ratio.

Traditional Banking Solutions

Traditional chartered banking institutions may be wading into custody. The Bank
of New York Mellon Corp. announced earlier this year that it would begin
offering custody services.



Prioritizing Regulatory Clarity

Addressing this regulatory disconnect, President Joe Biden issued the
Executive Order No. 14067 on ensuring responsible development of digital
assets on March 9.

After discussing the incredible growth of digital assets in the prior years and the
combined market capitalization of $3 trillion in November 2021, the order hit on
the significant financial risks consumers face with digit assets, indicating that
some crypto platforms and services may "not be subject to or in compliance with
appropriate regulations or supervision."

This statement would prove to be prophetic. Crypto market participants have
typically had little explicit regulation to look to, and when coupled with rapid
growth, control failures may have been inevitable.

In order to undermine the potential of future misconduct and to remediate
confidence in digital asset markets, regulatory guidance is nonnegotiable.

There are three specific areas that will need to be part of any comprehensive
regulatory infrastructure governing the crypto world.

Clarify the Status of Digital Assets
Digital assets are extraordinarily diverse in both form and function.

Any given asset can have properties akin to securities, commodities or software
all at once. This has made classifying digital assets exceedingly difficult, since
analysis must be done on a case-by-case basis.

The muddy waters have not been clarified by the regulatory turf war between
agencies as they jockey to be the primary regulator overseeing all digital assets
in the U.S. While there has been some guidance in the form of the U.S.
Securities and Exchange Commission's framework for investment contract
analysis of digital assets, there needs to be a cohesive and comprehensive
update.

This will need to better accommodate the broader and deeper understanding of
digital assets we have today relative to when the framework was published in
2017.

This could be similar to or expand beyond the Markets in Crypto-Assets
Regulation framework proposed in the European Union, which aims to regulate
and define crypto assets, asset-referenced tokens and e-money tokens.

Disclosures for Issuers

Guidelines for proper risk disclosure are critical to the development and
deployment of novel financial instruments.






The courts will also tackle major energy market changes, questions about
standing in class action challenges to local regulations and arbitration in
representative actions.

Here, Law360 previews selected appellate arguments in the month ahead.
January 10
Third Circuit, Philadelphia

The Federal Energy Regulatory Commission will defend a substantial change to
the energy market for 13 Mid-Atlantic and Midwest states and Washington, D.C.
Grid regulator PJM Interconnection rolled back what's known as the minimum
offered price rule, which required state-backed renewable energy sources to
meet a price floor in electricity capacity auctions.

FERC commissioners were divided on the legality of the proposal, blowing a
deadline to act on PJM's proposal and letting the rollback take effect.

Regulators for Ohio and Pennsylvania want the Third Circuit to vacate FERC's
default approval of the revised MOPR, saying FERC wrongly allowed PJM to
overturn existing market rules without any meaningful review. The states and a
group of independent power producers in PJM's footprint argue the rule made it
more likely that subsidized renewable energy supplies from some states would
be pushed into regional markets, increasing costs in other states less supportive
of alternative energy subsidies.

In December, the Third Circuit rejected an attempt to exclude FERC from the
arguments despite argument from the rule challengers that the commission's
deadlock precluded it from actively defending the rollback.

FERC says the Third Circuit can't force it to break the agency stalemate that let
the rollback take effect. And it says there's no support for argument that the
price floor rule is unjust and unreasonable.

The case is PJM Power Providers Group v. FERC, case numbers 21-3068, 21-
3205 and 21-3243, in the U.S. Court of Appeals for the Third Circuit.

January 11
Eighth Circuit, St. Louis

A Monsanto scientist and Chinese national who pled guilty to conspiracy to
commit economic espionage is trying to overturn his 29-month sentence by
arguing the U.S. government unlawfully seized his phone, laptop, two SIM cards
and a flash drive at the airport as he was on his way to visit family and vacation
in China.

Haitao Xiang argues evidence from the seized devices, including trade secret
information about a Monsanto algorithm to optimize plant nutrients, should not



have been part of the case because it was seized without a warrant and the FBI
had no reasonable suspicion of criminal activity. He says he was wrongly swept
up in the U.S. Department of Justice's "China Initiative" and that law
enforcement officers drew unwarranted conclusions that he was acting
criminally on behalf of China.

He has amicus support from the Electronic Frontier Foundation and American
Civil Liberties Union, which argue the Fourth Amendment requires a warrant for
electronic device searches at the border, and from the Reporters Committee for
Freedom of the Press and the Knight First Amendment Institute, which argue
border searches violate the First Amendment by burdening the freedom of
speech and press.

But prosecutors say the devices were lawfully searched, that law enforcement
had reasonable suspicion to search Xiang's devices and that the agents acted
in good faith, giving no basis to suppress evidence from those searches. The
government says Xiang downloaded the nutrient optimizer information from
Monsanto and made suspicious Google searches about evidence during a
period when he was interviewing for a position at the state-run Chinese
Academy of Sciences.

The government says its search of the devices interrupted cross-border criminal
activity and an economic espionage plot that would have benefited China —
results it says are in line with the purposes behind longstanding border search
doctrine, which does not require a warrant.

The case is U.S. v. Xiang, case number 22-1801, in the U.S. Court of Appeals
for the Eighth Circuit.

Sixth Circuit, Cincinnati

Michigan counties will try to sway the Sixth Circuit to reverse certification of a
class of tax debtors who allege the counties illegally auctioned off their property
and kept the excess proceeds. The case is one of dozens of federal and state
court challenges to the state's tax foreclosure system and how counties allocate
those proceeds.

In this case, lead plaintiff Thomas Fox won certification in October 2020 on
behalf of property owners in dozens of Michigan counties who say their property
was unconstitutionally taken. In January 2021, the district court said Fox has
standing to sue numerous counties, not just the one that foreclosed his property
after he failed to pay taxes on it, because their actions under the same
statewide regulatory scheme are "juridically linked."

The juridical link doctrine has not been explicitly recognized by the Sixth Circuit,
and on appeal the counties argue it cannot be used to circumvent traditional
standing requirements for class actions.

The counties say the standing question should be simple: Plaintiffs must have



standing against each defendant. Juridical links may bear on questions of
whether a plaintiff can adequately represent a class but cannot create standing,
the counties say.

The property owners say the juridical link doctrine is a well-established principle
allowing redress against systemic government overreach and misconduct. It
permits classwide representation of "victims who suffered the same injury at the
hands of different government units committing the same misdeed," and was
appropriately and sensibly applied by the district court, they argue.

Other elements of the case have previously come before the Sixth Circuit, which
ruled in February 2022 that sovereign immunity does not insulate the counties
from being sued. Another Sixth Circuit panel in November affirmed a lower court
ruling that one of the counties being sued does not have insurance coverage for
the class action.

The cases are Fox v. County of Saginaw et al., case numbers 22-1265 and 22-
1272, in the U.S. Court of Appeals for the Sixth Circuit.

January 12
Federal Circuit, Washington, D.C.

Tech powerhouses Apple, Cisco, Google and Intel want the Federal Circuit to
rule that patent judges cannot reject inter partes review petitions based on
pending district court litigation. They've gotten support from Tesla, Comcast,
Dell and Mylan for the high-profile fight over how patent validity is reviewed.

At issue is a Patent Trial and Appeal Board precedent called NHK-Fintiv, which
the patent office says allows it to deny inter partes review when it thinks that a
jury in the district court could hear the case before the board is due to deliver its
own opinion on patent validity.

A California federal judge ended the challenge, saying the courts' hands are tied
by the America Invents Act because the law makes decisions on launching inter
partes review "final and nonappealable."

The tech giants say on appeal that the AlA is supposed to allow patent reviews
by PTAB even while district court patent litigation about the same patents is
proceeding. They have told the Federal Circuit that the NHK-Fintiv denials are
not evenly applied and in particular have the effect of taking PTAB review off the
table when litigation is filed in "rocket docket" jurisdictions, where cases get to
trial faster. That in turn leads to forum shopping by patent litigants that don't
want to go through PTAB review, they say.

The patent office says the tech companies don't have standing to challenge the
policy because there is no statutory right to inter partes review. Though the
companies can petition for review before PTAB, the patent office has
"unreviewable discretion" to decline those petitions, it says.



The case is Apple Inc. v. Vidal, case number 22-1249, in the U.S. Court of
Appeals for the Federal Circuit.

January 17
Eleventh Circuit, Miami

The federal government's authority to mandate mask-wearing on public
transportation is teed up for the Eleventh Circuit in an appeal of a Florida federal
court's ruling that Congress never gave the Centers for Disease Control and
Prevention that much power.

The government wants that decision reversed, arguing in briefing that the CDC's
statutory authority to implement "sanitation measures" gave it the power to
require travelers to wear face masks on planes, trains and buses as the country
tried to stop the spread of COVID-19.

The judge who struck down the mask mandate had ruled that the statutory
definition of sanitation did not extend to measures that would limit the spread of
a disease but not actively destroy or remove the disease. The lower court ruling
also interpreted the statute to limit "sanitation" to apply to property, not people.

On appeal, the government is also defending the procedural validity of the
mandate, saying the 2021 order was necessary in light of newly emerged
COVID-19 variants that were highly transmissible. And it's challenging the
nationwide reach of the Florida court's injunction, saying it preempted similar
cases pending in eight other circuits and undermined the airing of competing
views.

Health Freedom Defense Fund Inc., the group spearheading the challenge to
the mandate, said the "breathtaking and unprecedented" scope of the mask
mandate means the case triggers scrutiny under the "major questions doctrine,"
which the U.S. Supreme Court invoked in this summer's West Virginia v. EPA
decision on the Clean Air Act. The doctrine requires Congress to clearly indicate
when it assigns decisions of "vast economic and political significance" to
administrative agencies.

The case has drawn many amicus briefs, including from Congressional
Republicans and Republican-led states who say the mask mandate exceeds the
CDC's authority. The American Medical Association and a group of public health
experts defended the mandate in separate briefs as part of the core regulatory
function of the CDC, which they argued has authority to make public health
decisions. Other physicians' groups opposed to the mandate also filed briefs
that questioned the efficacy of masks and argued the CDC did not have the
authority to enact a nationwide requirement.

The case is Health Freedom Defense Fund et al. v. President of the United
States et al., case number 22-11287, in the U.S. Court of Appeals for the
Eleventh Circuit.



Tenth Circuit, Denver

A radiology company wants the Tenth Circuit to overturn a Colorado federal
court and rule that its employees must individually arbitrate claims they were
overcharged in a stock ownership sale rather than litigating as a proposed
class.

The U.S. Department of Labor will be arguing in support of plaintiff Robert
Harrison. The government is staking out the position that the arbitration
agreement in Envision Management Holding Inc.'s employee stock ownership
plan is not enforceable because it included a waiver of a participant's right to
pursue planwide relief. That provision violates the Employee Retirement Income
Security Act, and because it is nonseverable from the rest of the agreement, the
entire thing is unenforceable, the agency said in briefing.

Harrison argues that the arbitration clause is invalid because it would eliminate
ERISA-guaranteed remedies and prevent getting relief for the entire plan.

The case tees up the chance for the Tenth Circuit to apply the U.S. Supreme
Court's 2022 Viking River Cruises Inc. v. Moriana decision , in which the justices
found that the Federal Arbitration Act does not prevent all forms of
representative actions from moving forward when an arbitration agreement is
present. The DOL said a claim like Harrison's, brought under Section 502(a)(2)
of ERISA on behalf of plan participants, is in line with the type of nonclass
representative actions that the Viking ruling distinguished from a class action.

Envision says Viking River does not change the lay of the land, comparing an
ERISA representative action to a class action. It argues seeking planwide
monetary relief is a procedural right, not a substantive right under ERISA, and
can be waived in favor of individual arbitration.

The U.S. Chamber of Commerce, among the amici supporting Envision, told the
Tenth Circuit that the lower court ruling would harm businesses and invite
"abusive" class-action litigation. It says ERISA does not override the Federal
Arbitration Act and that the provisions of ERISA at issue in Harrison's lawsuit do
not require planwide relief and so allow for the waiver of planwide claims
resolution.

The case is Harrison v. Envision Management Holding Inc., case number 22-
1098, in the U.S. Court of Appeals for the Tenth Circuit.

Second Circuit, New York City

Former Oak Investment Partners venture capitalist Iftikar Ahmed's fight against
an order to cough up about $65 million in fraudulently obtained funds tees up
questions about the limitations period under the National Defense Authorization
Act and the U.S. Securities and Exchange Commission's disgorgement
authority.



The case, launched in 2015, took twists and turns under two U.S. Supreme
Court securities rulings, including 2017's Kokesh v. SEC decision that
disgorgement sought by the SEC is subject to a five-year time limit and 2019's
Liu v. SEC ruling putting limits on disgorgement.

The NDAA contained a provision responding to both those rulings, with
Congress expressly authorizing the SEC to seek disgorgement in enforcement
actions and setting a 10-year time limit for disgorgement in fraud cases.

Ahmed argues the SEC can't retroactively use the NDAA to disgorge unlawfully
obtained profits for the 10 years before the civil enforcement action was
brought. The district court ruled that because the statute says it applies to
pending proceedings, the SEC could disgorge about $65 million in illegal profits
from Ahmed.

Ahmed says his case shouldn't have been treated as pending because the
district court had already entered final judgment.

The SEC says there's not a constitutional problem with applying the NDAA to
extend the time frame for which it can disgorge Ahmed's illicit profits because
the disgorgement is not a penalty, but an equitable remedy. It says that in 2015,
when it brought the action, no time limits applied until the Kokesh decision
changed the status quo, so Ahmed can't plausibly argue he had a settled
expectation he could keep assets frozen before Kokesh.

In this appeal, Ahmed's wife and minor children also argue that assets Ahmed
put into their names can't be seized. The SEC says it was "entirely appropriate”
for the district court to have considered that the money for those assets came
from Ahmed.

The case is SEC et al. v. Ahmed et al., case numbers 21-1686 and 21-1712, in
the U.S. Court of Appeals for the Second Circuit.

January 18
Third Circuit, Philadelphia

Although U.S. Sugar Corp. has now completed its $315 million acquisition of the
former Imperial Sugar Co., the U.S. Department of Justice will try to sway the
Third Circuit to revive its challenge to the merger, after its bench trial loss. The
DOJ opposed the acquisition on the grounds it would leave wholesale sugar
buyers in the Southeast only two suppliers to choose from.

The DOJ argued Nov. 1 that a Delaware federal judge legally erred in holding
that the government failed to identify a relevant market and wrongly assumed
regulations could offset any anti-competitive impacts if the deal goes through.

But U.S. Sugar said the Third Circuit should uphold findings that customers
aren't limited to regional markets because sugar flows easily and cost-effectively



across the country. Customers in the Southeast could buy sugar from other
regions, defeating any hypothetical price increase post-acquisition, it said. The
geographic and product markets DOJ presented during a four-day bench trial
were overly narrow and did not reflect the reality of the industry, the sugarcane
producer said in briefing.

In response, the DOJ argued U.S. Sugar is trying to "turn horizontal-merger law
on its head" by treating sugar distributors as competitors even though the
merger is between two sugar refiners, at a different level of the supply chain.

The case is U.S. v. U.S. Sugar Corp. et al., case number 22-2806, in the U.S.
Court of Appeals for the Third Circuit.

January 19
Second Circuit, New York City

Disgraced former attorney Michael Avenatti will try to sway the Second Circuit to
overturn his 30-month sentence for attempting to extort Nike Inc. and an order
requiring him to pay about $260,000 in restitution. Avenatti is currently serving
prison sentences in the Nike extortion case and for embezzling from former
client Stormy Daniels, which will be followed by a 14-year sentence for stealing
from four other clients.

In the Nike conviction appeal, Avenatti argues insufficient evidence backs his
conviction on attempted extortion, transmission of interstate communications
with intent to extort, and honest services wire fraud. He says the jury should
have gotten an instruction on allocating authority between an attorney and client
and argues the restitution to Nike was improper for a company with pecuniary
loss of only attorney fees.

In briefing, Avenatti maintains he committed no crime when he demanded Nike
hire his firm to conduct an internal investigation of alleged improprieties in its
amateur basketball program for a fee of $15 million to $25 million and
threatened that if the company did not hire him or pay a substantial fee, he
would go public with allegations he said would tank the company's stock. His
demands of Nike were neither wrongful nor fraudulent and he did not solicit a
bribe, he argues.

The government says it presented "extensive" evidence to support each charge,
including "overwhelming" evidence that Avenatti had no rightful claim to a $20
million payout. There's no basis to overturn the jury's reasonable conclusion
Avenatti was seeking to funnel money to himself through "sham" negotiations
about a purported internal investigation, prosecutors say.

The case is U.S. v. Avenatti, case numbers 21-1778 and 22-351, in the U.S.
Court of Appeals for the Second Circuit.

D.C. Circuit, Washington, D.C.



The D.C. Circuit is tasked with deciding whether American courts have
jurisdiction to hear ExxonMobil Corp. claims that a Cuban state-owned company
wrongly took over its predecessor's oil refinery and gas stations in 1960.

Cuba's Corporacion CIMEX SA says it took the assets from Esso Standard Oil
SA, or Essosa, when the company refused to refine Soviet crude oil and
allegedly acted with the United States to overthrow the Cuban government.
Exxon says it's owed $71.6 million in compensation, with interest dating back to
1969 — when its expropriation claim was certified by the Foreign Claims
Settlement Commission — and treble damages.

CIMEX says the Foreign Sovereign Immunities Act should insulate it from the
litigation, while Exxon raises two exceptions under that law. Exxon says
CIMEX's use of the gas stations to sell U.S. goods to Cuban consumers and
process money sent to Cubans from the U.S. through Western Union
constitutes commercial activity under FSIA. It also argues it should be able to
assert the expropriation exception to FSIA, or to establish jurisdiction through
the Helms-Burton Act, also known as the Cuban Liberty and Democratic
Solidarity Act of 1996, which allows U.S. citizens to sue instrumentalities of the
Cuban government for trafficking in seized property.

But CIMEX maintains on appeal that because only the property of Essosa, a
Panamanian company, was expropriated, not that of its parent company Exxon,
the expropriation exception does not apply. And it's asking the D.C. Circuit to
overturn the application of the commercial activity exception, arguing that the
gas stations' processing of Western Union transfers and sales of food imported
from the U.S. does not cause a "direct effect” in the United States under FSIA.
Those transactions do not affect any commercial dealings between CIMEX and
Exxon and there is no injury to anyone in the U.S. from those transactions, it
argues.

The case is ExxonMobil Corp. v. Corporacion CIMEX SA, case number 21-
7127, in the U.S. Court of Appeals for the District of Columbia Circuit.

January 25
Fourth Circuit, Richmond, Virginia.

The en banc Fourth Circuit will convene to weigh whether to award attorney
fees to plaintiffs who challenged a Virginia law that suspended drivers' licenses
for failure to pay court fines and fees.

The plaintiffs claim victory on the ground that the district court enjoined the
statute based on the facial unconstitutionality of the law. Every other circuit to
have considered the question treats them as the prevailing party entitled to fees,
they argue. They say they should not be penalized with denied fees after the
state declined to appeal the preliminary injunction and the statute in question
was repealed.






The Investment Adviser Association wants the SEC to scuttle the proposal.

“[W]e urge the Commission not to move forward with the proposal and instead
consider alternative approaches to achieve its goals,” IAA general counsel Galil
Bernstein and associate general counsel Dianne Descoteaux wrote in a Dec. 23
comment letter. “While we understand the Commission’s objectives, we strongly
believe that the proposal is unnecessary and unwarranted. It will have sweeping
implications for all advisers and their services providers and substantial
negative consequences for smaller advisers and smaller service providers. The
Commission has significantly underestimated the potential costs of the
proposal, with little evidence of benefit.”

The deadline for public comments was last Tuesday. The agency has received
about 90 letters. It will review the input and could modify the proposal before
releasing a final version. The timeline is unclear.

The Investment Company Institute, which represents the mutual fund sector,
also called on the SEC to withdraw the proposal.

[T]he proposal includes requirements that are outside the SEC’s authority
under the federal securities laws and the cost-benefit analysis is wholly
inadequate,” ICI general counsel Susan Olson wrote in a Dec. 23 comment
letter. “As a result, the SEC should not move forward on this proposal.”

The Securities Industry and Financial Markets Association said advisors’
fiduciary duty to their clients incorporates most outsourcing decisions and
suggested that the SEC instead zero in on high-risk situations.

“Existing fiduciary principles are sufficient to regulate advisers’ use of service
providers, and tailored guidance on specific topics may better achieve the
Commission’s objectives,” SIFMA managing director and associate general
counsel Melissa MacGregor and managing director Kevin Ehrlich wrote in a
Dec. 23 comment letter.

John Gebauer, chief regulatory officer at COMPLY, a compliance consulting
firm, warned of the proposal’s impact on small advisors.

“[T]he prohibitive costs of compliance would fall disproportionately on small and
mid-sized advisers, who will then be compelled to make a Faustian bargain
between committing the additional staffing and resources necessary to
outsource tasks they are not well-equipped to perform in-house or committing
additional staffing and resources to develop their own in-house expertise; either
path would appear to increase the risks to clients,” Gebauer wrote in a letter last
Tuesday.

The Institute for the Fiduciary Standard said the SEC should do more homework
on outsourcing.

“[Gliven the growth of outsourced services, the Institute urges the Commission












trigger a global recession the way Lehman Brothers’ bankruptcy touched off the
stock market crash of 2008 shouldn’t be cause for celebration. It is just a
reminder that the still-nascent business remains relatively small and walled off
from the mainstream financial system. For now, most bankers seem to agree
with Jamie Dimon, the chief executive of JPMorgan Chase & Co., that
cryptocurrencies are “decentralized Ponzi schemes.”

Will crypto remain a niche investment? Many American regulators aren’t so
sure, predicting that the largely unregulated industry could destabilize the
broader economy as more and more investors — small individual and large
institutional ones alike — dip into digital assets. Indeed, a year before FTX's
implosion, the head of the Securities and Exchange Commission, Gary Gensler,
warned that “right now, we just don’t have enough investor protection in crypto.
Frankly, at this time, it's more like the Wild West.”

What then to do?

Investigators are now picking through the rubble of FTX trying to discern what
went wrong. The company was among the largest crypto exchanges — the
firms that help investors trade digital assets, including using fiat money. And
virtually up until its precipitous fall, it was considered among the best run. No
longer: Congressional hearings and court filings paint a picture of a company
with crude and disorganized bookkeeping practices, where Bankman-Fried may
have misappropriated investors’ money to finance risky investments, campaign
contributions, and his own luxurious lifestyle.

Those revelations may have given momentum to efforts in Washington to
toughen crypto regulations and push federal agencies, including the SEC, to be
more assertive with the industry. “Power is worthless if the cop on the beat
won't use it,” Senator Elizabeth Warren said in a Wall Street Journal op-ed
following FTX’s demise. “The SEC has brought some enforcement actions
related to fraudulent and unregistered crypto offerings over the past few years,
but it has fallen far behind as the crypto industry has drawn in millions of new
investors.”

In December, Warren proposed legislation with Senator Roger Marshall, a
Republican of Kansas, that would extend anti-money laundering rules to the
digital asset market. A central goal would be to make it harder for criminals or
terrorists to use anonymous accounts to finance their activities.

Though some experts have raised concerns that the bill would impose burdens
on small operators, it seems a good first step toward bringing the industry into
the sunlight. The measure does not, however, address ways to protect investors
from fraud and malfeasance of the sort Bankman-Fried is charged with;
Congress should turn its attention to that task in 2023 as well.

Some in the crypto world, where anti-government libertarianism runs strong,
have attacked Warren’s bill as “an unconstitutional assault on cryptocurrency.”
But the reality is that many companies would prefer a modicum of regulation,






Here are the top issues to watch on climate-fueled financial risk in 2023.
SEC rules

The SEC last year proposed three rules that aim to provide investors with more
clarity into companies and their climate-related financial risks, as well as
investment options that purport to account for social and environmental issues.

Some big questions moving forward are when those rules will be finalized and
enforced — and what the finished versions will look like.

Perhaps the most contentious rule would require public companies to disclose
their greenhouse gas emissions, as well as their climate-related risks, plans and
strategies. The new approach would overhaul the corporate disclosure process.

The other two rules aim to put guardrails around what types of investment
products can be categorized as green; sustainable; or environmental, social and
governance (ESG) funds. Those types of products have exploded in popularity
as investment firms race to meet public demand for sustainable investment
options, sparking fears that some funds are mislabeled to attract more
customers.

Now that the climate disclosure and ESG rules’ comment periods have ended,
the SEC’s current job entails working through the thousands of submitted
comments, writing a final rule and making a case for why they are both
necessary and legally defensible.

The SEC did not respond to questions about the timeline moving forward.
Climate disclosure experts and advocates say there’'s no way to say when the
agency will finish and enforce the rules. But some think it’s likely to happen this
year.

“I would expect to see it sometime this year. | know the SEC is trying to do a lot,
but they've indicated in the past that this is a really high priority for them. And if
it's a high priority, they’re also going to want to be the ones to defend it [in court]
during the Biden administration,” said Corinne Snow, counsel at Vinson & Elkins
LLP who focuses on environmental law and regulatory compliance.

There are several factors that complicate the timeline. For starters, SEC Chair
Gary Gensler has embarked on an ambitious rulemaking agenda — proposing
26 new rules in the first eight months of 2022 — when compared to his
predecessors, according to the agency’s Office of Inspector General. The
intense workload has the potential to slow the agency’s progress.

But the main challenge is the sheer volume of feedback the agency has
received on these issues. While many investors, outside groups and Democratic
lawmakers are in favor of the rules, the agency has faced intense pushback,
too. The opposition likely will lead to legal challenges, which have the potential
to delay implementation even after the final rule is released.



Working in the agency’s favor: a growing consensus among investors,
regulators and companies around the world that climate change poses
substantial financial risks that merit additional clarity.

“I don’t see that slowing down,” said Kristina Wyatt, senior vice president of
global regulatory disclosure at carbon accounting company Persefoni, who
previously was a senior counsel for climate and environmental, social and
governance at the SEC.

Climate guidance

The three major banking regulators over the last year proposed near-identical
guidance that lays out how they expect major U.S. banks — with more than
$100 billion in assets — to manage their exposure to climate change
(Climatewire, Dec. 5, 2022).

The proposal makes clear that the Federal Reserve, Office of the Comptroller of
the Currency and the Federal Deposit Insurance Corp. want the largest lenders
to assess and limit their exposure to climate impacts and the clean energy
transition.

That'’s the case, the FDIC said, because climate change poses a “clear and
significant risk to the U.S. financial system and, if unmitigated, may pose a near-
term threat to safe and sound banking and financial stability.”

Each agency issued its own request for comment. While the OCC and FDIC’s
comment periods ended in February and June, respectively, the Federal
Reserve's won't wrap up until next month.

The next step for these regulators will be working through the comments and
releasing a final version of the guidance to make clear future expectations.

Fed scenario analysis

The Fed also is set to do something else — kicking off its first-ever exercise
meant to gauge major banks’ preparedness for the financial realities of a
warming world.

Central bank officials said in September that beginning in 2023 it would require
the country’s six largest banks to undergo “pilot climate scenario analysis,”
which are meant to provide clarity into how the lenders are thinking about
climate-fueled risks (Climatewire, Sept. 30, 2022).

Fed officials have emphasized that the exercise would not have direct
consequences for the lenders, which include Bank of America Corp., Citigroup
Inc., Goldman Sachs Group Inc., JPMorgan Chase & Co., Morgan Stanley and
Wells Fargo & Co.

Still unknown, however, are when the tests will begin and what they might






The numbers were staggering. A whopping $19 billion, all gone, stolen from
more than 40,000 investors — the New York Mets, Larry King, Kevin Bacon,
hospitals, colleges, pension funds — over more than two decades.

Now, a new Netflix docuseries tells the rest of the story. According to Joe
Berlinger, director of the four-part “Madoff: The Monster of Wall Street,” out
Wednesday, Madoff had also been managing “a significant chunk” of money for
international organized crime,

That’s why the New York native, who died in jail in 2021 at the age of 82, was
so willing to take the rap, as well as the 150-year prison sentence that followed,
Berlinger said. Madoff felt no remorse — his guilty plea was just one last selfish
act. He was trying to stay alive.

“People feel like one of the reasons he was so willing to immediately
acknowledge his guilt, say it was all him, and go to jail wasn't an act of
courage,” Berlinger told The Post. “Instead of trying to obfuscate or find a legal
way out or to delay [a verdict], | do think part of that was self-protection to avoid
a mob hit.”

In fact, during unearthed video depositions, Madoff — who was rumored for
years to have ties with Russian crime syndicates and who famously befriended
Colombo family boss Carmine John Persico Jr. while in prison — states that
there were potential deals from the federal government on the table at the time
of his trial.

“The prosecutor wanted me to plea-bargain with them to make some sort of a
deal by providing information as to who else was involved with this fraud,”
Madoff said during one deposition. “The belief was that | couldn’t be doing this
all by myself, that there had to be other people involved.”

In addition to potential Mafia ties, the new series looks at Madoff's right-hand
man, Frank DiPascali. The fellow New Yorker was a “trusted lieutenant for all
his evil misdeeds,” Berlinger said.

In tandem with Madoff, DiPascali — who first joined the team in 1975 and died
in 2015 at age 58 while awaiting sentencing on multiple financial felonies —
created false returns and investments which, even for the savviest (or luckiest)
traders, yielded profits that were unimaginable.

“There was one simple fact that Bernie Madoff knew, that | knew, and that other
people knew, but we never told the clients nor did we tell the regulators like the
SEC,” DiPascali admits in a deposition. “No purchases or sales of securities
were actually taking place in their accounts. It was all fake, it was all fictitious.”

Once considered a Wall Street titan, Madoff advised the Securities and
Exchange Commission after the 1987 market crash and was instrumental in the
formation of NASDAQ — an exchange he chaired in the 1990s.












stock market crash of 2008 shouldn’t be cause for celebration. It is just a
reminder that the still-nascent business remains relatively small and walled off
from the mainstream financial system. For now, most bankers seem to agree
with Jamie Dimon, the chief executive of JPMorgan Chase & Co., that
cryptocurrencies are “decentralized Ponzi schemes.”
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Will crypto remain a niche investment? Many American regulators aren’t so
sure, predicting that the largely unregulated industry could destabilize the
broader economy as more and more investors — small individual and large
institutional ones alike — dip into digital assets. Indeed, a year before FTX's
implosion, the head of the Securities and Exchange Commission, Gary Gensler,
warned that “right now, we just don’t have enough investor protection in crypto.
Frankly, at this time, it's more like the Wild West.”

What then to do?

Investigators are now picking through the rubble of FTX trying to discern what
went wrong. The company was among the largest crypto exchanges — the
firms that help investors trade digital assets, including using fiat money. And
virtually up until its precipitous fall, it was considered among the best run. No
longer: Congressional hearings and court filings paint a picture of a company
with crude and disorganized bookkeeping practices, where Bankman-Fried may
have misappropriated investors’ money to finance risky investments, campaign
contributions, and his own luxurious lifestyle.

Those revelations may have given momentum to efforts in Washington to
toughen crypto regulations and push federal agencies, including the SEC, to be
more assertive with the industry. “Power is worthless if the cop on the beat
won't use it,” Senator Elizabeth Warren said in a Wall Street Journal op-ed
following FTX’'s demise. “The SEC has brought some enforcement actions
related to fraudulent and unregistered crypto offerings over the past few years,
but it has fallen far behind as the crypto industry has drawn in millions of new
investors.”

In December, Warren proposed legislation with Senator Roger Marshall, a
Republican of Kansas, that would extend anti-money laundering rules to the
digital asset market. A central goal would be to make it harder for criminals or
terrorists to use anonymous accounts to finance their activities.

Though some experts have raised concerns that the bill would impose burdens
on small operators, it seems a good first step toward bringing the industry into
the sunlight. The measure does not, however, address ways to protect investors
from fraud and malfeasance of the sort Bankman-Fried is charged with;
Congress should turn its attention to that task in 2023 as well.






initial $200 million settlement figure as a yardstick for the industry, signifying the
end of an unofficial grace period afforded firms adapting to the pandemic.

Such monumental penalties have of course had a seismic impact on the
financial services landscape, with the repercussions reaching far beyond the
behemoths evidently being made an example of. But how did we get to this
stage, and how can firms address the employee behaviors which are clearly no
longer going to be tolerated?

What's up with WhatsApp?

The SEC mandates that banks maintain records of all communication between
clients and brokers. Private exchanges, like those occurring through WhatsApp,
are far more difficult to monitor, and the likelihood of data being compromised
only increases as personal devices are introduced to the equation.

It's important to note that the issue here is not with WhatsApp itself; the same
concerns apply with WeChat, Telegram, and other ‘ephemeral’ messaging
apps. ltis the difficulties in documenting communications on these encrypted
platforms, and the subsequent contravention of record-keeping requirements,
that is problematic.

Phone Call Fatigue

Until relatively recently, consumers had limited options available to them if they
wanted to reach out to a regulated firm. To discuss their bank account, for
instance, they’d need to either get on the phone or head over to their local
branch for a personal discussion. Now, they are able to communicate with the
organization through a multitude of digital channels.

It's not just an option, but a preference. WhatsApp, Facebook Messenger and
Telegram were among the most downloaded apps in Q1 2022, and WhatsApp
itself has an astronomical 2 billion active users worldwide. According to Forbes,
93% of US consumers want to communicate via text message, with speed,
ease of use and (consumer) familiarity with the platforms proving decisive
advantages.

This works both ways; it's also easier and more efficient for employees to
communicate through tools that they’re familiar with using in their day-to-day
life, than one provided by their employer.

Remote Channels

The disruption of the Covid-19 pandemic led to far greater reliance on
messaging apps, as physical proximity, even with colleagues, was prohibited. In
2019, 68.1 million U.S. mobile phone users accessed WhatsApp to
communicate. This figure is projected to grow to 85.8 million users in 2023. A
by-product of this reliance on new digital channels was an escalation in the
number of workers using personal phones or tablets for business, as lines



began to blur and professional and personal lives intertwined.

Employees are more likely to act casually when working remotely, whether that
means taking longer breaks or messaging clients or colleagues through an
unauthorized channel. Having allowed these communication habits to set in
over a sustained period, they’re now very difficult to shift back to a pre-Covid
level, given the inherent convenience and usability that employees have
become accustomed to.

Paying the Bill

JP Morgan’s $200 million dollar fine in December 2021 was the first significant
penalty in a probe that has also impacted the aforementioned dozen leading
investment banks to the tune of $1.8 billion. The SEC’s crackdown has since
continued to expand, as Wall Street’s private equity giants have revealed that
they're under investigation.

The enforcement unit has also launched enquiries about smaller Registered
Investment Advisor (RIA) protocols for ‘off-channel’ business communications.
RIAs are subject to the same regulations as the larger firms that were previously
penalized, so while they may have been spared the ambush of the initial
investigations, they should be mindful that they’re in the regulators’ crosshairs
nevertheless.

What Now?

The situation leaves business leaders and compliance teams in a quandary.
Should they sacrifice convenience and operational efficiency in the pursuit of
compliance, banning messaging apps outright and instead relying on the tried
and tested solutions of email, phone calls and, to a lesser extent, social media?

This is probably a tempting option given the enormity of the penalties being
administered. It has certainly been the more popular approach given that, in
July 2022, just 15% of financial firms were monitoring WhatsApp.

But it's not quite that simple. Banning employees from using particular channels
doesn’t necessarily mean that all risks are eliminated. The prohibition of helpful
tools will probably lead to disgruntled employees and “compliance gaps” in the
workplace. The safer option is for business leaders to understand the platforms
that employees and consumers prefer to use, then developing suitable policies
accordingly.

Ultimately, if employees want to use unauthorized apps, they will do so, unless
a supervisory procedure is in place to police it correctly. This has had immense
repercussions for the likes of Goldman Sachs, Bank of America et al, who have
not succeeded with this step, despite their resources.

Can WhatsApp be Monitored?









Dive Brief:

Securities and Exchange Commissioner Hester Peirce criticized approval of a
12.6% expansion in the 2023 budget for the Public Company Accounting
Oversight Board (PCAOB), warning that the “ballooning” increase “may facilitate
mission creep” by the agency overseeing firms that audit public companies.

The PCAOB has shown signs of potentially overstepping its mandate by
signaling excessive reliance on enforcement, reconsidering audit standards
without clear justification and indicating that it will identify issuers or broker-
dealers whose audits are flawed, rather than just the erring auditing firm, Peirce
said.

“A smaller budget might assist the PCAOB in being more selective, hewing
more closely to its narrow mandate and better stewarding its resources,” Peirce
said in a statement after the Securities and Exchange Commission (SEC)
approved the PCAOB budget on Dec. 23.

Dive Insight:

The PCAOB, created under the Sarbanes-Oxley Act of 2002 after the Enron
accounting scandal, must gain SEC authorization for its budget and changes to
auditing standards.

The SEC approved a $349.5 million budget for the PCAOB and a 10.6%
increase in its “accounting support fee” to $329.4 million. The fee is assessed
from public companies and broker-dealers.

Soon after becoming SEC chair in April 2021, Gary Gensler shook up the
PCAOB leadership and called for tougher regulation of audit firms.

“The PCAOB plays a critical role to ensure that investors can trust a company’s
financial disclosures,” Gensler said in a statement. “I'm glad to support this
budget, providing the PCAOB the resources to promote its mission under the
Sarbanes-Oxley Act, benefiting investors and issuers alike.”

The PCAOB is insufficiently accountable to the public and, through the
accounting support fee, imposes an onerous burden on public companies and
broker-dealers, Peirce said.

“The ongoing ballooning of the PCAOB’s budget and associated accounting
support fee is not a trivial matter,” she said. “The accounting support fee adds to
the cost of being a public company or an SEC-registered broker-dealer.”

Peirce in a speech in October called for the elimination of the PCAOB, saying
that the SEC should streamline oversight of auditors and better deploy
regulatory resources by taking over the PCAOB's responsibilities.

“The PCAOB budget process is a clunky accountability tool,” Peirce said in her






year, froze all fiat and cryptocurrency withdrawals just days after its parent
company collapsed; Sino Global, a blockchain-focused venture firm, confirmed
“mid-seven figure” exposure to FTX; crypto investment and trading group
CoinShares confirmed a $30.3 million exposure; crypto prime broker Genesis
suffered a whopping $175 million exposure to FTX, and suspended client
withdrawals for its lending arm as a result; crypto lender SALT also paused
withdrawals.

As 2023 unfolds, it's all-but-certain that even more firms will be forced to
disclose potentially devastating relationships with once-dominant FTX, which
seemed to have spread its tendrils across every corner of the crypto industry.

Until the full impact of FTX’s $32 billion collapse is accounted for, and its myriad
connections are divulged and processed, it's unlikely a crypto spring will be able
to take hold. With crypto contagion looking unlikely to let up any time soon, color
us surprised if the proverbial line goes up before actual spring.

Crypto laws, finally?

Despite the crypto-related cacophony and controversy that emanated from
Washington this year, there remains a jarring lack of clarity from the American
government about the regulatory fate of crypto assets, protocols, and
exchanges. Will 2023 finally bring some solid guidelines and guardrails?

‘I am less bullish on regulatory clarity,” Miller Whitehouse-Levine, policy director
of crypto lobbying group DeFi Education Fund, told Decrypt about 2023’s
prospects.

With control of Congress set to be narrowly split between Democrats and
Republicans in 2023, Whitehouse-Levine is skeptical that warring political
factions will be able to put aside their differences to pass sweeping crypto
regulatory legislation.

“I think it's going to be difficult for those two constituencies—each with
completely different views on crypto policy—to come to a consensus that can
pass Congress,” he said.

One bipartisan crypto bill that looked poised to go the distance now appears all-
but doomed. The Digital Commodities Consumer Protection Act (DCCPA), also
known as the Stabenow-Boozman bill, would have granted crypto regulatory
powers to the Commaodity Futures Trading Commission (CFTC), and was by
late 2022 gaining traction on the Hill.

One of the bill's most prominent supporters, though, was now-disgraced FTX
founder and former CEO Sam Bankman-Fried, who favored the bill's
mainstreaming of centralized crypto exchanges like FTX. Weeks after FTX's
historic collapse, the bill was put on hold. It appears seismic changes in political
calculus may have permanently sealed its fate.



There is, however, one area of crypto legislation with potential for movement in
2023: stablecoin regulation.

“If anything moves, stablecoin regulation seems to be the area where action is
most likely to occur legislatively,” Whitehouse-Levine said. “Seemingly everyone
agrees that something needs to be done, and everyone wants a deal.”

Outgoing House Financial Services Committee Chair Maxine Waters (D-CA)
and incoming Chair Patrick McHenry (R-NC) have been working towards a
stablecoin bill for years, ever since Facebook stirred panic with its since-
thwarted attempt to create its own stablecoin, Libra.

In the absence of any comprehensive legislation, stablecoins have continued to
make headlines: in May, so-called algorithmic stablecoin UST depegged from
the US dollar, collapsing its maker, Terra, wiping out some $40 billion in value,
and kickstarting crypto’s current winter.

SEC vs crypto

Another key character in crypto’s ongoing, unfolding battle with Washington is
the Securities Exchange Commission (SEC) and headline-grabbing head
honcho Gary Gensler.

Gensler made waves in 2022 for escalating enforcement actions against crypto
companies without providing baseline rules or guidelines for the emergent
industry. Gensler's own colleague, SEC commissioner Hester Peirce, previously
labeled such policies of education by enforcement “just not a good way of
regulating,” in an interview with Decrypt.

Will 2023 bring any clarity, good or bad for crypto, from the SEC?

One major crypto development on deck at the SEC is a suite of pending
updates to the agency’s rules on security exchanges. The SEC has released a
proposed draft of its revised rules, which defines security exchanges in
extremely broad terms that appear poised to ensnare decentralized finance
(DeFi) protocols.

The rule is currently in the comments stage, and has not yet been adopted. If
adopted next year in its current form, the rule could have devastating
consequences for DeFi, essentially requiring the sector to be regulated as a
securities marketplace.

“If a DeFi protocol is required to be regulated like the New York Stock
Exchange, obviously that is totally impossible,” DeFi Education Fund’s
Whitehouse-Levine said. “It would effectively make smart contracts illegal in the
US.“

Whitehouse-Levine is confident, however, that if such a rule were adopted, it
would be challenged and potentially overturned in federal court.



What's more, the SEC may soon be embroiled in political problems of its own.

Republican lawmakers—and some Democrats—have recently ramped up
criticism of Gensler and the SEC’s inability or unwillingness to produce concrete
rules on crypto assets. In the wake of FTX’s collapse in November,
Representative Tom Emmer (R-MN) demanded that Gensler testify before
Congress, linking 2022’s slew of crypto company collapses to the SEC’s
enduring failure to create a crypto regulatory framework.

Whitehouse-Levine believes that, with Republicans soon to take charge of the
House, stern words could soon evolve into real consequences for the federal
regulator.

“Every regulatory agency reports back to Congress, so there's a lot they
[Republicans] can do,” Whitehouse-Levine said. “For example, they could say,
until the SEC issues rulemaking on digital assets, they can't spend any of this
money on enforcement. It could be quite impactful.”

Will Ripple’s battle offer answers in crypto’s war?

One of 2022’s highest-profile—and still ongoing—crypto lawsuits saw
blockchain payments company Ripple battle the SEC in federal court. The
government asserts that the company’s XRP token was illegally sold as an
unregistered security.

The lawsuit has pitted a dominant crypto company with deep pockets against a
federal agency with much to prove—see above—in one of finance’s key arenas:
the United States District Court, Southern District of New York. That court,
colloquially referred to as the “Mother Court” by legal professionals, oversees all
Wall Street activity and holds a particularly influential sway over federal finance
law.

Will the case, ongoing for almost two years, finally see resolution in 20237 And
if it does, what will that verdict mean for crypto as a whole?

Some experts believe that the SEC is angling to use its case against Ripple not
just to prevent the unregistered sale of tokens like XRP, but to set the stage for
the agency to finally go after centralized crypto exchanges like Coinbase,
Kraken, and Binance.US—the beating hearts of America’s crypto trade.

The SEC, in its recent victory against blockchain-based publishing platform
LBRY, successfully got a federal court to take the unprecedented step of
labeling certain crypto tokens as securities in themselves, not just their sale as
an illegal securities offering.

If the SEC can get its Manhattan-based judge to make a similar ruling on
Ripple, the repercussions for crypto could be profound.

“They want to go all the way and say the XRP tokens are the security,” Lewis



Cohen, an attorney specializing in crypto and securities regulation, previously
told Decrypt. “If they got their way, most US token marketplaces could not allow
users to buy and sell ‘crypto securities’ without registering as an exchange or
getting an exemption.”

Such an outcome would unquestionably upend the place of crypto exchanges in
American finance, bringing stock exchange-caliber regulation to any entity trying
to sell crypto assets.

2023 will likely see either the realization of such a verdict, or an equally-
consequential victory for Ripple, which would signify the dodging of a major
bullet for the beleaguered industry.

What next for Ethereum?
Finally, some good news.

September’s historic Ethereum merge transitioned crypto’s dominant network to
a proof of stake consensus mechanism that instantly cut its energy consumption
by a whopping 99.99%, according to reports.

After that technical triumph, what's in store for Ethereum as it moves into 20237
First up will be the network’s Shanghai upgrade, expected to launch in March.

Shanghai will, first and foremost, enable withdrawals of staked ETH. Since the
merge went live in September, users have been able to deposit existing ETH
with the Ethereum network to help validate Ethereum transactions and create
new ETH for themselves in the process. All staked ETH and newly generated
ETH, however, have not yet been made available for withdrawal.

Come March that will change, and some $20 billion worth of staked ETH will
finally be made available to Ethereum users following the network’s Shanghai
upgrade.

Ethereum’s core developers are so committed to rolling out staked ETH
withdrawals that they’re trying to keep Shanghai as light as possible, eliminating
other much-anticipated network upgrades from the update in the name of
expeditiousness.

One such improvement that many hoped would be included in Shanghai is
proto-danksharding, a preliminary version of a process by which huge amounts
of data on Ethereum rollups—a tool used to combine many Ethereum
transactions and treat them as one speedy, cheap transaction—will one day be
verified by only sampling small pieces of data.

Danksharding will take a process that already makes Ethereum transactions
cheaper and faster, and make them far cheaper and faster. The update will
dramatically increase the speed and ease with which huge amounts of data

























































thinks about, climate-related risks and whether it considers climate-related risks
as part of its business strategy, risk management, and financial oversight; and
describing whether and how the board sets climate-related targets or goals and
how it oversees progress in achieving them.The proposal also includes a
corresponding set of disclosures related to management: who is responsible for
managing climate-related risks, what their climate expertise is, how they get
informed about those risks, and how often the managers responsible for
climate-related risks report to the board...

One comment letter objected that the “disclosures usurp the decision-making
authority of corporate boards and executive management, authority specifically
granted to them by state corporate law.”

Washington would essentially be forcing every public company, regardless of
industry, to focus on climate, while also pressuring them to hire leaders who
share this obsession. But even the most climate-obsessed ought to recognize
that such change requires a new law, not unelected financial regulators
suddenly deciding to appoint themselves ministers of global warming.

One also has to wonder why Mr. Gensler—running an agency with no particular
expertise in the science of climate—feels compelled to impose this system on
businesses that are already facing enormous pressure to adopt the climate
agendas of institutional financiers.

Whether overreaching regulators or Wall Street wokesters, the new House
majority will likely seek to ensure that neither group is abusing its lawful
authority.

“There is mounting evidence the grassroots backlash on the right against ‘woke’
corporate America has tremendous momentum and is reshaping” Republican
priorities, Piper Sandler's Andy Laperriere is telling clients. “This could have
potentially broad policy implications, and industries like big tech, Wall Street,
and entertainment are in the crosshairs,” he adds.

Blocking the SEC from its outrageous attempt to become the nation’s climate
regulator is also likely to be a House GOP priority.

Democrats Lose a Senator
Sen. Kyrsten Sinema of Arizona is changing her political affiliation from
Democratic to independent and explains in the Arizona Republic:

Each day, Arizonans wake up, work and live alongside people with different
views and experiences, usually without even thinking about partisan politics...
Americans are more united than the national parties would have us believe.
We've shown that a diverse democracy can still function effectively.

... if anyone previously supported me because they believed, contrary to my
promise, that | would be a blindly loyal vote for a partisan agenda — or for those
who believe our state should be represented by partisans who push divisive,
negative politics, regardless of the impact on our state — then there are sure to
be others vying for your support.

| offer Arizonans something different.



Some partisans believe they own this Senate seat.

They don't.

Sen. Sinema seems likely to continue caucusing with Democrats in organizing
the Senate. Majority Leader Chuck Schumer (D., N.Y.) says in a press release:

Senator Sinema informed me of her decision to change her affiliation to
Independent. She asked me to keep her committee assignments and | agreed.
Kyrsten is independent; that’'s how she’s always been. | believe she’s a good
and effective Senator and am looking forward to a productive session in the new
Democratic majority Senate. We will maintain our new majority on committees,
exercise our subpoena power, and be able to clear nominees without discharge
votes.

But there could be an important policy result from her decision to drop the
partisan label. Dan Clifton at Strategas writes today:

...Sinema has been in talks with Senators Manchin and Romney about an
entitlement commission as part of a debt ceiling deal. The switch to
Independent gives her a little more flexibility to broker a deal on how the debt
ceiling gets raised, which will be important given that conservatives are
demanding action on spending cuts in exchange for the debt ceiling [increase],
and clearing 60 votes in the Senate on spending cuts seems unlikely.

Sinema has a chance to carve a path.

Carving into bloated federal budgets would demonstrate true independence
from the Beltway establishment.

Necessity Is the Mother of Bureaucratic Reinvention

Very far from Washington and the SEC, Germans are discovering how much
red tape they can live without—and how quickly societal progress can be
achieved—when there is a broad understanding of the continuing need for fossil
fuels.

The Journal’'s Georgi Kantchev reports from Wilhelmshaven on the country’s
response to the loss of Russian gas imports:

In March, the German government asked energy companies to weigh a
seemingly impossible engineering task. Could a new liquefied natural gas
import terminal, which normally takes at least five years to build, be erected in
this port town by year’s end?

As businesses sprint to meet the deadline, they have found that even the
government has been willing to adjust its pace. Mr. Kantchev reports:

The parliament passed an LNG Acceleration Act, speeding up procedures for
reviewing, approving and awarding contracts for LNG projects.

“If there is a chance in this really terrible situation, it is that we shake off all this
sleepiness and, in some cases, grouchiness that exists in Germany,” Economy
Minister Robert Habeck said in March about speeding up the construction of
LNG terminals.

Sleepy and grouchy is no way to go through life. Is it possible that this



experience could inspire more alert and friendly bureaucracies in Germany?
The Journal account highlights the contrast between this year’s effort and the
typical infrastructure build:

Other large construction projects have moved slowly in Germany. In 2020,
Berlin opened its new airport nine years behind schedule. Stuttgart’s new
railway station, under construction since 2010, is now scheduled to open in
2025, after years of delays and ballooning costs.

The state of Niedersachsen issued some of the necessary permits for the LNG
terminal on May 1, the International Workers’ Day, a Sunday. “It's not a day
when you’d expect that to happen,” said Olaf Lies, the state’s economy minister.
“We needed a new German speed.”

Blue-State Model: Still Not Working

Steve Hughes reports in the Albany Times-Union:

New York is falling behind the rest of the country when it comes to combating
poverty.

A new report on poverty trends in the state over the last decade shows that
while the statewide poverty rate has dropped, there remain millions of New
Yorkers who can’t meet their basic needs. The report from state Comptroller
Tom DiNapoli's office shows that the poverty rate in the rest of the country fell
faster than it did in New York, and that poverty remains persistently high among
some groups in the state.

The Game

A friend who excelled in college football reports that he never liked playing
against the service academies because he “felt like | was playing against
America.” On Saturday patriotic fans can pick either side while still rooting for
the USA. Preparations for the famous football game have been extensive.

Jonathan Lehrfeld reports for Military Times:

Following a time-honored tradition, the Army West Point Marathon Team will run
the game ball from the academy in New York to Lincoln Financial Field in
Philadelphia ahead of the 123rd Army-Navy game on Dec. 10...

Along their route, even late into the night, they will be greeted with cheers from
local residents in the various towns they pass through. Once the marathoners
reach Philadelphia, they will make their way to the Philadelphia Museum of Art.
What the team does next is drawn straight from the iconic scene of the film
“‘Rocky” where actor Sylvester Stallone’s titular character runs up the flight of
museum stairs during a training sequence...

Midshipmen from the Naval Academy’s marathon team are planning to make
their own 130-mile plus trip to deliver an Army-Navy football to the game...
Battles are not just won on the ground. A Tuesday press release out of
Annapolis announced:

The United States Naval Academy can confirm that on Dec. 5, 2022, at 11:59
a.m. EST, midshipmen from the Class of 2023 successfully conducted an air-to-
ground spirit mission over the U.S. Military Academy at West Point, New York,









hearing on the collapse of his crypto group, in a U-turn that will mark his first
public contact with US officials about the events surrounding its bankruptcy.

Maxine Waters, chair of the US House committee on financial services, on
Friday announced Bankman-Fried’s participation in the first hearing on the topic
scheduled for December 13. Just hours before the entrepreneur said he was
“willing to testify”.

The panel is investigating the collapse of FTX as lawmakers try to piece
together how Bankman-Fried’s once-$32bn crypto empire imploded, leaving
potentially millions of creditors including retail investors with losses.

The 30-year-old has been on a media blitz since FTX filed for bankruptcy last
month, providing interviews to numerous outlets against the advice of his
lawyers in an apparent attempt to explain his role and understanding of the
events leading to its collapse, but he has expressed reluctance to speak to
Congress.

Now he has bowed to pressure after Waters made it clear a subpoena was on
the table if he refused, and implored him to speak to “help the company’s
customers, investors and others”.

In a series of Twitter posts on Friday, Bankman-Fried said he would be willing to
testify. “I still do not have access to much of my data — professional or
personal. So there is a limit to what | will be able to say, and | won't be as
helpful as I'd like,” he added.

John J Ray, who took over as chief executive of the now defunct exchange and
is running its bankruptcy proceedings, is also scheduled as a witness in a
separate panel.

The rapid collapse of Bankman-Fried’s crypto empire has sent shockwaves
through the digital assets industry, triggering multiple investigations worldwide,
with dozens of authorities seeking to understand how FTX and its related
trading shop Alameda Research operated and failed. A string of other crypto
companies including broker Genesis and lender BlockFi have also encountered
stress because of links with FTX.

Bankman-Fried, who has remained in the Bahamas since FTX collapsed, said
he would “try to be helpful during the hearing” and shed light on issues including
“‘what | think led to the crash”, “my own failings” and “pathways that could return
value to users internationally”.

He has repeatedly denied knowingly misusing customer funds and committing
fraud, but has admitted to a lack of basic risk management and losing track of
the cosy relationship between FTX and Alameda.

“I had thought of myself as a model CEO, who wouldn’'t become lazy or
disconnected,” he said on Friday. “Hopefully people can learn from the






Securities and Exchange Commission Chair Gary Gensler sharply criticizing the
organization’s ongoing investigation of blockchain and cryptocurrency firms. The
legislators, most of whom had gotten significant contributions from crypto
players, essentially called on the feds to back off.

“Federal agencies must be good stewards of the public’s time, and not
overwhelm them with unnecessary or duplicative requests for information,” the
letter scolded, warning against bureaucratic buttinskis who might “stifle
innovation.” The letter, written when the likes of Sam Bankman-Fried were
riding high, somehow didn’t suggest that watching out for fraud or protecting the
broader financial system might also be worthwhile endeavors.

The American Prospect, which reported on the missive in the spring and
followed up last month with a report noting that one of the firms the legislators
were protecting was FTX, dubbed them the “Blockchain Eight.”

It's a neat bit of populist labeling. What's notable about the Blockchain Eight,
though, is that four of them are Democrats and four are Republicans. Like the
Keating Five at the center of the infamous 1989 savings and loan scandal, the
group is bipartisan: The letter’s signatories included Republicans Tom Emmer,
Warren Davidson, Byron Donalds and Ted Budd, as well as Democrats Darren
Soto, Jake Auchincloss, Josh Gottheimer and Ritchie Torres.

“It's cross ideological,” says Aaron Scherb, who keeps an eye on Congress for
Common Cause, the good-government watchdog group. “All sorts of crypto
players throw their money around, to progressive causes, conservative causes.”

“There’s a big bipartisan element there, which certainly can’t be said” of most
other recent legislative furors, says Robert Maguire, the research director for
Citizens for Responsibility and Ethics in Washington, which filed a campaign-
finance complaint against Bankman-Fried yesterday.

To be clear, no one is accusing the eight of breaking the law. Rather, they're
under fire for advocating dubious government actions that benefit a deep-
pocketed industry whose public reputation has just gone sideways. It's about
grossness, not criminality. (They’'ve denied that they were trying to get the feds
to back off.)

“The whole FTX fiasco is nothing but the latest example of how a particular firm,
but really an industry, uses all the levers of the influence industry to basically
hijack the agenda and put its narrow self-interest on the top and subordinating
the public interest at the same time,” says Dennis Kelleher of the advocacy
organization Better Markets.

In the grand scheme of things, one measly letter is not the biggest deal. But,
Kelleher says, the bipartisan nature of the Blockchain Eight — and crypto’s
legislative fans more generally — is actually a big deal. “The point of those
letters, and by the way, the unreported phone calls that almost always
accompany such letters, is not to get a particular response. It's to bully



regulators in the hope that they will back off, because of the political pressure
and the political scrutiny, particularly when it's bipartisan.”

Whatever effect the authorship of that March letter did or didn’t have on the
SEC, the bipartisan cast of crypto’s legislative support has likely had a major
impact on another Beltway institution: Washington’s scandal-industrial complex.

An optimist might think that at this time of constant political warfare, a good, old-
fashioned both-sides-do-it scandal is just what an exhausted country needs — a
chance to sing kumbaya and remind ourselves that, however much we may
disagree about issues, avarice is an enemy we can all fight together.

But the political maneuvering over crypto during the past few weeks suggests
that the modern capital’s polarized political-media ecosystem can’'t do much
with a potential scandal if there’s no partisan advantage to drive it.

Partisanship, it turns out, is the secret ingredient that turns a mere outrage into
the sort of scandal that has a name and a cast of characters and a chance to
drive Capitol Hill news cycles, wreck careers, or mint media stars. A Democratic
administration’s disastrous gun-tracing program. A Republican president’'s
attempt to create foreign trouble for a domestic rival. A disproportionately GOP
group of senators accused of trading on advance Covid information. The
degrees of outrageousness vary. But it takes nothing away from them to note
that all were hyped up by people with an obvious partisan interest in throwing
tomatoes at the other side.

By contrast, what are the incentives for current pols to hyperventilate for the
cameras about the letter to Gensler? Hakeem Jeffries could take to the floor to
demand grave consequences for these perpetrators of financial-industry
impunity. But he’d be hitting four prominent figures in his own caucus. A back-
bench Republican could make a name for herself by calling for resignation or
censure or some other unlikely, over-the-top punishment. But she’d be calling
out her own party’s incoming majority whip, Emmer, and sliming a member
who'’s since been elected as a GOP Senator, Budd.

Instead of knifing colleagues as a way of riding the crypto meltdown to political
fame, ambitious members seem to be giving FTX-adjacent colleagues cover. As
POLITICO’s Lisa Kashinsky reported in Massachusetts Playbook this week,
Assistant House Speaker Katherine Clark told “Meet the Press” that she won't
be demanding that fellow Democrats return contributions from Bankman-Fried,
providing cover to her fellow Massachusetts legislator Auchincloss, a recipient
of $5,800 from the FTX leader and thousands more from other figures at the
company. (In an MSNBC interview, Auchincloss denied that the signatories
were asking the SEC to back off.)

In a political system that is more ideologically sorted than ever, even the subject
of a scandal or pseudo-scandals hints at its partisan impact. Of course a
scandal over solar-panel subsidies — like Solyndra, which briefly occupied GOP
attention during the Obama years — is going to hit Democrats. Likewise, of



course a scandal over an energy-trading concern, like Enron in the Bush years,
is going to be used against Republicans. But in the case of crypto, the money
arrived before the partisan valence did, leaving Washington flummoxed.

Which is why the political system is spending a great deal of energy trying to fix
a partisan overlay atop the industry, or at least atop its most high-profile
disaster. As it happens, there is a pretty obvious target: Bankman-Fried has
been an enormous funder of Democrats and left-leaning causes. In the year and
a half before FTX blew up, he donated almost $40 million to campaigns and
PACs, nearly all of it in support of Democrats. He had pledged to drop $1 billion
ahead of the 2024 election. Sure enough, some pols quickly returned the
donations, including former Rep. Beto O’Rourke, whose unsuccessful Texas
gubernatorial campaign got $1 million. But many more did not.

And it doesn’t take much digging to see that FTX money landed in a lot of
Republican coffers, too. Bankman-Fried’s partner Ryan Salame’s $23 million
went largely to conservative causes. In an interview with a crypto reporter last
month, Bankman-Fried said he’d sent about the same amount of money to
Republicans as Democrats, but had funneled it as dark money because, as the
Guardian reported, “reporters freak the fuck out if you donate to Republicans.
They're all super liberal, and | didn’t want to have that fight.”

Bankman-Fried's outsize persona — combined with our cultural fascination with
alleged fraudsters — has still made FTX a huge story, one that has included
plenty of strong reporting about the crypto kingpin's courtship of Washington.
But without the organized chorus of voices calling for heads to roll, it's harder to
make sense of the outrage and what it should lead to. Even the $3 million
Capitol Hill townhouse a Bankman-Fried nonprofit had purchased to throw
lavish parties for Washington players, according to a sweeping Insider story,
had a Democratic night and a Republican night.

Ultimately, the incoherence has real implications for regular people. After all,
crypto’s wooing of Washington involved a tangible question before Congress:
Which part of the government should keep tabs on the industry? Should it be
the larger, more aggressive SEC? Or the smaller Commodity Futures Trading
Commission, which skeptics think could be more easily captured by industry
(and several of whose veterans have gone to work for crypto)? Bankman-Fried
and other crypto bigshots very much wanted the latter.

Absolutely nothing that's happened suggests that goal has been derailed. A
Bankman-Fried backed bill to codify the CFTC'’s role, consponsored by
Democratic Senators Debbie Stabenow and Republican colleague John
Boozman, remains before the Senate. At a hearing last week that examined the
FTX bankruptcy, Stabenow pushed back against the notion that the bill would
cut the SEC out of the picture. But the scandal had not scuttled the effort. Nor
has it wiped out another bill, from Democrat Kirsten Gilliborand and Republican
Cynthia Lummis, would also give CFTC more sway and is also viewed
skeptically by crypto critics.












Microsoft launched its emissions tracking platform in June. Elisabeth Brinton,
Microsoft corporate vice president of sustainability, said there will be a “constant
drumbeat of new products” including a recently-announced carbon offset
marketplace.

The flurry of reporting activity is an opportunity not just for new enterprises —
it's also fertile ground for consolidation. Microsoft would “absolutely” consider
acquisitions and venture investment in the space, Brinton said. Salesforce’s
Alexander said “there has already been a lot of activity on the partnership and
on the acquisition front in the industry, | think it's going to continue to heat up.”

The tech giants are joining the dozen or more startups that have popped up in
recent years, offering software that helps companies calculate and reduce the
emissions created in the course of doing business. Venture capital and private
equity firms have channeled more than $5 billion to startups that offer software,
satellite imagery and other tech to tackle climate problems since the start of last
year, according to data from BloombergNEF, a clean energy research group.

"We always get these sales pitches by these companies who promise a lot,”
said Ralf Pfitzner, global head of sustainability at carmaker Volkswagen AG,
which has been reporting detailed emissions for over a decade. Still, “these
vendors are helpful. A database is good and always better than spreadsheets,”
he said. “It would be a nightmare if it was a bunch of spreadsheets.”

Read More: How Measuring and Reducing Emissions Has Become Its Own
Business

The activity comes despite protests from big American companies and some
Republican lawmakers against proposed Securities and Exchange Commission
regulations to force them to account for their carbon emissions. They argue the
rules due to be decided next year will be too onerous and should be weakened
or eliminated entirely.

The SEC reporting rules will require publicly-traded companies to disclose
emissions and whether any lines of revenue are threatened by climate change.
But still in question is exactly which kind of emissions will have to be detailed.
The regulator has proposed companies report not only those known as Scope
1, which they produce directly, and Scope 2, which are produced from energy
they use, but in some cases Scope 3, emissions generated by customers or a
potentially vast network of suppliers.

Among the companies pushing back on the rules was General Motors Co.,
which said in public comments the requirements were “exceedingly onerous.”
Bank of America Corp. said the rules should be delayed in part because of
difficulties related to reporting Scope 3, while Fidelity Investments argued Scope
3 emissions shouldn’t have to be reported as the data is “speculative.”

Those three companies are already reporting emissions to CDP, formerly
known as the Carbon Disclosure Project, a nonprofit that operates the world's



largest inventory of emissions data and accepts submissions to help firms meet
a range of demands for disclosure. A World Resources Institute analysis
showed about 13,000 companies reported 2021 emissions, a 38% increase
from the prior year. However, more than half them are submitting this data in a
way viewable only to some institutional investors or supply chain customers.
The SEC rules would make this kind information publicly accessible, subjecting
the companies to increased scrutiny.

The US rules are expected to be finalized in the first half of next year. They
could be watered down to exclude Scope 3, and a legal challenge is possible.
Regardless, multinationals will likely still have to contend with planned
European Union rules that will mandate emissions disclosure by most
companies — public or private — including Scope 3. Many firms listed on
Singapore stock exchanges will have to begin reporting emissions next year,
something that's already a requirement in the UK and New Zealand.

This constellation of emerging regulations plus investor pressure means that the
trend toward disclosure is clear, said Kristina Wyatt, who used to work on
climate rulemaking at the SEC and is now deputy general counsel at Persefoni,
an Arizona-based climate accounting startup that has raised $114 million. “A lot
of companies are already reporting their greenhouse gas emissions because
they're under pressure from a whole host of different parties.”

Philip Morris International Inc., which has a market capitalization of $155 billion
and sells over half a trillion cigarettes a year, started accounting for emissions in
2010, and it took about six years to get its detailed reporting system up and
running, said Claudia Berardi, director of environmental sustainability. The
company uses bespoke software that links internal records with third-party data
to produce climate reports for operations in 89 countries. However, Philip Morris
is considering working with traditional software giants for a more-complete
platform experience. Berardi sees a need to be prepared as worldwide
regulations increase.

“We are exploring more of these platforms, especially because when you start
to seriously tackle your Scope 3 emissions, the level of complexity multiplies,”
she said. “It's critical for each company to be equipped with a digital solution
that can account for your emissions properly and simulate what will happen
based on your forecast of how your business will develop.”

The situation echoes the aftermath of the 2002 passage of the Sarbanes—Oxley
Act, said Lee Ballin, managing director of ESG services at Deloitte. That
legislation tightened accounting standards after a string of financial scandals,
including the collapse of energy giant Enron. It also accelerated demand for
accounting software and consultants as financial reports had to be more
detailed and reviewed by outside auditors. The economic impacts of new SEC
environmental rules may duplicate that experience for carbon accounting, and
getting prepared will be key, Ballin said.

“There’s a clear direction of travel toward regulation, not just here, but






take place on the platform.

Tokens that exist on the blockchain can change hands almost instantly, and
companies that swap them for US dollars want a way to complete these fiat-
currency transactions at the same speed they carry out their digital ones.

Silvergate’s network lets clients do exactly that — but the deposits placed on
the system don’t pay interest, giving the bank an almost-free method of funding
its activities. Deposits from digital-currency customers swelled to more than $14
billion at the end of last year from $1.2 billion two years earlier.

“When Silvergate got into this business, it was a commercial bank in Southern
California, and the deposit market was competitive, and they just really were
trying to explore opportunities for lower-cost funding,” said Michael Perito, an
analyst with Keefe, Bruyette & Woods. “When you have a low-cost deposit
base, you can make good return on acceptable risk. It's not rocket science.”

One hitch is that banks historically have been squeamish about dealing with
crypto firms, given the absence of clear regulations governing a sector infamous
for fraud and financial malfeasance.

Silvergate introduced its crypto payments platform in early 2018, according to a
filing tied to the bank’s initial public offering. In November of that year, the
company sold its small-business-lending division and a retail branch to
HomeStreet Bank as part of an effort to “increase its focus on its digital-currency
initiative and its specialty-lending competencies,” according to a regulatory
filing.

Silvergate hasn't been charged with any wrongdoing. Neither has Bankman-
Fried, but federal prosecutors in Manhattan have begun investigating FTX's
collapse due in part to an unexplained $8 billion shortfall in funds. Other probes
into FTX and related entities are ongoing.

Read more: FTX Bankruptcy Team Said to Meet With Federal Prosecutors in
NY

‘Difficult’ Weeks

A Silvergate representative, in response to a request for comment, referred to a
Dec. 5 message from Chief Executive Officer Alan Lane, in which he said that
it's “been a very difficult few weeks for the digital-asset industry, as we have all
come to terms with the apparent misuse of customer assets and other lapses of
judgment by FTX and Alameda Research.”

Silvergate “monitors transaction activity for every account and identifies activity
outside of the expected usage. When we identify certain kinds of activity, we are
required to file suspicious activity reports, and we do so routinely,” Lane wrote.
“Silvergate conducted significant due diligence on FTX and its related entities,
including Alameda Research, both during the onboarding process and through
ongoing monitoring, in accordance with our risk-management policies” and legal



requirements.

In a letter to Lane, lawmakers including Senator Elizabeth Warren, a Democrat
from Massachusetts, raised questions about the bank’s controls, including anti-
money-laundering practices. The senators suggested those measures should
have caught allegedly suspicious transactions between Alameda Research and
FTX, which they said should have been reported to the Financial Crimes
Enforcement Network.

‘Egregious Failure’

“Your bank’s involvement in the transfer of FTX customer funds to Alameda
reveals what appears to be an egregious failure of your bank’s responsibility to
monitor for and report suspicious financial activity carried out by its clients,”
Warren and fellow Senators John Kennedy and Roger Marshall wrote in the
Dec. 5 letter. “The public is owed a full accounting of the financial activities that
may have led to the loss of billions in customer assets, and any role that
Silvergate may have played in these losses.”

The lawmakers cited reporting by Bloomberg News that indicated FTX
customers were directed to wire funds to a Silvergate bank account belonging to
Alameda.

Read more: FTX Received Some Customer Deposits Via Alameda Bank
Accounts

“We have received Senator Warren'’s letter and are reviewing it,” Silvergate said
in a statement.

Red Flags

Those transactions wouldn’t necessarily raise red flags because of how banks
look for fraud and suspicious activity, according to Joseph Silvia, an attorney
with Dickinson Wright who advises banks and doesn’t work with Silvergate.
Bankman-Fried has attributed the loss of customer funds to loose accounting
practices, and the exchange’s new CEO has cited weak controls throughout the
organization.

Amid the turmoil in the crypto industry, Silvergate has been targeted by short-
sellers betting against the company’s stock. As of Thursday, about 29% of the
bank’s shares available for trading were sold short, up from 11% a month ago.
Silvergate shares have plunged 85% this year.

Silvergate is now valued at roughly half its book value, compared with an
average multiple of 1.5 for comparable banks, data compiled by Bloomberg
show. In February 2021, Silvergate's price-to-book valuation of 11 was almost
six times that of its peers.

If FTX directed clients to send funds to an Alameda account on the Silvergate
Exchange Network, the bank wouldn’t typically have visibility into the
relationship between the parties transacting or the reasons for the transactions,



Silvia said. There’s a limit on how closely a bank can investigate its clients, he
added.

‘Rabbit Hole’

“At some point, you ask so many questions and you go down the investigative
rabbit hole with your own customers, and they don’t stay your customers,” Silvia
said. “They just move on.”

One question raised by the implosion of FTX is how a firm with such shoddy
book-keeping gained access to the traditional financial system in the first place.
Bankman-Fried has said it took longer for his exchange to secure a bank
account than it took Alameda Research. And regulators tend to shy away from
telling banks not to do business with firms unless they’re engaged in illegal
activity.

Read more: FTX's Banking Web Raises Awkward Questions for Regulators

“There’s been a big controversy generally about whether regulators should tell
banks, “You just can’t do business with certain entities,” former Federal Deposit
Insurance Corp. Chair Sheila Bair said in a Bloomberg Television interview
earlier this month. Bair is on the board of Paxos, a stablecoin project listed as a
Silvergate client in the bank’s prospectus. “If a business is legal, then to tell a
bank not to have dealings with them | think is hard, and | am unaware that any
of the entities doing business with US banks were illegal.”

Growing Pains

Silvergate pushed into the world of crypto in the years after the global financial
crisis. CEO Lane has said that he bought his first Bitcoin in 2013, and that
curiosity propelled him and the bank deeper and deeper into the world of digital
assets.

“‘Recognizing that neither the US dollar nor Bitcoin were likely to disappear
anytime soon, connecting these two worlds has been my profession and
passion ever since,” Lane said in a Nov. 21 letter to customers.

Building a deposit base off of an industry known for volatility and uncertain
regulatory regimes in the US and elsewhere wasn'’t a painless process. Former
Silvergate employees said it was challenging to expand the bank quickly
enough to keep up with the rapid growth in deposits from digital-asset
customers. The burgeoning workloads brought on by the sudden expansion
contributed to high turnover, said the former employees, who asked not to be
identified discussing private matters at the bank.

The bank’s workforce grew to 279 full-time employees at the end of last year
from 208 two years earlier. Among the firm’s executives are Chief Technology
Officer Chris Lane — the CEQO’s son — and Jason Brenier, manager of
correspondent banking, a son-in-law of the CEO. Another son-in-law, Tyler
Pearson, previously held the title of chief risk officer.






That clause requires all offerors that received at least $7.5 million in federal
contract funds during the prior fiscal year to represent whether they publicly
disclose their greenhouse gas emissions, and whether they publicly disclose a
quantitative greenhouse gas emissions reduction goal.

But this proposed rule would create more stringent requirements, especially for
the highest-earning federal contractors.

The amendment proposes two tiers of obligations based on a newly proposed
distinction that would label contractors as "significant” or "major" depending on
how much federal funding they receive.

Significant Contractors

Offerors that received between $7.5 million and $50 million in federal funds the
prior fiscal year would be considered significant contractors. Significant
contractors would need to assess two types of greenhouse gas emissions each
year: Scope 1 and Scope 2 emissions.

Scope 1 emissions include direct greenhouse gas emissions from sources
owned or controlled by the reporting entity. Scope 2 emissions include indirect
greenhouse gas emissions associated with the generation of electricity, heating
and cooling, or steam that is purchased or acquired for the reporting entity's
consumption but occurs at sources owned or controlled by another entity.

Significant contractors would be required to report their total annual Scope 1
and 2 emissions in the System for Award Management.

Major Contractors

Offerors that received more than $50 million in federal funds would be
considered major contractors. Major contractors would be subject to the same
Scope 1 and Scope 2 assessment and reporting requirements, and would also
be required to complete an annual inventory of their Scope 3 greenhouse gas
emissions.

Scope 3 emissions include greenhouse gas emissions other than Scope 2
emissions that are a consequence of the reporting entity's operations, but that
occur at sources other than those owned or controlled by the reporting entity.

Major contractors would also be required to publish an annual climate
disclosure, completed within theirs current or prior fiscal year, using the CDP
climate change questionnaire, and develop a science-based target for
greenhouse gas reduction validated by the Science Based Targets Initiative
within the last five fiscal years.

Exemptions

Not all types of entities will be subject to these requirements.



The amendment proposes that higher education institutions, nonprofit research
entities, state and local governments, and entities that derive at least 80% of
their annual revenue from federal management and operating contracts will be
exempt.

So will Alaska Native corporations, community development corporations,
Indian tribes, Native Hawaiian organizations and tribally owned concerns.

Finally, while major contractors that are considered small businesses or
nonprofits must still complete and report a greenhouse gas inventory for their
Scope 1 and Scope 2 emissions, they will not be required to complete an
annual climate disclosure or to set science-based targets.

The FAR amendments would also permit contracting officers to exercise some
discretion. Contracting officers may still find that an offeror that could not certify
compliance with the requirements is responsible if (1) that noncompliance
resulted from circumstances properly beyond the offeror's control; (2) the offeror
provided documentation that demonstrates substantial efforts to comply; or (3)
the offeror made a public commitment to comply as soon as possible.

Implementation

If the proposed emissions disclosure amendments take effect, those offerors
who are subject to the requirements will have time to prepare.

Scope 1 and Scope 2 emissions reporting requirements will not take effect until
one year after publication of the final rule.

Scope 3 emissions reporting requirements, and requirements to submit an
annual climate disclosure and develop a science-based target, will also have a
delayed implementation, set to take effect two years after publication of the final
rule.

Takeaways

Although the rule is not final, it represents part of a broader push by the Biden
administration to intensify U.S. efforts to address climate change head-on. In
May 2021, the administration issued Executive Order No. 14030 on climate-
related financial risk, which directed various federal agencies to find ways of
measuring and mitigating climate-related financial risks that could affect the
U.S. economy.

This proposed rule directly responds to language in the executive order that
asked the Federal Acquisition Regulatory Council to consider certain climate-
related amendments to the FAR.

While the proposed rule only purports to implement some of those suggestions,
the order also asked that the FAR Council consider amending the regulations to
give preference to bids and proposals from suppliers with lower social-cost






their business descriptions, risk factors and management's discussion and
analysis," the statement reads.

The agency said its sample letter focuses on "the need for clear disclosure
about the material impacts of crypto asset market developments, which may
include a company's exposure to counterparties and other market participants;
risks related to a company's liquidity and ability to obtain financing; and risks
related to legal proceedings, investigations or regulatory impacts in the crypto
asset markets."

The SEC's guidance comes on the heels of the spectacular collapse last month
of FTX, which has since filed for bankruptcy.

FTX quickly installed new leadership across its corporate structure after its
sudden collapse in which $32 billion in value disappeared over the course of a
few days as its proprietary digital token foundered and users rushed to withdraw
their holdings from the platform.

Founder Sam Bankman-Fried resigned as CEO just before the bankruptcy filing,
and John J. Ray lll was appointed to replace him. Ray is an experienced
restructuring executive, the company said, and previously worked on the
liquidation of Enron.

A couple of days after taking the reins, Ray said in a court filing that the crypto
exchange's downfall stemmed from an unprecedented "failure of corporate
controls," the likes of which he had never seen before in his career.

The new CEO's first-day declaration painted a damning picture of FTX's
previous leadership, detailing what he said were extreme failures that have
prevented him from determining the true state of its financials.

In the declaration, Ray said Bankman-Fried ran the operation without any
internal controls or appropriate accounting practices and left the new leadership
unable to piece together a balance sheet for the business.

"Never in my career have | seen such a complete failure of corporate controls
and such a complete absence of trustworthy financial information as occurred
here," Ray said in the declaration.

These failures include not keeping centralized control of the cash held by FTX
and its dozens of subsidiaries, Ray said, to the point he can't determine how
much cash the company has or where it might be.

During a hearing in Wilmington, Delaware, on Nov. 22, FTX said its new
leadership is now "writing things down" and is aiming to implement robust
internal controls to straighten out the mess of its financial records.

Last week, a bankruptcy watchdog for the U.S. Department of Justice urged a
Delaware bankruptcy judge to appoint a special examiner to sift through the






exchange is new, the venerable U.S. Securities and Exchange Commission
oversees its regulation. The similarly well-established U.S. Commodity Futures
Trading Commission oversees financial tools like futures and options.

The state attorneys general for California and New York, along with the New
York Department of Financial Services, will also scrutinize this situation. This is
because crypto exchanges are supposed to work similarly to a stock-trading
platform and these crypto exchanges are regulated similarly.

The road map for regulatory response should therefore be familiar. However, an
investigation of FTX itself does not necessarily eliminate risks to your company.
The SEC has broad subpoena power related to its investigation. If your
company has evidence that shows how FTX did its business, even if you have
no primary criminal liability, you may be dragged into the litigation via subpoena.
Almost any entity that did business with FTX will face some scrutiny during the
investigation.

The problem is that you may have been doing business with FTX without even
knowing it. FTX was the exchange side of at least 130 interrelated businesses.
According to reports, this conglomerate of FTX businesses was never subject to
outside auditing. As such, it is very unlikely that they adhered to accounting
norms or controls. Accordingly, everyone's chance of receiving a regulatory
subpoena is at least 130 times of your prior expectations.

To prepare for that regulatory subpoena, a company's risk department should
begin an audit of all contacts with FTX and its related entities. Once one has

identified those points of contact, the risk department can work to identify the
scope of documents and communications that memorialize those contacts.

This preparatory auditing exercise will serve two primary purposes: (1) It will
render subpoena response easier, and (2) it will enable the company to start
examining and questioning the wisdom of those contacts.

Criminal Investigations

The lack of accounting controls also leads to another distinct risk to third parties:
criminal investigations. Early reporting suggests that FTX was commingling its
exchange funds with its other affiliated companies. That action is almost always
a federal felony. On Nov. 22, an FTX lawyer stated in court that a substantial
amount of FTX's assets were either missing or stolen. Those are still more
felonies.

Based upon my experience as a federal fraud prosecutor, | am not surprised
that an investigation in the U.S. District Court for the Southern District of New
York is already underway, and expect that the U.S. District Court for the
Northern District of California and others will soon follow.

At some point, those investigations will have to coalesce. However, in the near
term, there will be several competing investigations issuing subpoenas.



This situation is unfortunately typical in the digital asset world. Some companies
have received as many as a dozen subpoenas from different agencies with
overlapping investigations involving the same matter. These situations are
complex, but the first step to confronting that complexity is beginning to audit
the contacts, as described above.

As an additional step, companies should consider ongoing interviews and
discussions about how and why contacts were made with FTX.

Interviews and Depositions

The evidentiary burden may not come in document requests. These
investigations may well involve interviews of the persons who did business with
the FTX entities.

Given that FTX's management was so centralized and so much of the business
was conducted in the Bahamas, away from many direct subpoenas, anyone
who dealt with the FTX management team should brace themselves for multiple
testimonial subpoenas. Because of the potential commingling of fees, nearly
any transaction with an FTX entity could be fodder for an interview.

When you receive the subpoena, there may be some courtroom remedies
available, such as a motion to quash the subpoena itself. Even more likely,
however, it is possible to negotiate with the responsible agency as to the width
and breadth of the subpoena.

That process of negotiation can serve to lessen the production burden, and it
can also open the lines of communication with the subpoena. That
communication could provide a real advantage in such a tense investigation.

That subpoena response should be paired with a robust public relations
strategy. Most subpoenas will be kept confidential. However, leaks can and will
happen. With that in mind, everyone with exposure should marry an existing
FTX-related public relations strategy with the ability to righteously advertise your
cooperation with the authorities.

Forfeiture

Another twist flows from the commingling of deposits with affiliated entities.
Those funds could be subject to government seizure under either civil or
criminal forfeiture. Most business fortunately have little experience with the
forfeiture laws.

However, they can reach far. Of the monies recovered in the Bernie Madoff
fraud, approximately $4 billion[2] was recovered from his investors and vendors.
It was then distributed evenly among the victims. The point is that if you
received the misappropriated money, even if it was done innocently, the
government can claw it back. All of a sudden, having been paid by an FTX
subsidiary two years ago opens up a new kind of risk.
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The Securities and Exchange Commission (SEC) has unveiled new guidelines
for companies making financial disclosures, which call on them to provide a
more detailed record of their exposure to the crypto industry in the wake of
recent market chaos.

The guidelines, which are outlined in a sample letter, go beyond simply the
amount of cryptocurrencies held on the balance sheet.

The letter also includes guidelines on exposure to third-party crypto market
participants, risks related to firms’ liquidity, their ability to obtain financing, as
well as risks relating to “legal proceedings, investigations, or regulatory impacts”
within the crypto markets.

Explaining the recent guidelines, the regulator referenced the Securities Act
Rule 408 and Exchange Act Rule 12b-20. These rules states that companies
may need to make additional disclosures “as may be necessary to make the
required statements, in light of the circumstances under which they are made,
not misleading.”

Firms were also urged to discuss the “downstream effect” of how the
bankruptcies of certain third-party companies have affected their company as
well as their partners and customers.

More broadly, the letter asked firms to disclose any “reputational harm” they
may face as a result of recent market disruption.

SEC guidelines in wake of market chaos

The news comes as the market has seen many firms encounter severe
difficulties as a result of their exposure to insolvent firms within the crypto
industry.

Crypto exchange Gemini was forced to shutter withdrawals of its Gemini Earn
service as a direct result of the severe liquidity issues experienced by the crypto
broker Genesis.

Gemini Earn offered customers interest in exchange for depositing their
cryptocurrencies, between 0.45% and 8.5%, which was facilitated via the use of
Genesis as a third-party lending party.

The SEC’s letter touches on events like Gemini and Genesis.

The regulator also recommended firms detail any risks involved in “excessive
redemptions or withdrawals,” having “suspended redemptions or withdrawals,”
as well as any risks stemming from “unauthorized or impermissible customer
access” to their offerings outside of the jurisdictions they are authorized to
operate in.









What today are only requests for information from the State Department, the
Energy Department and other agencies could become subpoenas in January
when Republicans take over the House maijority.

Republicans on the oversight committee plan to hold hearings on what they call
the Biden administration’s "war on American energy." If the committee
Republicans don'’t get a response from agencies by the end of the year, they
plan to renew the requests in January.

Since taking office, President Biden shut down the construction of the Keystone
XL pipeline and implemented a moratorium on oil and gas production on federal
lands.

"With the power of the gavel, we will hold the Biden administration responsible
for recklessly attacking a critical industry that provides the American people
affordable energy and good-paying job opportunities," Comer said in a
statement.

Comer wrote to Secretary of State Anthony Blinken to get more information
about Biden’s deal with Saudi Arabia to lower gas prices before the election.

The New York Times reported administration officials thought Biden's trip to
Saudi Arabia in August 2022 "could shore up a Saudi commitment to convince
OPEC to increase oil production." However, in October, Saudi Arabia and the
Organization of the Petroleum Exporting Countries cut production by 2 million
barrels a day.

"According to press reports, this decision infuriated the Biden administration
officials who sought the deal to provide temporary fuel price reductions before
the November midterm elections," Comer’s letter to Blinken says. "If the
administration is brokering secret agreements to the detriment of American
energy producers and for campaign purposes, the American people deserve to
know. To understand what transpired, we are requesting documents and
communications as well as a transcribed interview."

Comer is requesting a transcribed interview with Amos Hochstein, the Biden
administration’s special envoy and coordinator for international affairs at the
State Department.

The Times reported Hochstein and National Security Council Brett McGurk
sought a clandestine, two-part arrangement with Saudi Arabia to increase oil
production. In June, OPEC’s affiliates announced the accelerated output
timetables in compliance with the initial part of the "secret deal." But the
affiliates reversed course after Biden's August visit.

In response, a State Department spokesperson told Fox News Digital, "As a
general matter, we do not comment on congressional correspondence."

Comer wrote two separate letters to Energy Secretary Jennifer Granholm, one









“SEC enforcement and exam folks should learn the industries within their
jurisdiction and have a collaborative relationship with the leaders to be effective
regulators, and when you have a physical presence in a place like Houston, you
have those things,” said Shipchandler, who is now chief counsel at financial
services giant Charles Schwab.

“When you are jetting in and out of Houston for meetings, you don’t have those
things,” he said.

Focus on fraud

Peavler and others said the SEC and white-collar prosecutors with the U.S.
Department of Justice are focused on fraud related to corporate accounting and
disclosures, conflicts of interest involving investment professionals, inept
gatekeepers, fraudulent digital asset investments and market integrity issues
such as insider and manipulative trading.

“The challenge will be to look around the corner for risks that are coming, which
may depend on a number of unpredictable variables such as the economy, the
markets and financial innovation,” Peavler said.

The SEC was expected to post the job opening this week and start accepting
applications for the regional director’s position over the next two months.

“This is one of the most important jobs that most people don’t even know
exists,” said Winstead law partner Toby Galloway, a former SEC senior trial
attorney. “The SEC should look for someone with deep experience within the
agency, considerable expertise with the federal securities laws and the
demeanor to lead a diverse and talented workforce.”

Former SEC lawyers practicing in Texas said the next regional director faces
some monumental challenges as commissioners in Washington, D.C., push
new regulations involving cryptocurrency, cybersecurity and climate change.

Scott Mascianica, a former SEC assistant director of enforcement and now a
partner at Holland & Knight, said the next regional director has “significant
shoes to fill” following Peavler.

“The Fort Worth regional office will benefit from someone who can bring a
combination of strong leadership skills and high technical acumen to lead both
enforcement and exam [divisions] through a period following a steady stream of
proposed rules and significant legal challenges that could have significant
impacts on the agency,” he said.

No one has officially raised her or his hand as being interested in the position,
but legal experts agree there are a few front-runners for the position if they
choose to apply. Current SEC Associate Regional Director Eric Werner and
former Associate Director Jessica Magee are viewed by insiders as most
qualified. Magee is now a partner at Holland & Knight.
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The Securities and Exchange Commission signaled plans to issue four
proposals next week that aim to help small investors get better prices on their
stock trades.

The SEC said Wednesday its five-member commission will consider proposing
the rules in an open meeting Dec. 14. If a majority of the panel, which includes
Chair Gary Gensler and two other Democrats, support the proposals, they will

be opened to public comment before the SEC decides whether to finalize them.

The proposals are a key element of Mr. Gensler’s policy agenda. He has
repeatedly said U.S. equity markets can be improved for ordinary investors who
often pay no commissions for trading but face other, more-opaque, costs. In a
June speech he outlined a series of potential regulatory changes that SEC staff
were drafting.

Most small investors, when they place an order with their broker to buy or sell
shares, pay little heed to what happens next. Sometimes the broker sends the
order to a public exchange like the New York Stock Exchange, which matches it
with a counterparty. But in many cases, brokers sell their customers’ orders to
high-speed trading firms such as Citadel Securities or Virtu Financial Inc., which
profit from the small difference between the buying and selling price of the
stock.

Mr. Gensler says the practice, known as payment for order flow, represents a
conflict of interest for brokers, which are required to act in the best interest of
their customers. He left open the possibility of banning it in a 2021 interview that
dinged the stock price of Robinhood Markets Inc., one of the many brokers that
rely on the practice to offer zero-commission trading.

Virtu and Citadel Securities, as well as brokers that accept payment for order
flow, say the stock market’s current rules work well for small investors. They
have campaigned against major changes by the SEC.

Mr. Gensler has since backed away from an outright ban of payment for order
flow, saying more recently that he wants to increase transparency and
competition in the business of executing stock trades.

The proposals on next week’s agenda include an “order competition rule.” That
would require some trades by individual investors “to be exposed to competition
in fair and open auctions before they could be executed internally by any trading
center that restricts order-by-order competition,” the SEC meeting notice said.

The Wall Street Journal detailed some of the contours of that idea, which seeks
to ensure that small investors get better prices when buying or selling stocks, in
October.

Additionally, the SEC plans to consider proposing a “best execution” regulation






weaknesses raised questions about how the company determines its revenue,
one of the simplest and most important numbers in accounting.

On the day before Thanksgiving, the company filed its second amended version
of the March report to say that auditors didn’t assess internal controls on a third
of the company’s revenue and assets. They hadn’t analyzed two of Riot’s
significant acquisitions from 2021, the company said.

A spokeswoman for Riot said the filing was amended because the notice that
the subsidiaries had been excluded from the assessment was inadvertently left
out of the company’s disclosures.

“Crypto auditing and accounting is very much still a work in progress,” said
Sean Stein Smith, an accounting professor at Lehman College, City University
of New York.

Checks on internal controls are important parts of an audit because they give
accountants confidence that the numbers they are looking at are valid. Weak
internal controls can lead to restatements of financial reports.

Another large bitcoin miner, Marathon Digital Holdings Inc., disclosed problems
with internal controls tied to revenue and its assets. It added that it hadn’t
effectively designed a control to detect significant misstatements in revenue.

The company said it would work to remedy the problem by adding staff in
financial and information-technology roles. The company, with a stock-market
value of about $700 million, has in the past two years grown to 26 full-time
employees from three, Marathon said.

Marathon has also made investments in related parties. In September, the
company invested $30 million in a private company called Auradine Inc., whose
business isn’t described in Marathon’s filings. Marathon’s chief executive officer,
Fred Thiel, serves on Auradine’s board, and another Marathon board member is
a 10% shareholder of Auradine, according to Marathon’s disclosures.

A Marathon spokesman said Auradine is an early-stage company that is a
strategic investment for Marathon.

Basic accounting and operational controls can take a back seat to growth at
crypto companies, as the Celsius implosion indicated. The bankrupt lender
failed to ensure that customer funds in certain deposit accounts were set aside
from the rest of its crypto holdings, an independent examiner appointed in the
company’s chapter 11 case found.

“Due to time pressure and lack of engineering resources, Celsius chose [instead
of controls] to rely on manual reconciliations and transfers of crypto assets...for
the custody program,” the examiner wrote in November.

Celsius didn't respond to a request for comment.



The lack of standardized accounting rules for cryptocurrencies can mean that
even audited financial statements might fail to convey the true state of a
company’s finances. Crypto doesn'’t fit neatly into the definitions used to
categorize assets. It lacks the government or commodity backing needed to be
treated as cash, it is too volatile to be a cash equivalent, and it isn’t necessarily
a financial instrument or security either, said Vivian Fang, an accounting
professor at the University of Minnesota.

Regulators and accounting rule makers are working to fill the void in crypto
accounting standards. The Financial Accounting Standards Board, the U.S.
standards setter, aims to issue proposed rules next year.

Most companies holding cryptocurrencies have been treating them as indefinite-
lived intangible assets, similar to intellectual property such as trademarks. But
accounting rules allow such assets to be valued upward only when they are
sold, meaning a company’s reported balance sheet might not reflect the current
value of its holdings. FASB has signaled that companies should hold bitcoin and
many other crypto assets at fair value.

There are also questions over whether exchanges should have to include
customer deposits as assets and corresponding liabilities. The Securities and
Exchange Commission in March issued accounting guidance saying they
should do so.

The wild price moves of bitcoin can create odd results for miners that hold big
slugs of the cryptocurrency.

Riot Blockchain said in disclosures that it has booked $126 million in revenue
from bitcoin mining through September. That was more than offset by $132
million in impairment charges related to bitcoin’s declining price.

The full impact of these big price moves can sometimes only be seen in the
footnotes to financial statements. In early November, Marathon said, it held
approximately 11,440 bitcoin. Mr. Thiel, the CEO, citing third-party data, has
described the holding as the second-largest among publicly traded companies.

In the footnotes, Marathon also said that roughly 83% of that bitcoin amount
was pledged as collateral on around $100 million in loans.

On the company’s earnings call Nov. 8, Marathon'’s chief financial officer said
the company didn’t expect significant additional collateral requirements for the
borrowing. The next day, cryptocurrencies’ volatility struck again. FTX’s collapse
drove down bitcoin’s price, and Marathon was called on to post more bitcoin
holdings as additional collateral, the company disclosed.

Marathon said Tuesday that it has since paid down its loan balance to around
$80 million, reducing currently pledged bitcoin to roughly 65% of Marathon’s
holdings.






of technology as key factors for the difficulty in addressing this challenge, as
well as low turnover rates on boards. Watch the full session here.

54% of CEOs and Boards Not Briefed on Whistleblower Risk

The measures organizations are expected to take to secure data and networks
are not defined in the various cybersecurity standards and frameworks. This can
lead to disagreements between company leaders and security executives about
what constitutes ‘reasonable security’, a term often used in regulations. Some
cybersecurity chiefs have decided to become whistleblowers to alert the board
or regulators about unchecked risks.

An audience poll during a session centered on preparing for the risk of cyber
whistleblowers showed the majority of respondents have not yet made their
chief executive and board aware of the increasing risk of cyber whistleblowers:
54% of the 110 respondents said neither the board nor CEO have been briefed
and only 32% said both have been briefed.

Businesses need to act to avoid cases being brought by regulators, such as the
complaints made by Twitter Inc.’s former chief information security officer, Peiter
Zatko, which are being investigated by the U.S. Securities and Exchange
Commission, the Federal Trade Commission and the Justice Department.
Watch the video of the discussion here.

66% of Organizations Have a Third-Party Cybersecurity Risk Management
Program

Two-thirds of respondents to the third annual WSJ Pro Research cybersecurity
survey said their organization had a third-party cyber risk management
program, including 88% of respondents from firms with over $1 billion in annual
revenue. As a result of the increased focus on third-party cybersecurity, 34% of
respondents had terminated supplier relationships because they felt the risks
posed by the supplier were too high.

WSJ Pro Research’s David Breg and Research Analyst Leslie Acebo presented
highlights of the study, which collected responses from 343 cybersecurity
leaders and covered a number of critical cyber risk themes. The reports
detailing the findings can be found here and the session recording is here.

2,453 Leak Site Ransomware Victims in 2022

Ransomware attacks continue to cause disruption and damage, but some
cybercriminals have been stealing corporate data before encrypting it to
increase their leverage over the victim. If a ransom isn’t paid, the stolen data is
publicly leaked via websites on the darkweb.

The Forum featured a workshop to explore leak sites and best practices for
preparing and responding to the attacks. Expert contributor Wendi Whitmore,
senior vice president at Unit 42 at Palo Alto Networks Inc., revealed there have






U.S. prosecutors in Manhattan are examining the possibility that Mr. Bankman-
Fried steered the prices of two interlinked currencies, TerraUSD and Luna, to
benefit the entities he controlled, including FTX and Alameda Research, a
hedge fund he co-founded and owned, the people said.

The investigation is in its early stages, and it is not clear whether prosecutors
have determined any wrongdoing by Mr. Bankman-Fried, or when they began
looking at the TerraUSD and Luna trades. The matter is part of a broadening
inquiry into the collapse of Mr. Bankman-Fried’'s Bahamas-based
cryptocurrency empire, and the potential misappropriation of billions of dollars in
customer funds.

Federal prosecutors and the Securities and Exchange Commission have been
examining whether FTX broke the law by transferring its customer funds to
Alameda. Last month, a run on deposits exposed an $8 billion hole in the
exchange’s accounts, causing the company to collapse. Mr. Bankman-Fried
stepped down as FTX's chief executive when the company filed for bankruptcy
on Nov. 11.

FTX is also under investigation for violating U.S. money-laundering laws that
require money transfer businesses to know who their customers are and flag
any potentially illegal activity to law enforcement authorities, three people
familiar with the investigation said. That investigation, first reported by
Bloomberg News, began several months before the bankruptcy of FTX.
Investigators are also looking into the activities of other offshore cryptocurrency
trading platforms.

The Aftermath of FTX's Downfall
The sudden collapse of the crypto exchange has left the industry stunned.

A Spectacular Rise and Fall: Who is Sam Bankman-Fried and how did he
become the face of crypto? The Daily charted the spectacular rise and fall of the
man behind FTX.

Market Manipulation Inquiry: Federal prosecutors are said to be investigating
whether Mr. Bankman-Fried manipulated the market for two cryptocurrencies,
leading to their collapse.

Clinging to Power: Emails and text messages show how FTX lawyers and
executives struggled to persuade Mr. Bankman-Fried to give up control of his
collapsing company.

A Symbiotic Relationship: Mr. Bankman-Fried’s built FTX partly to help the
trading business of Alameda Research, his first company. The ties between the
two entities are now coming under scrutiny.

In a statement, Mr. Bankman Fried said he was “not aware of any market
manipulation and certainly never intended to engage in market manipulation.”



“To the best of my knowledge, all transactions were for investment or for
hedging,” he added.

Representatives of the U.S. attorney for the Southern District of New York
declined to comment. Representatives of FTX did not immediately respond to
requests for comment.

The focus on possible market manipulation adds to the legal storm brewing
around Mr. Bankman-Fried. It is illegal for an individual to knowingly stage
market activity designed to move the price of an asset up or down.

TerraUSD was a so-called stablecoin, but unlike other stablecoins, its value
wasn’t backed directly by the U.S. dollar. Rather, it maintained its value from a
second coin called Luna through a complex set of algorithms. Traders within the
digital ecosystem could mint these coins, the prices of which would fluctuate
based on how many were in circulation. Anytime the price of TerraUSD fell, the
supply of Luna would increase, as traders created more Luna to try to capitalize
on the difference.

In May, major cryptocurrency market makers — exchanges or individuals who
arrange for buyers and sellers to be matched — noticed a flood of “sell” orders
coming in for TerraUSD, said one person with knowledge of the market activity.
The orders were in small denominations, but they were placed very quickly, the
person said.

The sudden jump in sell orders for TerraUSD overwhelmed the system, making
it hard to find matching “buy” orders for them. Under normal conditions, any sell
orders that remained unfulfilled for too long would be matched with buy orders
at a lower price. The longer the orders lingered without being matched, the
more they forced down the price of TerraUSD and caused a corresponding drop
in Luna prices because of the way the two coins were linked.

The exact causes of the collapse of the two cryptocurrencies remain unclear.
However, the bulk of the sell orders for TerraUSD appeared to be coming from
one place: Sam Bankman-Fried’s cryptocurrency trading firm, which also placed
a big bet on the price of Luna falling, according to the person with knowledge of
the market activity.

Had the trade gone as expected, the price declines in Luna could have yielded
a fat profit. Instead, the bottom fell out of the entire TerraUSD-Luna ecosystem.
The collapse caused more trouble in the cryptocurrency industry, sending
several prominent companies into bankruptcy and erasing about $1 trillion in
value from the crypto market.

The ripple effects from the Luna crash ultimately contributed to the collapse of

Mr. Bankman-Fried’s business empire. In November, Caroline Ellison, the chief
executive of Alameda, told staff that loans to Alameda were recalled as a result
of the market chaos unleashed by the crash, according to a person familiar with






“Nobody forced anybody to invest in anything,” Mr. Palihapitiya, 46, said in an
October interview.

A Wall Street innovation, special purpose acquisition companies list on stock
exchanges, raise money from investors and use the funds to buy a private
company. They have a primary backer — sometimes called a sponsor — when
they list. Once a SPAC finds an operating business to merge with, it gets far
less regulatory scrutiny than a company selling shares through a traditional
public listing.

Long seen as dubious, SPACs went mainstream in 2016 when private equity
firms embraced them as an easier way to take their portfolio companies public.
By 2020, they had become a legitimate alternative route to the public markets,
especially after DraftKings, Hostess Brands and other familiar names used them
to go public.

The involvement of celebrities like Jay-Z and Martha Stewart gave SPACs extra
sparkle. In 2007, 66 SPACs raised $12 billion. Last year, 613 SPACs raised
$163 billion. Major Wall Street banks reaped more than $4 billion in fees last
year, according to Dealogic.

Mr. Palihapitiya was an early cheerleader for SPACs. Born in Sri Lanka and
raised in Canada, he arrived in Silicon Valley after the dot-com bubble burst,
joining Facebook in 2007. By the time he left, he had a fortune worth hundreds
of millions of dollars, some of which he plowed into Social Capital, a venture
capital firm he co-founded in 2011.

The firm raised more than $1 billion and backed some successful start-ups,
including the messaging company Slack. For a time, its fund was a top
performer.

Mr. Palihapitiya started his first SPAC, Social Capital Hedosophia, in 2017,
teaming up with lan Osborne, a British technology investor. The vehicle raised
about $600 million from investors. At the time, many entrepreneurs said the
traditional process for initial public offerings was onerous, and Mr. Palihapitiya
began pitching SPACs as an easier way for high-quality companies to go public.

He called his vision “|.P.O. 2.0.”

In 2018, Mr. Palihapitiya wrote in a Medium post that Social Capital had become
too much like a traditional venture firm and would stop taking money from
outside investors.

The following year, Social Capital Hedosophia found its merger target: Virgin
Galactic. The spacecraft company, founded by Richard Branson, told investors
that by 2022, it would operate 170 flights to space annually, generating $398
million in revenue. Wall Street analysts said Virgin Galactic — the first publicly
traded spacecraft company — held the promise of Tesla. The company’s stock
skyrocketed.



To prevent them from influencing investors, companies going public through
I.P.O.s are largely barred from making projections. But SPACs have no such
restrictions because the Securities and Exchange Commission treats the deals
as mergers.

Encouraged by his success, Mr. Palihapitiya launched two more SPACs in April
2020, raising roughly $1.2 billion. For companies hesitant to go public in the
early days of the coronavirus pandemic, when the market was volatile, Mr.
Palihapitiya’s pitch became more attractive because his vehicles were already
trading.

To whip up interest, Mr. Palihapitiya began targeting everyday traders, posting
incessantly about SPACs on Twitter and on his podcast. He was also a frequent
guest on CNBC, one of the country’s top-rated business television networks and
the longtime home of Mr. Cramer.

In September 2020, after one of his SPACs agreed to buy the real estate
platform Opendoor Technologies, Mr. Palihapitiya announced his deal on
CNBC. He co-hosted the network’s morning show, Squawk Box, and thanked
the anchors “for letting me do this with you guys.”

Then, for the next six minutes, he walked viewers through a slide presentation
on his plans for SPACs and why Opendoor would be a winner, outlining
revenue projections. The anchors later expressed skepticism about his numbers
on the show. (Andrew Ross Sorkin, an employee of The New York Times and a
business columnist and the editor at large of the DealBook newsletter, is a co-
anchor on Squawk Box.)

By the end of that trading day, shares of Opendoor soared more than 30
percent.

Mr. Palihapitiya followed a similar playbook the following month, teaming up
with CNBC to announce his third SPAC’s merger with Clover Health
Investments, a health care technology firm. He told the audience that he
expected the company’s shares to rise tenfold in 10 years, but by the end of that
trading day, the shares fell.

Soon after, Mr. Palihapitiya took three other SPACs public, raising roughly $2.2
billion in total. By December 2020, he told his Twitter followers that if they had
bought shares in each of those companies on the day they went public or when
he posted about them, “your return would have been 355 percent. My
commitment to you is to continue to find investments, put a bunch of my money
in it and share them with you.”

Retail investors were so taken by Mr. Palihapitiya’s SPAC talk that his advisers
used it as part of their pitch when discussing potential mergers with target
companies. Any company that merged with Mr. Palihapitiya’s SPAC would get a
“‘Chamath premium,” they said, because retail investors pushed the stock up,



according to two people with knowledge of the firm’s pitches.

By February of last year, the SPAC market was booming. Virgin Galactic,
Opendoor, Clover Health and SoFi — a personal finance company Mr.
Palihapitiya took public — were up 440 percent, 246 percent, 20 percent and
130 percent.

Lincoln Daniel, a 29-year-old software engineer who started making investment
videos on YouTube in 2020, was among those who followed Mr. Palihapitiya’'s
lead and bought into his SPACs and other investments he pitched. In an
interview, Mr. Daniel said he did well with his investments because he sold out
at the right time.

“People like Chamath gave us the opportunity to invest on equal footing with
them,” he said, referring to large institutional investors.

But they weren’t on equal footing with Mr. Palihapitiya.

Michael Klausner, a professor at Stanford Law School, has written about the
difference between those who back SPACs, like Mr. Palihapitiya, and investors
who buy their shares after the listing. A backer can put in a small amount of
money but still gets 20 percent of the shares, essentially for free. Ordinary
investors don’t get the same terms.

“Sponsors make a killing, and public shareholders take a bath,” Mr. Klausner
said.

Even as he was pitching his newest SPACs, Mr. Palihapitiya was selling out of
his older ones. In March 2021, he sold his personal stake in Virgin Galactic for
roughly $200 million, according to public filings, saying he would put the
proceeds into fighting climate change. (He invested in Palmetto, a clean energy
platform company.) Virgin’s stock was trading around $33 a share, more than
triple its $10 1.P.O. price.

But as lawmakers started scrutinizing SPACs in the fall of 2021, the mania
began to subside. Several Democratic senators sent a letter to Mr. Palihapitiya
and other SPAC sponsors requesting information on their deals.

“We are concerned about the misaligned incentives between SPACs’ creators
and early investors on the one hand, and retail investors on the other,” the letter
said.

Reze Wong, a spokesman for Mr. Palihapitiya, said none of his deals were
singled out and that he was in favor of increased regulation.

In November 2021, Mr. Palihapitiya raised questions on Twitter about the fate of
the SPAC market and said he sold 15 percent of his stake in SoFi. Less than a
year later, he said he was shuttering some of his SPACs that hadn’t found
merger targets and returning money to investors, although he still had two















faces pressure from populist Republicans to grill financiers who'’ve prioritized
environmental, social and governance issues.

But while Wall Street’s bound to catch flak from congressional Republicans over
any hint at progressivism, there’s also very real pressure outside the Beltway to
make companies cleaner, more inclusive and sustainable.

“The market is clearly speaking,” Ceres managing director Steven Rothstein,
whose sustainability nonprofit counts JPMorgan Chase and Bank of America as
members, told MM over coffee on Tuesday morning. (Not for nothing, most
voters want the GOP to lay off the harangues against ESG).

Natural disasters have caused at least $115 billion in insured damages this
year, he said. Global supply chains are increasingly snarled by storms and fires.
Premature deaths in Europe attributed to poor air quality are counted in the tens
of thousands.

There are obvious financial consequences to all of that. So while state leaders
and lawmakers can fire off resolutions and send letters attacking sustainability
policies, corporate America is already on its way toward reducing emissions and
pivoting to renewable energy, he said.

A key caveat to all this is that the path forward for those companies could also
contain very real market challenges as well. The investment research firm MSCI
published a report warning that geopolitical instability and persistent inflation
might “limit near-term pressure to reduce global greenhouse-gas emissions ...
as governments prioritize energy security and affordability.”

JPMorgan CEO Jamie Dimon made a similar point on CNBC.

“If the lesson was learned from Ukraine, we need cheap, reliable, safe, secure
energy, of which 80% comes from oil and gas. And that number’s going to be
very high for 10 or 20 years,” Dimon said. While leaders should focus on
renewables as well, the ready availability of natural gas and oil “has the virtue of
reducing CO2, because ... poorer nations and richer nations are turning back
on their coal plants.”

IT'S WEDNESDAY — And your music recommendations were greatly
appreciated. Please send tips to ssutton@politico.com and
zwarmbrodt@politico.com.

DRIVING THE DAY

Q3 productivity and labor cost data released at 8:30 a.m. ... The CFTC
agricultural advisory committee meets at 9 a.m. ... House Financial Services
holds a hearing on financial institutions’ role in slavery at 10 a.m. ... The House
Select Committee on Economic Disparity and Fairness in Growth holds a
markup to approve its final report at 1 p.m. ... Consumer credit data released at
3p.m.



What are you expecting from travel this holiday season? Hit and miss; highs
with and some expensive lows? POLITICO invites you to debate the Travel
Experience Redefined, with Sen. Jacky Rosen (D-Nev.), and a host of
consumer and industry voices, Dec. 7, 8.30 a.m. ET. You can join online or at
the Madison Hotel in D.C. Register here.

BUSTED — Our Erin Durkin: “The Trump Organization was convicted on all
charges in a criminal tax fraud scheme on Tuesday. A New York Supreme
Court jury reached the verdict in the case — which could cost the Trump Org.
up to $1.6 million in fines — after two days of deliberation following a monthlong
trial that included convicted former Trump Org. chief finance officer Allen
Weisselberg as a star witness.”

LAWMAKERS FILE NDAA — Our Connor O'Brien: “Lawmakers filed a
compromise version of their annual defense policy bill on Tuesday that
proposes a Pentagon budget that's $45 billion more than what President Joe
Biden requested. The House will vote on the fiscal 2023 National Defense
Authorization Act this week, with the Senate to follow.”

SAFE BANKING OUT — Our Natalie Fertig: “The SAFE Banking Act will not be
included as part of the National Defense Authorization Act, marking yet another
setback for the legislation, which enjoys widespread bipartisan support but has
repeatedly stalled out on Capitol Hill.”

MORE ON NDAA — As Connor reported earlier Tuesday, Senate Minority
Leader Mitch McConnell “came out swinging against a push by Democrats to
attach energy and cannabis banking measures to major defense policy
legislation, marking another twist as negotiations come down to the wire.”

— Natalie on why McConnell is essential to SAFE Banking: Even if there are
enough votes to pass this bill on the floor of the Senate, the rules of procedure
don’t give the Senate time to put a smaller bill on the floor and still get must-
pass funding legislation done this year. Senate Majority Leader Chuck Schumer
plans to attach it to a must-pass bill, but that's where McConnell comes in:
because these bills are essentially negotiated behind the scenes, all four House
and Senate leaders have to agree on the final package before it heads to either
chamber for a vote. If McConnell doesn’t want cannabis banking in the omnibus,
it isn’t going to be considered in lame duck.

THE FTX NEWS CYCLE ENDS WHEN WE SAY SO — From our Zachary
Warmbrodt: “The Senate Banking Committee will hold a hearing on the FTX
crypto meltdown on Dec. 14, Chair Sherrod Brown said in an interview Tuesday.
Brown said the committee was still working out witnesses and would likely invite
FTX founder Sam Bankman-Fried.”

SBF HIRES GHISLAINE MAXWELL'S ATTORNEY — Reuters’s Chris Prentice:
Bankman-Fried “has hired former prosecutor Mark S. Cohen to represent him,
as U.S. authorities probe the crypto exchange's collapse ... Cohen, a former



assistant United States attorney for the Eastern District of New York, recently
defended Ghislaine Maxwell in her sex trafficking trial.”

WALLS ARE GOING UP — Our Barbara Moens and Hans von der Burchard:
“The last big defender of rules-based open trade — the European Union — is
about to fall. It is happening in slow-motion and the impact will be painful. If the
world's largest trading bloc gives up on the concept of free trade, the entire
global economy will be hurt. But such an outcome seems increasingly likely, as
the European Commission and its powerful trade department come under
intense pressure to join China and the United States in a game of economic
self-interest and protectionism.”

WALL STREET

WE WARNED YOU THE VIBES WERE GETTING WORSE — Bloomberg’s
Sridhar Natarajan and Sonali Basak: “Goldman Sachs Group Inc. Chief
Executive Officer David Solomon struck a downbeat note about the economic
outlook and said smaller bonuses and even potential job cuts should come as
no surprise. ‘You have to assume that we have some bumpy times ahead,’
Solomon said.”

— While consumers still have roughly $1.5 trillion from pandemic-era savings —
including stimulus — “inflation is eroding everything ... and that trillion and a half
dollars will run out sometime mid-year next year,” JPM’s Dimon said on CNBC.
“When you’re looking out forward, those things may very well derail the
economy and cause a mild or hard recession that people worry about.”

— Bloomberg's Katherine Doherty and Sonali Basak: “Bank of America Corp. is
slowing hiring as fewer employees leave in an attempt to manage the
company’s headcount ahead of a possible US recession, Chief Executive
Officer Brian Moynihan said.”

— Bloomberg’s Sridhar Natarajan: “Morgan Stanley will reduce its global
workforce by about 2% as Wall Street seeks to tame costs ahead of a potential
US recession. The cuts amount to roughly 1,600 of the workforce, according to
a person familiar with the matter who asked not to be identified discussing
private information.”

— WSJ’s Will Horner and Jack Pitcher: “U.S. stock indexes extended declines
Tuesday as investors weighed fears about the outlook for interest rates against
optimism surrounding China’s reopening.”

CRYPTO

SILVERGATE ON THE HOT SEAT — Sen. Elizabeth Warren (D-Mass.) —
along with Republican Sens. Roger Marshall (R-Kan.), and John Kennedy (R-
La.) — blasted San Diego-based crypto bank Silvergate on Monday for its role
in potentially transferring funds between Sam Bankman-Fried's global crypto
exchange FTX and his hedge fund Alameda Research. FTX is alleged to have






Lucky for the billionaire chief executive officer, that deal can’t be used as
ammunition against him and the electric car-maker when investors take them to
trial in January. A federal judge on Wednesday ruled it would be unfair to
introduce Musk’s accord with the regulator as evidence for the jury that will
decide whether the false tweet defrauded investors.

While Musk and Tesla quickly settled the SEC case for $40 million without
admitting wrongdoing — and with a promise that the CEO would have his
tweets vetted by a Tesla lawyer before posting them — the investor case could
set them back more than $1 billion if they lose the trial.

The ruling may give Musk and Tesla some leverage in talks aimed at resolving
the dispute before the class-action trial kicks off Jan. 17.

US District Judge Edward Chen in San Francisco brushed away the argument
by investors that the jury must learn about both the SEC investigation and
settlement as part of its evaluation of the losses they suffered from wild swings
in Tesla’s stock price attributed to Musk’s tweets.

“It would be confusing and artificial for the jury to be kept in the dark about its
conclusion,” lawyers for the investors argued in a court filing.

Lawyers for Musk and Tesla argued that dredging up the SEC case at trial
would “corrupt the jury’s evaluation” of the shareholder case.

Chen said he won't bar lawyers for the investors from telling the jury about the
SEC’s investigation, which made headlines the day after Musk’s initial go-
private tweets. But the judge ruled that telling jurors that the probe resulted in a
lawsuit and a settlement more than a month later might create “unfair prejudice”
against Musk and Tesla.

Investors contend Tesla’s CEO was intentionally deceitful when he tweeted the
go-private proposal to his millions of Twitter followers on Aug. 7, 2018, adding
that the transaction was buttressed by “funding secured.”

Lawyers for shareholders have never publicly revealed how much they’re
seeking in damages for hundreds of investors. A recent court filing by Musk and
Tesla cited “billions” at stake.

Musk insists investors are wrong to accuse him of manipulating the stock price
and maintains that his short-lived plan to take Tesla private was solid based on
discussions he had with Saudi Arabia’s Public Investment Fund.

The judge made it significantly easier for the investors to prevail when he ruled
in April that the “funding secured” tweet was false and reckless.

Musk in September asked a federal appeals court to throw out the so-called
Twitter Sitter provision of his SEC settlement, calling it an illegal effort to muzzle
him.





















Peirce, a critic of the proposal who voted against its release, said the plan
departs from the agency's tendency to follow "principles-based" disclosures,
allowing companies the discretion to determine what is material based on their
circumstances.

"The SEC should not inundate investors with immaterial items but should focus
their attention on material information," said Peirce, one of two Republican
commissioners on the five-member commission. "Principle-based mandates
enable companies to present information about risks and opportunities that are
material to them and omit information that's not financially material. The climate
proposal, by contrast, through numerous specific disclosure mandates, could
elicit granular immaterial information."

Peirce noted that the plan calls on companies to assess climate risks by
describing their short-, medium- and long-term financial impacts, which she said
are not time frames used in standard disclosures and may not elicit meaningful
comparisons. Peirce also objected to the proposal's requirement that companies
describe the potential impact of "physical risks" — such as wildfires or
hurricanes — on their operations as well as the operations with whom they do
business, including companies in their supply chains.

"These disclosures will require companies to speculate about fundamentally
unknowable risks," Peirce said.

Others on the AEI panel took a different view. Boston University professor
Madison Condon noted that the SEC's proposal provides liability protections for
companies if they provide good-faith estimates regarding the environmental
impact of their supply chains.

"l don't think it's quite as harrowing a disclosure requirement as it's potentially
made out to be," said Condon, who teaches environmental and corporate law.

Condon added that various jurisdictions including the European Union have
stepped up climate-related disclosures in response to market demand.

"This is the SEC in part doing our part to keep up where the rest of the world is
going," Condon said.

Former SEC Commissioner Paul Atkins said the climate proposal represents a
"huge departure" from the SEC's obligation to focus on material disclosures and
will likely invite legal challenges. Atkins urged the SEC to withdraw the proposal,
saying companies are already obligated to disclose climate risks that are
materially relevant.

The proposal "oversteps the commission's congressionally delegated regulatory
authority," said Atkins, a Republican. "lts rulemaking powers simply don't
authorize it to require disclosure of the vast quantities of immaterial information
that the proposal contemplates."






One would expand the scope of the entities subject to the rule as well as modify
what information is required to be reported, while another would change the
acceptable minimum pricing increments for stock trades.

A third Regulation NMS change would create an open auction system for
fulfilling retail orders — possibly targeting a practice known as "payment for
order flow." Gensler has said in the past that more than 90% of individual
market orders are sent to a small group of electronic market makers known as
wholesalers, who pay for access to such order flow, rather than to stock
exchanges.

Companies like Robinhood Markets Inc., which gives individual investors a
chance to buy and trade stocks without paying a fee, rely on sales of their order
flow to make money.

The fourth proposal would create a rule called Regulation Best Execution that
would require brokerage firms to put policies in place to deal with "certain
conflicted transactions." The agency agenda does not detail what the SEC
means by conflicted transactions.

Gensler said the proposals would prove to be the greatest overall of equity
market regulations in 17 years, but Virtu has accused the SEC of keeping
market participants in the dark about what exactly the agency is proposing.

The trading firm's lawsuit accused the SEC of "stonewalling" on Virtu's request
for certain records that could reveal who top staffers, including Gensler, met
with as they crafted the proposals.

Virtu said it was "clear" that the SEC had met with representatives from national
market exchanges like Nasdaq and the New York Stock Exchange based on
publicly available information, but it wasn't clear what the parties spoke about.

According to Virtu, the exchanges stand to benefit financially from the
proposals. The trading firm said it is seeking "to confirm whether there has been
impermissible bias in the rulemaking process."

Gensler has said that investors deserve greater transparency as to how their
orders are being executed, particularly with more retail investors betting on the
market.

In 2020, retail investing represented 25% of the total equities volumes,
compared to 10% historically, according to a report released by the Securities
Industry and Financial Markets Association.

"This is a really important piece of our capital markets, and it's important to
investors, and the retail public has certainly paid a lot of attention to this
market," Gensler said in conversation with Yahoo Wednesday.

There is a fifth vote the SEC is slated to take on Dec. 14, although it doesn't






laws in California and other states, saying the investors didn't detail which
promotions they saw and how that resulted in them buying the cryptocurrency.
Instead, the investors broadly alleged that they each "viewed numerous
celebrity endorsements" over the span of the time period at issue in the suit,
from May 14, 2021, to June 27, 2021.

The judge underscored that, according to the complaint, at least some of the
plaintiffs purchased their EMAX tokens "prior to certain of the statements they
allegedly relied on."

He denied leave to amend for claims brought under California's Consumer
Legal Remedies Act claim, saying the act is inapplicable to the sale of intangible
goods such as cryptocurrency, "and therefore, granting leave to amend would
be futile."

The misleading promotions from the celebrities and the company artificially
increased interest in and inflated the price of the EMAX tokens that investors
purchased, according to the complaint, which also alleged aiding and abetting
and unjust enrichment.

In his Tuesday ruling, Judge Fitzgerald said the action "demonstrates that just
about anyone with the technical skills and/or connections can mint a new
currency" and emphasizes the power of social media. As a result, "highly
volatile investment ventures" have gone viral based on the "paid-for word of
celebrity promoters,” the judge said.

While the case raises legitimate concerns, the allegations were insufficiently
pled in the complaint before the court, Judge Fitzgerald said.

The suit also names as a defendant Paul Pierce, a former NBA player and
television personality, who promoted EthereumMax in a widely discussed post
on Twitter, according to the suit.

The claims against Kardashian relate to two social media posts the reality TV
star made on Instagram that promoted EMAX in May and June of 2021. While
the first post did not state it was an advertisement, the second did have an
"#AD" disclaimer.

Mayweather, according to the suit, wore a t-shirt with "EthereumMax"
emblazoned across the chest when he attended a Bitcoin conference — where
he stated during a panel discussion, "l believe there's gonna be another
cryptocurrency just as large as Bitcoin someday."

Since the filing of the suit, the U.S. Securities and Exchange Commission has
accused Kardashian of failing to disclose that she was paid $250,000 to publish
a post about EMAX tokens on her Instagram account. In early October,
Kardashian settled the claims, paying $1.26 million in penalties, reimbursement
and interest, without admitting or denying the SEC's allegations.






During a nearly four-hour pretrial hearing held via Zoom in October, counsel for
Musk, Tesla and the other defendants urged Judge Chen to bar the plaintiffs
from mentioning the automaker's 2018 deal with the SEC over the tweets,
arguing that the evidence is too prejudicial since Tesla and Musk never
admitted liability in reaching the settlement.

Judge Chen agreed on Wednesday and said that because the complaints and
settlement in the SEC case did not result in any official agency findings, "their
probative value (even if admissible) is minimal."

However, counsel for the class is permitted to mention the SEC investigation
that was launched soon after Musk's 2018 tweets.

The judge added that there is a heightened risk of undue prejudice because a
jury could be tempted to find Musk and Tesla liable in the current action based
on the SEC case and settlement since the two suits are "virtually identical."

Additionally, admission of the SEC materials could create a "mini-trial" for the
defendants and could cause them to defend themselves against both the claims
in the current action and the dismissed SEC claims, Judge Chen said.

The judge also called the SEC complaint hearsay and said he could not see
how a complaint and settlement that materialized more than a month after the
end of the class period of the current action was relevant.

According to the order, Judge Chen will issue a limited instruction to the jury
during trial — which is slated to kick off Jan. 17 in San Francisco — that they
should not make any assumptions about the outcome of the SEC investigation.

In a statement to Law360 on Wednesday, counsel for the investors said Judge
Chen's ruling was not unexpected and does not have a meaningful effect on
their preparation for trial.

"Judge Chen has already granted summary judgment in plaintiff's favor on the
issues of falsity and scienter regarding the Aug. 7, 2018, tweets that are the
focus of our case and were the basis for the SEC settlement. So the SEC
settlement added little, if anything, to that ruling," said Nicholas Porritt of Levi &
Korsinsky LLP.

Judge Chen stood by his April summary judgment decision that Musk's
statements were inaccurate and reckless at the time they were made and said
the defense counsel cannot argue at trial that Musk's tweets were true.

"The issues of factual falsity and Mr. Musk's recklessness were decided as a
matter of law at summary judgment,” the order states.

But Judge Chen noted that lead plaintiff Glen Littleton must still prove at trial
that Musk's statements were materially false and damaged investors, as well as
the level of scienter, or recklessness, with which they were made.






Following a year in which Foreign Corrupt Practices Act enforcement dipped to
its lowest mark in a decade, 2022 has seen a steady climb, with more than 20
FCPA enforcement actions through the end of September.[1]

In the backdrop of this ascent, guidance from the U.S. Department of Justice
indicates that more vigorous corporate enforcement may be looming and that
corporations are facing increased scrutiny as the DOJ evaluates its criteria
affecting the resolution of corporate crime.

Deputy Attorney General Lisa Monaco's second and most recently issued policy
memo on revisions to corporate criminal enforcement policies, released Sept.
15, outlines an aggressive strategy to combat corporate misconduct and
doubles down on the longstanding DOJ priorities of individual accountability,
self-disclosure and remediation, contained in the Monaco's first memo, issued
Oct. 28, 2021.[2]

This article evaluates two FCPA resolutions from this year in light of the updated
guidance.

The DOJ's Posture

In the first Monaco memo issued on Oct. 28, 2021, Monaco announced the
formation of the Corporate Crime Advisory Group, underscored the DOJ's
renewed focus on prosecuting individuals, and set forth three key revisions to
the DOJ's corporate enforcement strategy.

First, the memorandum reinstated Obama-era guidance stating that to qualify
for cooperation credit, companies must provide information about all individuals
involved in corporate misconduct, not just those individuals deemed by the
corporation as substantially involved.

Second, prosecutors were instructed to consider a company's entire criminal,
civil and regulatory enforcement history when making determinations about
criminal charges and resolutions.

Third, Monaco instructed that independent corporate monitors are generally
favored and should be used frequently.

The second Monaco memo, issued 11 months later, amended the first and
provides a more thorough positioning of the DOJ's enforcement priorities. The
second memo also highlights the steps and proposed policies the DOJ is taking
to be able to effectively investigate and prosecute corporate crime.

The key takeaways are noted below:
Individual accountability is critical.

The DOJ continues to be focused on individual accountability and prosecution.
Under the first Monaco memo, companies were already required to provide all



relevant, nonprivileged facts about individual misconduct to receive cooperation
credit.

In her second memo, Monaco has advised that cooperation credit will also
hinge on the speed at which companies provide information about individual
wrongdoing to the DOJ, and that companies "bear the burden of ensuring" that
this is done in a timely enough manner.

Monaco also encouraged the use of clawback provisions or other methods to
hold those individuals who contribute to criminal misconduct financially
accountable.

Full and effective cooperation is expected.

In addition to underscoring the importance of targeting individual misconduct to
receive cooperation credit, the second memo carries heightened expectations
for full and effective cooperation, including that the DOJ will provide credit for
companies that find ways to navigate foreign data privacy laws — and that a
failure to do so may lead the DOJ to draw an adverse inference.

Voluntary self-disclosure is a key driver for the DOJ.

The second Monaco memo reflects the DOJ's continued focus on corporations'
voluntary self-disclosure and the timing of any such disclosure. Monaco noted
that when a corporation becomes aware of misconduct and decides to come
forward to the government, DOJ policies "must ensure that a corporation
benefits from its decision" to do so.

Each division of the DOJ is henceforth required to draft and publicly disseminate
a policy on corporate voluntary self-disclosure that explains what constitutes a
voluntary self-disclosure under the division's policy, and what benefits
corporations can expect from self-disclosure.

The memo offers clarification on the use of independent monitors.

Monaco clarified that there is no longer a presumption against independent
monitors as part of a corporate criminal resolution, nor a presumption in favor of
one.

The second Monaco memo provided a nonexhaustive list of ten factors that
prosecutors should consider when evaluating the need for a monitor on a case-
by-case basis, including: an assessment of whether a company voluntarily self-
disclosed the misconduct; the effectiveness of its compliance program; whether
the underlying conduct was long-lasting, pervasive, or known and ignored by
senior management; and the company's remedial measures.

Compliance officers are on the hook to ensure compliance culture.

Going forward, it's all but certain that the DOJ will incorporate CEO and chief



compliance officer certifications in its resolutions to ensure that compliance
officials are empowered to create and sustain effective compliance programs.

Two FCPA Resolutions Under the Lens of Recent Guidance
Stericycle

On April 20 — in the period between the first and second Monaco memos —
Stericycle Inc., an international waste management company headquartered in
Lake Forest, lllinois, agreed to resolve parallel investigations into bribery and
corruption by the DOJ, the U.S. Securities and Exchange Commission and
Brazilian authorities, paying a total of $84 million.

As part of the resolution, Stericycle entered into a three-year deferred
prosecution agreement[3] in connection with allegations of conspiracy to violate
the FCPA's anti-bribery and the books and records provisions.

According to the DPA, between 2011 and 2016, Stericycle, through several
employees and agents, made over $10.5 million in improper payments to
foreign officials in Brazil, Mexico and Argentina. Bribes were made to obtain and
retain business and other improper advantages in connection with Stericycle's
business.

In executing the scheme, an executive at Stericycle's Latin America division
directed employees in the company's offices in Brazil, Mexico and Argentina to
pay bribes, calculated as a percentage of contract payments owed to Stericycle
from government customers.

Stericycle earned at least $21.5 million in improper profits from the scheme.

Stericycle's criminal resolution suggests that the DOJ was closely attuned to
guidance provided in the first Monaco memo.

The company did not have sufficient internal accounting controls in place, such
as a centralized compliance department, to prevent or detect the misconduct,
and it failed to implement FCPA policies or procedures prior to 2016. The
company also did not self-report its misconduct.

However, Stericycle ultimately received full credit from the DOJ for providing to
the agency all relevant facts known about the individual actors involved in the
bribery scheme and for engaging in extensive remedial measures — including,
but not limited to, conducting an internal investigation, updating internal
controls, hiring new leadership, terminating third-party relationships and
revamping its risk-assessment processes.

The DOJ did require a monitor because Stericycle had not fully implemented or
tested its compliance program. This is consistent with the first Monaco memo's
endorsement of the liberal use of independent compliance monitors, even with

companies that have fully cooperated and adopted widespread remedial



measures.
Gol

The DOJ's most recent FCPA resolution was announced the same day as the
release of the second Monaco memo, perhaps in an attempt to expedite a
pending resolution that, going forward, would not be a standard-bearer for the
DOJ's updated policy.

On Sept. 15, the DOJ, SEC and Brazilian authorities reached a combined $45
million settlement with Gol Linhas Aereas Inteligentes SA, Brazil's second-
largest domestic airline, to resolve a multiyear probe into a bribery scheme
involving several Brazilian officials.

The Sao Paulo-based company, also known as Gol Intelligent Airlines, entered
into a three-year DPA[4] with the DOJ to settle criminal charges for conspiracy
to violate the anti-bribery and books-and-records provisions of the FCPA, in a
similar posture to Stericycle.

According to the DPA, the bribery scheme took place between 2012 and 2013
and was led by a member of Gol's board of directors.

As part of the scheme, Gol paid $3.8 million in bribes to Brazilian government
officials to influence the passage of two pieces of legislation that allowed Gol to
ultimately achieve favorable payroll tax and aviation fuel tax reductions.

The DPA's statement of facts further reveals that to effectuate the bribery
scheme, the Gol director caused the company to enter sham contracts with
entities connected to the relevant Brazilian officials.

The bribes were then characterized as legitimate expenses in Gol's record-
keeping, resulting in an improper total tax savings of $39.7 million for the
company.

Gol did not self-report the misconduct but still was able to obtain a DPA and
avoid the imposition of a monitor.

While this resolution would seem particularly lenient in light of the language of
the second Monaco memo, the DOJ appears to have relied heavily on Gol's
swift cooperation, in which the airline provided a number of materials from its
own internal investigation and verification of thousands of transactions, and
made employees readily available for questioning.

The DOJ also credited Gol with promptly engaging in significant remedial
measures, including revamping its anti-corruption program, hiring a new chief
compliance officer, and terminating its relationships with third parties involved
with the misconduct.

Gol's cooperation also appears to have assisted in the DOJ's investigation of






duties when he gave Acheron Trusts and its money managers a discount on
service fees.

A three-judge panel on Tuesday dismissed claims that were brought by six
entities under the Acheron umbrella and upheld an October decision from a
Florida federal court that granted summary judgment to Barry Mukamal, who
oversees the Mutual Benefits Keep Policy Trust.

"We reject Acheron's efforts to elevate its contractual relationship with the
trustee to that of a fiduciary relationship," the panel wrote in its opinion,
describing the Acheron firms' arrangement with Mukamal as fundamentally
different from his responsibility to the other investors.

The opinion says Mukamal did not err when he distinguished between two types
of investors: those who bought their interests directly from victims of the Mutual
Benefits fraud that ran from 1994 to 2004, and those like Acheron, which in
2008 started buying fractional interests that defaulted. A third-party loan
servicing agreement struck in 2014 gave fee discounts to the former group but
not to Acheron, which the companies described in a 2020 complaint as
"discriminatory."

"Acheron's relationship with the trustee was an arms-length contractual
relationship — it purchased interests in the Keep policies with knowledge that
they were under a receivership formed to protect the interests of victim investors
and not third-party purchasers of defaulting interests such as Acheron," the
panel wrote.

In May 2004, the U.S. Securities and Exchange Commission sued Mutual
Benefits Corp. in Florida federal court, claiming it was lying to investors about
expected returns on life insurance policies known as viatical settlements. The
agency also accused it of distributing payments "in a Ponzi-like fashion" and
stashing investor money in shell corporations controlled by MBC principals and
their relatives.

A viatical settlement lets a buyer take over the premium payments on insurance
policies from the insured in exchange for the right to collect the death benefit.
MBC purchased more than 9,000 policies from terminally ill patients, paying a
deep discount on the face value upfront, and promised investors "guaranteed"
returns between 12% and 72%, according to the SEC.

Each policy was fractionalized so that multiple investors could buy in. The SEC
said that at the time it sued, 90% of the settlements were past the life
expectancy that MBC had assigned to them, which kept investors waiting for
payment while they remained responsible for the premiums.

The $857 million scheme led to a $25 million settlement and long prison
sentences for CEO Joel Steinger and others.

In 2009, the court established the trust that Mukamal now oversees. It contained



thousands of active policies that the defrauded investors had chosen to keep
once the receivership ended. He won court approval in June to auction off the
policies that remain, in part due to the cost of litigation with Acheron.

Acheron paid $9 million for its fractional interests during the receivership period
in 2008 and 2009, shortly before all the retained policies were moved into the
Mutual Benefits Keep Policy Trust.

At first, all investors were given a discount on the service fees, according to
Acheron, but the trust began applying the distinction in 2015, a few months after
it renewed a loan servicing agreement. The firm said it made a deal with
Mukamal that it would have the same rights as other investors, but the version
of the agreement approved in court did not require the fee credits.

"Because the motion for approval covered both the renewal agreement and the
2015 agreement, Acheron — by signing the motion — stipulated that the two
agreements were consistent," the panel wrote, and that action negated
Acheron's instant claim that it was entitled to the credits.

Acheron sued for breaches of contract, fiduciary duty and implied duty of good
faith and fair dealing. Its appeal asked the panel to decide if summary judgment
for Mukamal was legal under the circumstances and to weigh in on whether
Acheron was entitled to a hearing on its standing claim for breach of contract.

The five entities that comprise the Acheron Trusts lack standing because only
Acheron Capital, their investment manager, was a party to the 2015 agreement
with Mukamal, the district court ruled. The panel said Acheron Capital "has
standing to enforce the agreement," but it affirmed the lower court's decision to
dispose of the case.

John Arrastia of Continental PLLC, an attorney for Mukamal, said the ruling
"could be a step toward the ultimate resolution" of all actions related to the MBC
fraud.

"This is part of years of litigation that's been vigorously, vigorously contested,"
he said. "[Mukamal's] hopeful that this is going to allow him to wrap it all up and
to liquidate the trust.”

A representative for Shutts & Bowen LLP, which is representing Acheron, did
not immediately provide a comment.

U.S. Circuit Judges Kevin C. Newsom, Barbara Lagoa and Andrew L. Brasher
sat on the panel for the Eleventh Circuit.

Mukamal is represented by John Arrastia and Angelo Castaldi of Continental
PLLC, David L. Rosendorf of Kozyak Tropin & Throckmorton LLP, and Jean-
Pierre Bado of Genovese Joblove & Battista PA.

The Acheron Trusts are represented by Julissa Rodriguez and Larry |. Glick of






Below, we review these critical principles of effective enforcement and how well
some particular SEC cases have met the challenge. The bottom line is that the
SEC must do more on all three fronts: higher penalties, more individual
accountability, and greater use of remedial sanctions and disqualifications.

How much does it matter? It is tremendously important: The SEC is the first and
most important line of defense against securities fraud, unregistered offerings,
insider trading, market manipulation, foreign corruption and other misconduct in
the capital markets.

If the SEC's enforcement program falls short, more investors suffer losses,
fraudsters are emboldened and confidence in the integrity of our capital markets
wanes, along with investor willingness to participate in those markets.

Beyond disgorgement, monetary penalties must exceed a mere cost of doing
business.

Disgorgement is a baseline for effective enforcement, as it deprives wrongdoers
of the fruits of their crimes while often enabling the SEC to return money to
victims and mitigate their losses.[8]

But this remedy alone cannot be an effective deterrent because it creates no
risk of loss. The lawbreaker wagers that it simply won't get caught — and can
keep the proceeds — or that, if it does get caught, it will be no worse off after
returning its profits.[9]

Civil penalties are thus an essential complement to disgorgement, and the
amount of the penalty is key. As Grewal noted in his address, the SEC has
made strong progress here: This is the first time in at least several years that
civil penalties have overtaken disgorgement in terms of total dollars.[10]

To be sure, the SEC often levies seemingly large penalties, and fiscal year 2022
saw a spate of high-dollar enforcement actions. An Allianz subsidiary,[11] The
Boeing Co.,[12] Nikola Corp.,[13] Ernst & Young LLP[14] and a murderers' row
of Wall Street banks[15] all received fines of at least $100 million last year.

These mega-penalty cases go a long way toward accounting for the leap in the
SEC's aggregate annual monetary sanctions.

Yet even some of the splashier penalties are simply not large enough. Grewal
certainly understands the key principle. In a 2021 speech, he said the SEC
"must design penalties that actually deter and reduce violations, and are not
seen as an acceptable cost of doing business."[16]

Still, it's far from obvious that this goal is being met. For example, in one of the
highest profile enforcement actions last year, the SEC imposed a collective $1.1
billion penalty against a host of Wall Street banks and other financial institutions
for widespread, systematic record-keeping violations.[17] The largest of these
banks paid $125 million apiece in civil penalties.[18]



Was that amount above the acceptable cost of doing business? Doubtful.

For starters, the penalties were announced — and presumably agreed upon —
near the end of the fiscal year. That timing suggests that the SEC might have
felt pressure to cut a more generous deal in part to boost its own enforcement
numbers for fiscal year 2022.

In any event, these banks count their net revenues in tens of billions of dollars
and their assets in trillions of dollars. The penalties that headline the SEC's
work, then, are close to rounding errors for the big banks.

The lack of deterrence seems especially clear since many of the same banks
have paid out large fines or judgments in prior years, or even this year, with little
indication of real contrition or meaningful changes in behavior.[19]

Grewal again articulated the issue well: "[D]espite all of the strong enforcement
actions ... the types of behavior described in the headlines ... persist, and as a
result, a significant part of the public continues to feel that our markets are
essentially a game that is rigged against them."[20]

In some cases, the SEC has chosen to forego a fine altogether. Over the last
year, for instance, the agency took the unusual step of settling fraud claims with
technology company HeadSpin Inc. without levying a penalty.[21]

HeadSpin raised over $80 million in equity thanks to fraudulent claims by its
then-CEO Manish Lachwani but, after an internal investigation, forced out the
CEO and other senior officers, revised its valuations and remitted roughly 70%
of the amount raised, with an offer to remit the remainder as promissory notes.
[22]

HeadSpin, in other words, disgorged most if its ill-gotten gains on its own
initiative. That, along with consequences for management, might be sufficient
deterrence to future misconduct by HeadSpin. But what does it signal to other
regulated entities?

In short, for entities the size of the biggest banks, the SEC's statutory authority
— and its resolve — to levy fines simply don't appear to be sufficient for real
deterrence.

What's necessary, in addition to monetary sanctions — even in eye-catching
amounts — is deterrence against individuals within those entities, the next topic.

Individuals must be held accountable.

Every time a company violates the law, a human being has been responsible for
the misconduct. As we have said, banks don't violate the law, but bankers do.
[23]

Especially for super-sized corporate defendants, the SEC should presume that



enforcement against responsible individuals is necessary for effective
deterrence. The SEC made some commendable progress here during the prior
fiscal year.

Executives or senior management at Nikola, Boeing and Allianz all stood
alongside their companies as defendants.[24] And in the case of one smaller
investment entity Hamilton Investment Counsel LLC, the SEC sought relief
specifically against an officer responsible for implementing compliance controls,
[25] undoubtedly a strong signal to other compliance professionals.

According to Grewal, most of the SEC's stand-alone cases last year included at
least one individual defendant.[26]

But these actions stand out because they are exceptions, not the norm. More
typically, when the SEC brings enforcement against individuals, they are more
junior employees or one of a few principals behind a small corporate shell.

Recall the large banks described above that were collectively fined over $1
billion. Not one individual is mentioned, much less charged, in the
announcement for those cases.[27]

And that is despite SEC allegations of "widespread and longstanding failure of
... employees throughout the firm, including at senior levels, to adhere to certain
... essential requirements and the firm's own policies" — failures that, in the
SEC's own view, "likely impacted the Commission's ability to carry out its
regulatory functions and investigate violations of the federal securities laws
across these investigations."[28]

Worse still, perhaps, is the example of Ernst & Young, another member of fiscal
year 2022's $100-million-penalty club.[29] As described in Ernst & Young's
settlement with the SEC.:

Over multiple years, a significant number of EY audit professionals cheated on
the ethics component of the Certified Public Accountant (CPA) exam, as well as
on a variety of other examinations required to maintain their CPA licenses. As
this was ongoing, EY withheld this misconduct from SEC staff conducting an
investigation of potential cheating at the firm.[30]

This conduct was certainly systemic within the company, and that was precisely
because numerous individuals within the company had systematically decided
to engage in misconduct. It even reflected recidivism, as Grewal noted.[31]

But where is the accountability for those individuals, including those impeding
the SEC's investigation? Sanctions for this misconduct aimed solely at the
company are wholly inadequate.

The individuals responsible for knowingly and intentionally violating the law
must be held accountable if such egregious lawbreaking is to be punished and
deterred.



A range of nonmonetary sanctions must also be applied alongside fines and
disgorgement orders.

Because monetary penalties, and particularly corporate penalties, are rarely
sufficient deterrents, the SEC must also include nonmonetary measures as well.

Admitting fault should be a starting point for every case. Far too often the
agency allows a settling defendant to neither admit nor deny the alleged
misconduct. This result, in fact, seems to be the default practice.

But the agency undoubtedly has a strong case for liability in many of these
same instances, and an admission is an important measure for communicating
responsibility to the public and to other market actors.

On this front, the SEC did have some notable achievements last fiscal year.
Ernst & Young admitted misconduct and liability in its settlement, for instance.
[32] And the SEC even managed to make the big banks do the same with
respect to their violations.[33]

The agency achieved real wins for market integrity in both cases, and it will
hopefully continue to make further progress on admissions throughout the
current fiscal year.

Furthermore, "prophylactic relief—such as officer and director bars,
associational bars, suspensions, conduct-based injunctions, and undertakings—
is an important part of robust remedies," Grewal said.[34]

Here, too, the SEC has genuinely advanced the public interest in some of its
highest-profile cases from fiscal year 2022. Once again, the Ernst & Young and
bank settlements include meaningful commitments to retain independent
compliance monitors or consultants[35] — measures that the agency might not
have achieved under past administrations. But even these exemplars have
some apparent weaknesses.

For example, Ernst & Young can object to the compliance monitor's
recommendations as "unnecessary, unjust, ... unduly burdensome, or
impractical."[36] And the banks can object on similar grounds.[37]

These provisions raise real questions about the ultimate effectiveness of these
commitments.

Finally, as an adjunct to enforcement, the SEC must adopt a more robust and
transparent approach to disqualifications.

The law presumes that when a company violates the law, it cannot be trusted to
engage in certain types of securities market activities, ranging from the use of
streamlined procedures for raising capital to serving as a trusted investment
adviser.[38]









Agency staff estimated that 2,300 of the 3,600 companies that conducted
buybacks last year would have been subject to the tax, according to a
memorandum released concurrently with the announced rule reopening.

The agency is asking commenters if companies will be less likely to conduct
buybacks given the new tax and, if so, what spillover effects would fewer
buybacks have on the agency's proposed rulemaking.

The staff said in its memo that data limitations make it difficult to determine how
many companies would forgo stock buybacks in favor, for instance, of paying
stockholders dividends once the tax goes into effect.

"It is difficult to analyze the effects discussed above because the excise tax on
buybacks is only one factor affecting payout decisions," the staff said.

Buyback activity has risen steadily for four decades along with broader growth
in the stock market. SEC data shows companies in 2019 repurchased $1 trillion
in shares, a figure that fell to $670 billion in 2020 amid the coronavirus
pandemic.

Share repurchases hit a record of $270.1 billion in the fourth quarter of 2021,
with 325 companies reporting buybacks of at least $5 million during that quarter,
according to data published by S&P Global.

Companies conduct stock buybacks for a number of reasons, including to offset
dilution after new stock is issued, to enable stock-based employee
compensation or because they feel it's a good use of excess cash.

But critics like Wall Street reform advocacy organization Better Markets worry
that executives are using the buybacks to game certain financial metrics, such
as earnings per share, in their favor.

The organization urged the SEC in an April statement to follow through on its
promise to require enhanced disclosures on buybacks, calling the current
requirements "weak" and "molasses-like."

Market participants have said the enhanced disclosures would be onerous on
companies and not useful to investors, who could be subject to information
overload.

SEC Commissioner Mark Uyeda criticized the 30-day comment period in a
statement Wednesday, saying 45 days would be more appropriate given the
upcoming holiday season.

"One might ask: what is the purpose of the comment period? Is it merely an item
to be checked off to satisfy the lowest acceptable standard of process required
by the Administrative Procedures Act?" he said. "Or is it a vital component of a
discussion between an administrative agency and the public in order to better
understand the effects of a proposed rule, especially under a changed factual






overturn a Kentucky federal judge's ruling upholding the law.

They also say the FTC cannot rely on precedent upholding the constitutionality
of the SEC's relationship with FINRA because the horse-racing authority is not
"subordinate" to the FTC but actually oversees its rules.

The federal government and the authority maintain the FTC has oversight over
the authority, including reviewing the substance of its rules, so it is the FTC, not
the authority, that ultimately decides policy matters.

The government also told the Sixth Circuit that the statute reflects bipartisan
support to have a nonprofit organization set standards and uniform health and
safety guidelines for horse racing after a wave of deaths and injuries in the
sport. It argues the statute was designed to appropriately limit the authority's
discretion, with the FTC retaining authority to promulgate rules based on the
authority's proposed standards. It denies that the law forces states to pay for
federal regulation.

Attorney Matthew D. McGill, who argued on behalf of the challenging states and
racing organizations, used his arguments to try to differentiate the horse-racing
authority-FTC relationship from the one FINRA has with the SEC, something the
Fifth Circuit did to come to its conclusion.

"What the Fifth Circuit found dispositive, and | think could be equally dispositive
here, is that the SEC has unilateral authority to modify [FINRA's] regulations,"
McGill said. "And that does not exist here. All the FTC can do is make
recommendations to modify a regulation.”

He also differentiated it by saying that no board member or officer of the horse-
racing authority is appointed by the federal government, nor does the
government own stock.

Still, Pratik A. Shah, who represents the authority, argued that case law actually
spells out exactly what agencies overseeing private authorities must do, putting

to rest questions about the amount of power a federal agency has over a private
regulatory body.

"There's a whole line of D.C. Circuit cases, but it explains that the agency
actually has to exercise real independent review. It can't just sign off on the
determination," Shah said. "It has to exercise its own discretion, make its own
reasoned findings and second-guess that. And so we think all that applies here."

U.S. Circuit Judges Jeffrey S. Sutton, R. Guy Cole Jr. and Richard Allen Griffin
sat on the panel for the Sixth Circuit.

The state of Oklahoma, the Oklahoma Horse Racing Commission and Tulsa
County Public Facilities Authority, dba Fair Meadows Racing and Sports Bar,
are represented by Zach West and Bryan Cleveland of the Office of the
Oklahoma Attorney General.






firm to merit moving forward with the trial, adding that the SEC did not take its
decision to appeal lightly.

"We're very careful in our review of what appeal to take," Lisitza told the panel
Wednesday. "And we just had no answer to why this strong case was taken
away from the jury."

Clark and his brother-in-law, William Wright, were both sued by the SEC in
December 2020 in a complaint alleging that Wright, the former corporate
controller for CEB Inc., provided Clark and his son with material nonpublic
information about CEB's $2.6 billion merger with Gartner, a global technology
research and advisory company.

According to the SEC, Clark had traded CEB stock in the past and used the
information to enter "highly speculative" out-of-the-money call options on CEB
stock to cash in on the merger completed in April 2017. The scheme allegedly
generated nearly $300,000 in illegal profits.

Wright agreed in October 2021 to resolve the SEC's claims without admitting or
denying the allegations in a deal that included a $240,000 fine.

Clark, meanwhile, went to trial in December last year, which U.S. District Judge
Claude M. Hilton ended in a near-unheard-of move without hearing any
evidence from the defendant. In his ruling, the Virginia federal judge said the
SEC had not put forth enough circumstantial evidence indicating Clark received
and acted on insider information.

The Fourth Circuit dropped few hints Wednesday whether it agreed with that
decision, though Circuit Judge Albert Diaz indicated the opposite at one point
during arguments.

"We can all disagree as to the import and strength of the evidence," he said.
"This case was dismissed at the Rule 50 stage. | mean it seems, it would seem
clear that this was something for a jury to figure out."

The judge later said he didn't know what a jury would do with all the evidence,
only that the question remained whether it should have been up to it to decide
Clark's fate.

"I'm not making any judgments about that right now," he told Clark's counsel. "I
just have some concerns about the evidence that apparently the district court
seemed to not properly weigh, or frankly should have not been weighing but left
it to a jury to decide."

Lisitza and opposing counsel, Mark Cummings of Sher Cummings & Ellis LLP,
agreed the date on which the case turns is Dec. 9, 2016, when Clark allegedly
began making trades on CEB.

Lisitza pointed to a series of emails between Wright and a close friend, CEB's



former chief accounting officer Barron Anschutz, from early November 2016
indicating the pair were aware of the impending merger. The emails included
discussions about a change of control at CEB and what that would mean for
their valuable restricted stock options, he said.

Wright, who was considering looking for a new job, had also exchanged emails
with recruiters in which he allegedly touted his experience at CEB helping close
a merger, Lisitza said. He told the panel that circumstantial evidence shows
Wright had knowledge of the merger prior to Dec. 9 and could have reasonably
tipped his brother-in-law off about the deal.

But Circuit Judge A. Marvin Quattlebaum Jr. seemed skeptical that was enough.

"It seems like there's a big difference in knowing about specific offers and being
in a company where, you know, things get talked about and there might be
some potential transaction on the horizon," he told Lisitza.

Cummings, meanwhile, accused the SEC of throwing "wild allegations" at his
client regarding Clark's history of trading CEB stock. He told the panel Clark
"watches the market" and had a thesis on which he based his trades. At the
time of the December 2016 CEB trades, Cummings said Clark was betting on
the "Trump Bump" in which stock prices went up after former President Donald
Trump was elected.

He argued there wasn't a shred of evidence indicating Wright knew about the
merger prior to Clark making his trades, and Wright reportedly would have
testified as much if the SEC had called him as a witness.

Cummings said the agency never put Wright on the stand at trial, who instead
"hung out in the hallway for two days." Regardless, he argued the judge knew
that Wright denied knowing about the merger until Dec. 15, 2020, when he was
reportedly on a trip to London.

Judge G. Steven Agee later questioned Cummings about Clark's interview with
the FBI, in which Clark initially claimed to have not disclosed any information to
his son but eventually admitted that he did. The SEC had alleged Clark's son
made $53,000 using that information.

"Isn't that change of story something a jury would be entitled to weigh in a
credibility find?" Judge Agee asked.

Cummings said the district court had determined it wasn't, but the judge seemed
skeptical.

"Well | understand that," Judge Agee said in response. "But that kind of goes
back to the central question of what the jury gets to decide and what the judge
gets to decide and when they get to decide."

Circuit Judges G. Steven Agee, Albert Diaz and A. Marvin Quattlebaum Jr. sat









roles and responsibilities to prepare for additional disclosure requirements.
Technology has become a major focus when it comes to preparedness, with
99% of the respondents indicating they are somewhat likely or very likely to
invest in more technology and tools in the next 12 months. Over half the
executives surveyed (57%) reported having implemented a cross-functional
ESG working group, a significant increase from 21% only a year ago. Another
42% of the respondents said they're taking steps to set up a cross-functional
ESG working group.

"Companies are looking at and self-examining where they are today and where
they need to go, specifically as it relates to greenhouse gas emissions," said
Lee Ballin, managing director for sustainability and ESG services at Deloitte.
"They're making sure that before they go out and set a goal or a target that they
understand the impact that they're having in terms of emissions and that they
have a plan that's embedded into their overall business strategy to address
some of these ESG issues that they know are front and center in the investors
and the regulators' minds, as well as other stakeholders. This is now becoming
an enterprise-wide initiative."

Executives are anticipating business benefits to integrating sustainability into
business strategy. More than half name talent attraction and retention (52%),
increased efficiencies and ROI (52%), and building stronger stakeholder trust
(51%) as potential business outcomes of enhanced ESG reporting.

While most companies are taking steps to improve their sustainability
disclosures, there are still plenty of challenges. Sustainability data is a top
concern, with 35% of executives citing ESG data quality and 25% citing access
to ESG data as their greatest challenge. Additionally, executives continue to
face hurdles when addressing Scope 3 greenhouse gas emissions disclosures,
with just over a third (37%) currently prepared to disclose details.

"Sustainability reporting and disclosure is more than a 'check-the-box'
compliance exercise — it is a business imperative," said Jon Raphael, national
managing partner, sustainability, transformation and assurance at Deloitte &
Touche, in a statement. "Sustainability, integrated with business strategy, is
about unlocking value for a company and its stakeholders, as well as creating a
sustainable future, where people and the planet prosper together."

Most of the executives surveyed (95%) are preparing for more disclosure
requirements, including nearly three out of five that said they're already making
extensive preparations.

"Stakeholders increasingly expect a company's business strategy to align with
its climate and equity commitments," said Kristen Sullivan, U.S. sustainability
and ESG services leader and global audit and assurance climate services
leader at Deloitte & Touche, in a statement. "While companies are at various
stages on their sustainability journey, they must drive accountability today for a
sustainable tomorrow."





















larger percent of what they own.

DAVE BRIGGS: And to that point, investors have pulled 4 billion out since late
October. Why? And what's been the impact?

LIZ HOFFMAN: Well, in part, everyone is just freaked out, right? This was a--
the FTX collapse is just a real life existential moment for confidence in the
crypto ecosystem. The other thing, though, is that there's a couple of reasons
you might want to own Tether. Certainly, if you're just bearish on crypto and you
like the space, but it's also sort of a token that you can use within crypto
ecosystems. You get some trading benefits. Sort of, it's a pretty easy way to
move around.

You might think about it, if you go to a video game-- video arcade and get a
bunch of tokens, they're helpful to have. There's just a lot less of that happening
right now, right? A lot of people have just been totally scared out of the crypto
business or sitting on their hands. So there's not a whole lot of utility. There's
not real reason to own Tether if you're not doing a lot of crypto trading.

And you're not getting really compensated for the risk of whatever else is on
their balance sheet, whereas you can put your money in treasuries and get 4%
these days. So it's really a push and a pull that people really got scared and
driven out, but also if you're not playing in the arcade, there's not a whole lot of
reason to own a bunch of tokens.

SEANA SMITH: Well, Liz, let's do a scenario here. What if it fails? Talk to us just
about the ripple effect, how concerning that would then be for the entire crypto
industry.

LIZ HOFFMAN: Thether is hugely popular. If you think about it like a stock, it's
got a market cap of-- in the $60 billion range. Obviously, not quite as big as
some others with Bitcoin and Ether, but it's big, and it's held in a lot of places,
and it is the collateral for a lot of loans. It's a thread that, if you start to tug on i,
could unravel very quickly. | should say, outflows have stabilized in the last
couple of days. They have said very publicly that they are perfectly solvent,
perfectly liquid, that they will be fine.

But | think if you look at FTX, | want to be a little careful because there's some
underlying behavior at FTX that's problematic. When confidence comes out of
these systems, it just comes out all at once, and you end up with what looks to
most laypeople like a run on the bank, and it just happens incredibly fast.

SEANA SMITH: Liz, when you take a look, | guess, if people are interested in
crypto, don't really know where to put their money, a little bit spooked about
everything that's played out within that industry over the last several months,
from your reporting, | guess, where would you identify the safest places to be at
this point?

LIZ HOFFMAN: | try very hard not to give financial advice, particularly in crypto.
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Securities and Exchange Commission Chair Gary Gensler stuck to his time-
tested talking points in a Wednesday interview with Yahoo Finance even as
criticism mounts for not doing anything to prevent the implosion of crypto
exchange FTX.

Gensler, who's previously called crypto “the Wild West” and launched several
enforcement actions against the sector, once again called on crypto companies
operating in the country to “come into compliance” with U.S. securities laws or
face the consequences.

“The runway is getting shorter,” Gensler told Yahoo Finance.

The SEC and the Commaodity Futures Trading Commission have been jostling
for control of crypto regulations for several years. A bill proposed by Sens.
Kirsten Gillibrand (D-N.Y.) and Cynthia Lummis (R-Wyo.) earlier this year would
give the CFTC more oversight, but Sen. Elizabeth Warren (D-Mass.) is working
on a separate bill that instead would give more authority to the SEC, which has
been tougher on crypto, according to Semafor.

Gensler reiterated in the Yahoo Finance interview that his agency would benefit
from having more resources and more “extraterritorial reach overseas,” without
elaborating on any specific enforcement methods.

The SEC chair refused to speak specifically about FTX and disgraced former
CEO Sam Bankman-Fried, and would not say whether FTX had violated U.S.
securities laws. Still, Gensler acknowledged that U.S. law requires companies to
properly segregate funds.

“The New York Stock Exchange doesn’t also have a hedge fund on the side,
and trade against their customers,” he added.

Gensler has made headlines with a handful of high-profile enforcement actions
—uwhat critics have called “regulation by enforcement”—that have done little to
prevent wide-scale fraud or the misuse of customer funds, both of which FTX
stands accused, or Terra’s $60 billion implosion.

Despite the criticism, Gensler told CNBC last month that “building the evidence,
building the facts, often takes time.” And in the Yahoo Finance interview,
Gensler said he was happy with some of his agency’s enforcement actions,
including those against BlockFi and Coinbase in the last couple of years.

As the contagion linked with FTX's collapse last month continues to spread,
notable business leaders and politicians have continued to voice concerns over
the sector.

In a Tuesday interview with CNBC, JPMorgan CEO Jamie Dimon compared
cryptocurrencies to “pet rocks,” meanwhile in Congress, Warren and Sen. Dick









Ranking member Jim Jordan, R-Ohio, and Reps. Dan Bishop, R-N.C., Matt
Gaetz,R-Fla., Scott Fitzgerald, R-Wis., Tom McClintock, R-Calif.,and Cliff Bentz,
R-Ore., expressed their concerns in a letter to two members of the steering
committee for Climate Action 100+, a group that works to get corporations to
take action against climate change.

"Woke corporations are collectively adopting and imposing progressive policy
goals that American consumers do not want or do not need," the letter said. "An
individual company’s use of corporate resources for progressive aims might
violate fiduciary duties or other laws, harming its viability and alienating
consumers. But when companies agree to work together to punish disfavored
views or industries, or to otherwise advance environmental, social, and
governance (ESG) goals, this coordinated behavior may violate the antitrust
laws and harm American consumers."

The letter likened Climate Action 100+ to a "cartel" that gets businesses to
change policies and practices to meet its goals.

The letter was addressed to Mindy Lubber, CEO of Ceres, which works to get
corporate leaders to take action related to the environment, and Simiso Nzima,
and the Managing Investment Director for Global Equity at the California Public
Employees' Retirement System.

Fox Business reached out to Ceres, CalPERS, and Climate Action 100+ for
comment, but none immediately responded.

"Many domestic corporate interests increasingly march in unison in advancing
progressive policy goals," the House members continued, noting that this may
be contrary to the public's wishes and interests.

"At its core, ESG is merely partisan politics masquerading as responsible
corporate governance," the Republicans said, noting that a central "policy
centerpiece" of ESG is "stifling investments in oil and gas," while other goals
could include gun control, abortion access, and "fake news dissemination."

"Corporate America’s collusion in pursuit of ESG goals may violate federal or
state antitrust laws," the lawmakers continued, arguing that "cooperation among
competitors" is frowned upon regardless of the purpose.

"When enterprises like Climate Action 100+ or Ceres invite or facilitate collusion
to achieve progressive policy goals, that activity can aid anticompetitive and
unlawful agreements and behavior," they added.

The Republicans are requesting documents and communications related to
subjects including markets and industries where Ceres and Climate Action 100+
try to advance ESG goals, and efforts "to obtain or solicit agreements,
commitments, or other types of participation from any investors, members, or
other companies|.]"









“The rules are there,” he said. “The law firms know how to advise their clients to
comply.”

As the fiery crash of FTX taught harsh lessons about the dangers of running a
global platform without walls between customer funds and investment
operations, Gensler underlined that crypto firms can’t do everything.

“Your field will not last long outside of public policy norms,” he said. “Some of
these platforms have come in and said, ‘We want to continue running a
commingled platform. We want to continue doing lending, trading, hedge fund
functions, an exchange function, a custody function.” We said, ‘No, you have to
separate it out.”

Gensler has expanded his crypto-enforcement team, though the agency hasn’t
yet dropped a bomb on a major cryptocurrency platform. The court case over
whether Ripple’s XRP is a security — and within reach of SEC authority — has
been seen as the major lingering question holding the agency back. However,
Gensler said Wednesday that a federal judge’s decision last month determining
crypto startup LBRY violated securities laws by selling its native LBC tokens
was a “very big win” for the SEC’s legal campaign.

So far, the SEC hasn't directly gone after U.S. exchange Coinbase (COIN) for
listing what the agency believes are securities without registering as a national
securities exchange. Still, the SEC has — in another recent enforcement action —
listed several tokens it considered unregistered securities that were traded on
the company’s platform.

"If the SEC has the authority Mr. Gensler claims, why did he fail to uncover the
largest crypto Ponzi scheme in US history?" Rep. Ritchie Torres (D-N.Y.), said
in a letter this week to the Government Accountability Office requesting a review
of the SEC's role with FTX. "One cannot have it both ways, asserting authority
while avoiding accountability."

However, Torres, a member of the House Financial Services Committee who is
on the Congressional Blockchain Caucus, was also among lawmakers who sent
a letter to Gensler earlier this year expressing concerns about how SEC
investigators were gathering information from crypto companies.

Whether the SEC wants new laws or not, Congress has made crypto a new
priority this year, and lawmakers from both parties are expected to push for the
first major crypto legislation in the next session. Most of the preliminary efforts
have sought to raise the U.S. Commodity Futures Trading Commission into a
prominent role in the oversight of crypto trading.

Gensler’'s agency doesn’t need new crypto rules, he argued, adding that what
would really help would be more resources and more powers over activity
happening in other jurisdictions. The SEC already regulates $100 trillion
markets — mainly in stocks, bonds and government securities — and no matter



























maybe the broker claims they can easily find," he wrote.

Still, according to The Chainsaw, FTX claimed that its 400 million AMC digital
tokens were backed by AMC shares held by custodian CM-Equity.

But the news site noted that FTX had severed ties with the escrow agent late
last year, suggesting that during 2022 there were no AMC shares in CM-
Equity's custody.

Raising further suspicion, FTX removed the white paper on AMC tokens from its
website in late November.

How Were Short Sellers Allegedly Using FTX to Short AMC?

Short sellers who want to bet against AMC need to borrow shares of the stock
to launch their short positions.

However, it's been hard to borrow AMC shares for some time now, given the
high borrowing costs.

Currently, short sellers need to pay about 30% in annual fees to borrow AMC
shares. In mid-November, AMC borrow fees even exceeded 100% annualized.
See below:

There is a suspicion that short sellers have been redeeming AMC tokenized
shares, which are supposed to be held by a custody agent, for real AMC
shares.

This would have given short sellers a way to borrow AMC shares without having
to pay the high borrowing fees.

What's Next?

For now, The Chainsaw's report raises many suspicions, but nothing has been
concretely proven yet.

The next step would be to look for hard evidence that any brokerage firm used
the FTX's AMC tokenized shares to short the stock. But even then, it's not clear
whether any wrongdoing has technically occurred, thanks to regulatory
confusion surrounding cryptocurrencies.

In September, SEC Chairman Gary Gensler spoke about his views on the
regulation of cryptocurrency exchanges. According to Gensler, he visualizes
that the functions of exchanges should be separated. For example, an
exchange shouldn't act as both a broker and a custodian.

He also said that the Commodity Futures Trading Commission (CFTC) needs
“greater authorities” to regulate crypto non-security tokens and related
intermediaries.
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In its October meeting, the International Sustainability Standards Board (ISSB) voted
unanimously to include Scope 3 emissions in the new climate and sustainability-
related disclosure standards its developing for companies. While Scope 3 emissions
often account for the bulk of corporate emissions, they are some of the most
challenging to manage and measure; requirements to disclose them have proven
controversial in past proposals.

Continue reading

Climate change tops the list in AXA's Future Risk
Report 2022

For the first time, climate risk ranked as the #1 risk across the world and became the
main concern amongst the US public in AXA’s ninth edition of its Future Risk Report.
The report’s findings are based on a survey of 4,500 risk experts from 58 countries
and 20,000 people from 15 countries.

Continue reading

Unicef report highlights the urgent need for
climate change adaptation

A new Unicef report found that even in a best-case climate mitigation scenario, the
number of children who face four to five deadly heatwaves a year (25% of children
globally) will quadruple to 2 billion by 2050 (99% of children globally) as a
consequence of global warming. Heatwaves, which already kill nearly half a million
people every year, are becoming much more frequent and severe. Children are more
vulnerable and less able to adapt to prolonged and extreme heat than adults.

Continue reading
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» More than five dozen officials at five agencies, including the Federal Trade Commission and
the Justice Department, reported trading stock in companies shortly before their departments
announced enforcement actions, such as charges and settlements, against those companies.

* More than 200 senior EPA officials, nearly one in three, reported investments in companies
that were lobbying the agency. EPA employees and their family members collectively owned
between $400,000 and nearly $2 million in shares of oil and gas companies on average each
year between 2016 and 2021.

» At the Defense Department, officials in the office of the secretary reported collectively owning
between $1.2 million and $3.4 million of stock in aerospace and defense companies on average
each year examined by the Journal. Some held stock in Chinese companies while the U.S. was
considering blacklisting the companies.

» About 70 federal officials reported using riskier financial techniques such as short selling and
options trading, with some individual trades valued at between $5 million and $25 million. In all,
the forms revealed more than 90,000 trades of stocks during the six-year period reviewed.

* When financial holdings caused a conflict, the agencies sometimes simply waived the rules. In
most instances identified by the Journal, ethics officials certified that the employees had
complied with the rules, which have several exemptions that allow officials to hold stock that
conflicts with their agency’s work.

Federal agency officials, many of them unknown to the public, wield “immense power and
influence over things that impact the day-to-day lives of everyday Americans, such as public
health and food safety, diplomatic relations and regulating trade,” said Don Fox, an ethics
lawyer and former general counsel at the U.S. agency that oversees conflict-of-interest rules.

He said many of the examples in the Journal analysis “clearly violate the spirit behind the law,
which is to maintain the public’s confidence in the integrity of the government.”

Some federal officials use investment advisers who direct their stock trading, but such trades
still can create conflicts under the law. “The buck stops with the official,” said Kathleen Clark, a
law professor and former ethics lawyer for the Washington, D.C., government. “It's the official
who could benefit or be harmed.... That can occur regardless of who made the trade.”

Investing by federal agency officials has drawn far less public attention than that of lawmakers.
Congress has long faced criticism for not prohibiting lawmakers from working on matters in
which they have a financial interest. The rules were tightened in 2012 by the Stop Trading on
Congressional Knowledge (STOCK) Act, passed following a series of Journal articles on
congressional trading abuses.

Journal reporting last year on federal judges, revealing that more than 130 jurists heard cases in
which they had a financial interest, led to a law passed this May requiring judges to promptly
post online any stock trades they make.

This article launches a Journal series on the financial holdings of senior executive-branch
employees and, in some instances, conflicts of interest hidden in their disclosure forms.



U.S. law prohibits federal officials from working on any matters that could affect their personal
finances. Additional regulations adopted in 1992 direct federal employees to avoid even an
appearance of a conflict of interest.

The 1978 Ethics in Government Act requires senior federal employees above a certain pay level
to file annual financial disclosures listing their income, assets and loans. The financial figures
are reported in broad dollar ranges.

Most officials’ financial disclosures are public only upon request. The Journal obtained
disclosure forms by filing written requests with each federal agency.

Some made it difficult to obtain the forms, and several agencies haven't turned over all of them.
The Department of Homeland Security hasn’t provided any financial records. (See an
accompanying article on methodology.)

Under federal regulations, investments of $15,000 or less in individual stocks aren’t considered
potential conflicts, nor are holdings of $50,000 or less in mutual funds that focus on a specific
industry. The law doesn'’t restrict investing in diversified funds.

Some federal officials, especially those at the most senior levels, sell all their individual stocks
when they enter the government to avoid the appearance of a conflict.

The Office of Government Ethics, which oversees the conflict-of-interest rules across the
executive branch, is “committed to transparency and citizen oversight of government,” said a
spokeswoman. She said the agency publishes financial disclosures of the most senior officials
on its website, along with instructions for getting disclosures from other agencies.

At the EPA, an official named Michael Molina and his husband owned oil and gas stocks while
Mr. Molina was serving as senior adviser to the deputy EPA administrator, according to agency
records. Such companies stood to benefit from former President Donald Trump’s pledge to
promote energy production by rolling back environmental regulations and speeding up projects.

Mr. Molina’s job gave him a front-row seat to deliberations about environmental regulations
relating to energy. He “reviews and coordinates sensitive reports, documents and other
materials,” said his job description, provided by the EPA in response to a public-records
request. He served as a “personal and confidential representative” of the EPA deputy
administrator in communications with the White House and Congress, according to the job
description.

In the month he started the job, May 2018, Mr. Molina reported purchases totaling between
$16,002 and $65,000 of stock in Cheniere Energy Inc., a leading producer and exporter of
liquefied natural gas. He reported adding Cheniere stock five additional times over the next
year. At the time, senior EPA officials were encouraging the production of natural gas in the
U.S.

The trades were made through a financial adviser in his husband’s account, according to emails
and disclosure forms reviewed by the Journal. Mr. Molina was required to enter the trades into



the EPA’s electronic-disclosure system within 30 days of receiving notice of the transactions,
under the 2012 STOCK Act.

Officials are responsible for ensuring that their holdings don’t conflict with their work, regardless
of whether they use a financial adviser. The Journal’s review of disclosures shows that many
federal officials tell their financial advisers to avoid investing in certain industries or to shed
specific stocks.

In an interview on Sept. 28, Mr. Molina indicated that he didn’'t know much about the energy
trades. “l can say this on the record: | didn't even know what Cheniere was until 36 hours ago,”
he said.

In February 2019, Mr. Molina was promoted to EPA deputy chief of staff. He attended scores of
meetings on environmental issues, reviewed matters for the then-head of the agency, Andrew
Wheeler, and was sometimes asked his opinions in meetings, according to records reviewed by
the Journal and people familiar with the matter.

In about 274 years at the EPA, Mr. Molina reported more than 100 trades in energy and mining
companies including Duke Energy Corp., NextEra Energy Inc. and BP PLC. About 20 of the
transactions were for between $15,001 and $50,000 each, according to Mr. Molina’s
disclosures. Those trades also were made for his husband by his financial adviser.

In the month he was promoted, February 2019, his husband made several stock purchases
through the adviser in Cheniere and Williams Cos., which builds and operates natural-gas
pipelines.

Two months later, Mr. Trump said the EPA would propose new rules to help the gas industry.

After publication of this article, Mr. Molina said in a written statement: “Neither | nor my husband
knew about or directed any of these trades. Our financial advisor had complete discretion to
trade in the account, and these same trades were made on behalf of a ‘pool’ of several dozen
clients—not for us individually.”

Mr. Molina left the EPA in January 2021. An EPA spokeswoman said the agency’s ethics office
“counseled Mr. Molina on his ethics and financial disclosure obligations.” EPA officials signed
Mr. Molina’s financial-disclosure statement in each year he worked at the agency, an indication
they believed he was in compliance with the conflict-of-interest rules.

U.S. law leaves it to individual agencies to decide whether they need rules to beef up the
federal conflict-of-interest law. The Federal Energy Regulatory Commission explicitly bars its
officials from investing in natural gas, interstate oil pipeline, utility and other energy firms.

The EPA doesn’t have additional agencywide rules. A spokeswoman for the EPA said its
officials may invest in energy companies so long as they aren’t working on policies that could
affect their investments. Mr. Molina’s boss told ethics officials that he had no influence over
public policy matters.

Greg Zacharias was the chief scientist for the Defense Department’s director of operational test
and evaluation until last fall. He repeatedly bought stock in a defense contractor in the weeks
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before the Pentagon announced it would pay the company $1 billion to deliver more F-35
combat jets, while his division was overseeing testing of those planes.

Mr. Zacharias made five purchases of Lockheed Martin Corp. stock, collectively worth $20,700,
in August and September 2021, according to figures he provided. On Sept. 24, 2021, the
Defense Department said it was buying 16 F-35 jets from Lockheed for the Air Force and
Marine Corps. Lockheed shares closed up 1.1% the next trading day. The stock made up a
small part of Mr. Zacharias’s portfolio.

Mr. Zacharias's office had been involved for years in overseeing testing of combat jets, and
testing officials regularly met with the Pentagon’s F-35 Joint Program Office and with Lockheed
directly, according to former defense officials. Mr. Zacharias, who provided scientific and
technical expertise on how to assess the effectiveness of weapons systems, didn’t attend those
meetings.

In an interview, Mr. Zacharias said he wasn't involved in decisions on contracting and had no
inside knowledge ahead of the contract, beyond the public information that the Pentagon
remained committed to the F-35 program. He acknowledged that his role could have allowed
him to access information about specific weapons systems. “l could always walk downstairs and
ask them how it's going. But that really wasn't an interest of mine,” he said, adding that his
focus was emerging technologies.

Mr. Zacharias said he wanted to buy stock in defense contractors, including Lockheed, because
of their dominance of the defense market. He said he didn’t pay much attention to the timing of
trades, adding: “I'm just the pipe-smoking science guy.”

The Lockheed investments were among more than 50 trades Mr. Zacharias reported in about a
half-dozen defense contractors in 2020 and 2021, according to the Journal’s analysis.

“l apologize that things don’t look good on the buy side,” Mr. Zacharias added. Of the trades in
defense contractors, he said: “| just decided that would be a good investment at the time.”

He said ethics officials didn’t raise concerns about his trades in Lockheed or any of the other
defense contractors he reported investments in, beyond periodically sending a letter reminding
him not to take part in contract negotiations involving the companies. He said ethics rules could
be “a little tighter.”

A Pentagon spokeswoman said Mr. Zacharias “worked with his supervisor and ethics officials to
implement appropriate disqualifications.” She said the department requires supervisors to
screen their employees’ disclosures for conflicts in addition to the review conducted by ethics
officials. Ethics officials certified that he complied with the law.

Some conflicts of interest stemmed from agencies’ misunderstanding of their own rules.
The FDA prohibits employees, their spouses and their minor children from investing in

companies that are “significantly regulated” by the agency. The FDA maintains an online list of
the prohibited companies for officials to check.



An FDA official named Malcolm Bertoni disclosed that he and his wife owned stock in about 70
pharmaceutical, diagnostics, medical device and food companies regulated by the agency in
2018 and 2019, including drug giants Pfizer Inc. and Takeda Pharmaceutical Company Ltd. All
were on the prohibited list.

Mr. Bertoni, a career executive, ran the FDA's planning office from 2008 to 2019, researching
and analyzing agency programs. Most of the investments he reported were in the range of
$1,001 to $15,000, but his 2019 disclosure showed he and his wife owned between $15,001
and $50,000 in each of Allergan PLC, Sanofi SA, Takeda and Zoetis Inc.

Mr. Bertoni’s lawyer, Charles Borden, said Mr. Bertoni and his wife held these stocks despite
the bans because they got bad advice from the FDA ethics office.

The stocks were in accounts managed by professionals who had discretion to trade without the
knowledge of Mr. Bertoni or his wife, the attorney said. He said that years ago, Mr. Bertoni
asked the ethics office how he should treat the accounts and was told they fell into an exception
to the rules for mutual funds.

They did not. The ethics office discovered its error in a routine review of Mr. Bertoni’s forms in
early 2019, Mr. Borden said. “The FDA'’s Office of Ethics and Integrity took full responsibility for
the inaccurate guidance given to Mr. Bertoni,” the attorney said in an email.

After considering the tax and retirement-planning consequences of having to sell the stocks,
and other personal factors, Mr. Bertoni chose to retire instead, his lawyer said.

An FDA spokesman said Mr. Bertoni was recused from matters involving the companies once
he reported his family’s holdings in them. The spokesman declined to comment on the events
leading up to his departure.

“The FDA takes seriously its obligation to help ensure that decisions made, and actions taken,
by the agency and its employees, are not, nor appear to be, tainted by any question of conflict
of interest,” said the spokesman.

When federal officials are found to have violated conflicts rules and are referred to criminal
authorities, they often receive light punishment if any, according to records reviewed by the
Journal.

Valerie Hardy-Mahoney, a lawyer who runs the National Labor Relations Board’'s Oakland,
Calif.-based regional office, held Tesla Inc. shares as her office pursued complaints against the
auto maker and Chief Executive Elon Musk and considered whether to file more.

Members of the labor relations board, appointed by the president, review decisions made by
agency administrative courts. Ms. Hardy-Mahoney acts as a prosecutor in those courts. She is a
career employee who joined the NLRB in the 1980s.

Ms. Hardy-Mahoney'’s office filed complaints against Tesla in 2017 and 2018. She reported
holding Tesla shares worth $1,001 to $15,000 in 2019 while those cases were ongoing. The
next year, her disclosure form shows, she owned Tesla shares valued at between $30,002 and



$100,000 in E*Trade accounts. She purchased two chunks of Tesla stock in August 2020, each
valued at between $1,001 and $15,000, according to her disclosure form.

The NLRB ruled in March 2021 that Tesla had illegally fired an employee involved in union
organizing and that Mr. Musk, in a tweet, had coerced employees by threatening them with the
loss of stock options if they unionized. It ordered Tesla to reinstate the employee and Mr. Musk
to delete the tweet. Tesla has disputed the findings and has appealed the decision to a federal
appeals court.

Ms. Hardy-Mahoney'’s office has in other cases rejected charges against Tesla filed by
employees, including allegations her office received in 2020, after she bought more Tesla stock,
according to an NLRB case docket. An employee who worked at the Tesla Gigafactory alleged
that the company interfered with workers’ rights. Ms. Hardy-Mahoney's office dismissed the
charge in January 2021.

Last November, an NLRB ethics official declined to certify that Ms. Hardy-Mahoney was in
compliance with ethics laws and regulations, according to her disclosure form.

The NLRB’s inspector general said in a report that his office had substantiated an allegation of
violating federal law by participating in a matter in which an employee had a financial interest.
An agency spokeswoman confirmed that the report involved Ms. Hardy-Mahoney.

The report said that the matter was referred to the local U.S. attorney’s office, but that federal
prosecutors declined to take it. The report said the subject of the report—Ms. Hardy-Mahoney—
received additional training regarding financial conflicts of interest and the case was closed.

Ms. Hardy-Mahoney declined to comment. She recused herself from Tesla cases last year and
now is in compliance with conflict-of-interest rules, the NLRB spokeswoman said.

At the Federal Reserve, an economist named Min Wei reported trades in stock of a marijuana
company after the Fed sought clarity about whether banks could serve cannabis businesses. A
Fed spokeswoman said the trades were made by Ms. Wei’s husband.

In June 2018, Fed Chairman Jerome Powell said publicly that the issue put the central bank “in
a very, very difficult position.” Even though its mandate has nothing to do with marijuana, Mr.
Powell said, he “just would love to see” a clear policy on the matter.

Because Mr. Powell didn’t dismiss the idea, investors saw the comment as bullish for cannabis
companies such as Tilray Brands Inc., a leading producer. Tilray went public the following
month, and its stock skyrocketed.

In early September 2018, Ms. Wei’s husband bought between $480,005 and $1.1 million of
Tilray shares, according to her disclosure form and the Fed. The stock continued to surge.

It then became clear that neither the Fed nor the Treasury would take action; it would be up to
Congress, with no quick fix in sight. In October, shares of cannabis companies began to fall.



Ms. Wei’s husband sold his Tilray stake in five sales in early October. By then, the shares had
nearly doubled, worth between $800,005 and $1.75 million, according to Ms. Wei’s disclosure.

The Fed imposed new restrictions this year on investing by bank presidents, Fed board
governors and senior staff after the Journal reported questionable trading by presidents of two
Fed banks, who subsequently resigned. The new rules prohibit trading individual stocks and
bonds and require that trades, even in mutual funds, be preapproved and prescheduled.

The new Fed rules for top people don't apply to Ms. Wei because she isn’t senior enough. The
trades were “permissible then and are permissible now,” said the Fed spokeswoman.

Ms. Wei referred questions to the Fed. The spokeswoman said Ms. Wei had “no responsibility
or involvement with policy decisions related to bank supervision or the provision of banking
services.” She said the Fed “did not assert any interest at the time in the Federal Reserve
resolving the conflict between federal and state law in the area of cannabis companies and their
access to banking services, but rather pointed out that the appropriate resolution of those
issues should come from the Congress.”

Ethics lawyers said trading such large amounts of an individual stock while the Fed is publicly
addressing an issue creates an appearance problem, even if Ms. Wei's trades didn'’t violate
conflicts rules.

Roughly seven dozen federal officials reported more than 500 financial transactions apiece over
the six-year period analyzed by the Journal. Some traded a single stock frequently, while others
reported hundreds or even thousands of trades across a broad array of stocks, bonds and
funds.

In one instance, the Commodity Futures Trading Commission permitted short sales contrary to
one of the CFTC’s own rules.

The financial disclosure of Lihong McPhail, an economist at the CFTC, showed the most trading
reported by any federal official in the Journal’s review. Her husband made more than 9,500
trades in 2020—an average of about 38 each trading day, according to her disclosure form and
the CFTC.

About one-third of those reported 2020 trades—2,994—involved shorting stocks, or betting on a
fall in their price. They ranged from Amazon to Ford Motor Co. to Zoom Video Communications
Inc. The CFTC said all the short sales were made by her husband.

Over the years, to safeguard the CFTC's integrity, Congress imposed tighter restrictions than at
other agencies on employees’ investing. In amending the Commodity Exchange Act, Congress
also declared that any breach by a CFTC employee of an investment rule set by the
commission could be punishable by up to a $500,000 fine and five years in prison. The CFTC’s
role doesn't include regulating stocks, but in 2002, the agency adopted a rule banning short
selling by its employees and their families.

Nonetheless, a CFTC ethics official approved short selling by Ms. McPhail’'s husband, Joseph
McPhail, a CFTC spokesman said, fearing that the commission “could possibly be sued by the
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employee if we said no.” The spokesman said the ethics office believed the regulatory provision
exceeded the commission’s statutory authority.

Mr. McPhail referred questions to the CFTC. The CFTC spokesman said he didn’t speak for the
McPhails. Ms. McPhail didn’t respond to requests for comment.

At the CFTC, “employees are required by statute and by regulations to adhere to strict ethical
standards and to disclose personal investments to ensure that the work of the CFTC to oversee
markets is free from any conflict of interest,” said the agency spokesman. “In this instance,
several years ago the employee sought advice regarding their spouse’s investments and
received approval from career ethics counsel.”

Mr. McPhail was a senior policy analyst at the Federal Deposit Insurance Corp. until September
2021. In a written statement, that agency said: “The FDIC expects our employees, as public
servants, to devote their time and efforts to our mission to maintain stability and public
confidence in the nation’s banking system.”

The Defense Department was among the federal agencies with the most officials who invested
in Chinese stocks, even as the Pentagon in recent years has shifted its focus to countering
China.

Across the federal government, more than 400 officials owned or traded Chinese company
stocks, including officials at the State Department and White House, the Journal found. Their
investments amounted to between $1.9 million and $6.6 million on average a year.

Reed Werner, while serving as deputy assistant secretary of defense for south and southeast
Asia, in December 2020 reported a purchase of between $15,001 and $50,000 of stock in
Alibaba Group Holding Ltd.

At the time, discussions were under way at the Pentagon over whether to add the Chinese e-
commerce giant to a list of companies in which Americans were barred from investing because
of their alleged ties to the Chinese government.

Defense and State officials pushed to add the company to the blacklist, while the Treasury
feared this would have wide capital-markets ramifications. Mr. Werner had been involved over a
period of months in some discussions about what companies to add to the blacklist, former
defense officials said.

Nearly two weeks after the Alibaba purchase, the Treasury updated its list and didn’t include
Alibaba. The company’s stock rose 4% that day.

Three days later, Mr. Werner's financial-disclosure form shows a sale of between $15,001 and
$50,000 of Alibaba stock.

The sale came a day before a meeting where defense officials planned to press their case for
adding Alibaba and two other companies to the blacklist. Then-Treasury Secretary Steven
Mnuchin ultimately blocked the effort.
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In an interview, Mr. Werner acknowledged he was involved in discussions about adding Alibaba
to the list, saying he attended a meeting in late 2020 and was on an email chain about the
matter. He said that he wasn’t involved in blacklist discussions during the period the Alibaba
trades were made, and that the trades resulted in a $1,556.51 gain. He declined to answer
further questions.

The Pentagon spokeswoman said that the officials who formally compiled and approved the
blacklist didn't own stock in affected companies, and that supervisors and ethics officials review
reports for holdings that could conflict with an employee’s duties. Ethics officials certified that
Mr. Werner complied with the law.

At least 15 other defense officials in the office of the secretary reported that they or family
members owned or traded Alibaba between 2016 and 2021, including Jack Wilmer, who served
as senior cybersecurity adviser at the White House and then as the Pentagon’s top
cybersecurity official.

Between 2018 and 2020, Mr. Wilmer reported at least six trades, which he said totaled around
$10,000, in the Chinese companies Alibaba, search-engine giant Baidu Inc. and China
Petroleum & Chemical Corp.

Mr. Wilmer said that a money manager handles his trades and that he didn’t direct any of those
transactions. He said he wasn'’t involved in policy-making decisions that would have affected
those stocks and said he didn’t see a conflict between his job and investments. He left the
government in July 2020, before Mr. Trump signed the executive order barring Americans from
investing in certain Chinese companies.

Within federal agencies, ethics officials generally don’t consider it their job to investigate
whether employees are making stock trades based on information they glean from their
government jobs. Ethics officials’ ability to spot potential conflicts is limited because they usually
don’t know what employees are working on.

When ethics officials do see a potential violation, they can refer it to their agencies’ inspectors
general, who refer cases on to the Justice Department if they find evidence of wrongdoing.

A Journal review of inspector general reports showed that the offices rarely investigated
financial conflicts. As more federal officials invest in the stock market, ethics officials say they
have less time to look into possible wrongdoing. When findings have been referred to the
Justice Department, prosecutors in most cases have declined to open an investigation.

One matter at the Securities and Exchange Commission involved an official who failed to report
or clear his and his spouse’s financial holdings and trades for at least seven years. The trades
included stocks that SEC employees and their families weren'’t allowed to own, some of which
the SEC inspector general determined posed a conflict with the official’'s work, according to a
report the inspector general provided to Congress.

When a U.S. attorney declined to prosecute, the SEC’s inspector general reported the findings

to SEC management. The unnamed official ultimately was suspended for seven days and gave
up 16 hours of leave time.
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The SEC declined to comment. A Justice Department spokeswoman declined to comment on
individual investigations but said: “We take all inspector general referrals seriously and bring
charges when the facts and law support them, consistent with the principles of federal
prosecution.”

Most federal agencies don’'t have protocols to verify that officials’ financial disclosures are
complete. One Agriculture Department official disclosed wheat, corn and soybean futures and
options trades. The Journal discovered that he had made additional large trades in corn and
soybean futures in 2018 and 2019 and omitted them from his reports.

The official, Clare Carlson, who is no longer at the USDA, said that he tried to be scrupulous in
his disclosures, and that the omissions were honest mistakes. The Agriculture Department
declined to comment.

At the EPA, Mr. Molina’s financial-disclosure reporting caught the attention of ethics officials.

The conflict-of-interest rules say executive-branch employees may not “participate personally
and substantially” in matters that have a “direct and predictable effect” on their investments and
those of family members.

When the ethics officials contacted Mr. Molina about energy stocks he reported on his forms,
they were told he didn’t have any influence over environmental policy.

His “duties are administrative in nature,” his boss, the EPA’s chief of staff at the time, told the
ethics officials. “He provides logistical support to the principal but does not participate personally
and substantially in making any decisions, recommendations or advice that will have any direct
or substantial effect” on his financial interests, the chief of staff said, according to Mr. Molina’s
financial disclosure.

In his time at the EPA, Mr. Molina clashed with ethics officials. Many of his financial disclosure
reports were inaccurate and tardy, according to EPA emails reviewed by the Journal. At one
point, he didn’t file accurate monthly trading disclosures for 12 months, according to the EPA
emails. Mr. Molina reported the stock trades on his annual financial reports, as required.

Ethics officials said they contacted Mr. Molina “scores” of times to press him to file timely
reports, according to the emails reviewed by the Journal.

In one email, a senior ethics official said his office had “provided you with at least 3-5 times
more personal assistance than for any other agency employee, yet the required ethics reports
were still late.”

Mr. Molina told EPA officials that he initially didn’t know he was supposed to complete regular
stock-trading reports. He later struggled to keep up with the EPA’s electronic-disclosure system,
according to the emails reviewed by the Journal.

In September 2020, the EPA fined Mr. Molina $3,200 for numerous failures to disclose stock
trades to the agency on time. Mr. Molina refused to pay.
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11 Oct 2022, Michael Siconolfi

Wall Street Journal investigation revealed that thousands of officials across the U.S.
government’s executive branch disclosed owning or trading stocks that stood to rise or fall with
decisions their agencies made.

Across 50 federal agencies ranging from the Commerce Department to the Treasury
Department, more than 2,600 officials reported stock investments in companies while those
companies were lobbying their agencies for favorable policies, during both Republican and
Democratic administrations. When the financial holdings caused a conflict, the agencies
sometimes simply waived the rules.

The Office of Government Ethics, which oversees the conflict-of-interest rules across the
executive branch, is “committed to transparency and citizen oversight of government,” said a
spokeswoman.

Among the findings of the investigation, which is the most comprehensive analysis of stock
trading by officials in the executive branch of the government:

Numerous federal officials owned shares of companies lobbying their agencies:

More than 200 senior officials at the Environmental Protection Agency, or nearly one in three,
reported that they or their family members held investments in companies that were lobbying
the agency. EPA employees and their family members collectively owned between $400,000
and nearly $2 million in shares of oil and gas companies on average each year between 2016
and 2021.

Issues emerged at a wide array of agencies:

At the Defense Department, officials in the office of the secretary or their family members
collectively owned between $1.2 million and $3.4 million of stock in aerospace and defense
companies, on average, during years the Journal examined. Some owned stock in Chinese
companies while the U.S. considered blacklisting the companies.

An EPA official reported purchases of oil and gas stocks. The Food and Drug Administration
improperly let an official own dozens of food and drug stocks on its no-buy list. A Defense
Department official bought stock in a defense company five times before it won new business
from the Pentagon.

Some officials traded ahead of regulatory actions:

More than five dozen officials at five agencies reported trading stocks of companies shortly
before their departments announced enforcement actions against those companies, such as
charges or settlements.

Federal officials are big technology investors:
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Washington is the center of the world for the cryptocurrency industry this week, as top crypto
executives and global financial regulators converge on the city for a pair of meetings that could
indicate how the sector will fit into the broader financial system.

The meetings come as U.S. law enforcement and national security officials warn that
cybercriminals are using cryptocurrencies and tools to profit off cyberattacks and launder their
ill-gotten gains.

Fintech Week

U.S. policymakers take the stage first, starting today, as the two-day DC Fintech Week kicks off
with speeches from acting comptroller of the currency Michael Hsu and Rostin Behnam, the
Commodity Futures Trading Commission chair who has been angling to oversee more of the
industry.

But a potentially bigger reveal will come as soon as Wednesday: The Financial Stability Board,
which coordinates international financial regulation, is set to unveil its proposed global rules for
crypto amid a conference of Group of 20 finance ministers. The board’s plan is expected to
advocate a strict approach to ensuring digital assets don’t pose a systemic risk or allow
terrorists and other criminals to fund their exploits.

The group has no formal power to set policy. But it has a track record of pushing its views into
force. For one, its recommended capital and liquidity requirements for banks in the aftermath of
the global financial crisis helped establish the new standard, Cowen Washington Research
analyst Jaret Seiberg wrote in a note to clients. “That gives it clout.”

And U.S. regulators who have called for getting tough on the crypto industry play a key role in
the group. “It's fair to say the U.S. wants to lead on this globally and largely has been leading on
it,” said Patrick Dougherty, a former Securities and Exchange Commission lawyer who is now
on the board of the Global Digital Asset and Cryptocurrency Association.

Cracking down

The White House has called for oversight and enforcement in the cryptocurrency space, with
officials citing massive North Korean hacks and the use of cryptocurrency in the ransomware
ecosystem. President Biden is considering amendments to finance and other laws so that
prosecutors can investigate and crack down on criminals using cryptocurrencies, the White
House said.

Law enforcement officials have clawed back some ransoms paid to cybercriminals, and the
Treasury Department has sanctioned cryptocurrency mixers that have been used by
cybercriminals to launder their profits. But the cryptocurrency industry has been critical of the
sanctions on Tornado Cash, a mixer, with cryptocurrency exchange Coinbase bankrolling a
lawsuit to challenge the sanctions.

The crypto industry has won powerful friends in Congress, but federal financial watchdogs
remain skeptical.
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enable crypto investment for institutional investors, and Fidelity plans to enable 401(k)
investment in bitcoin later this year. If the digital asset class is truly ready for maturity, however,
it's past time for better accounting rules and regulatory transparency.

Transparency enforced by official institutional guidance can help prevent meltdowns and undue
harm to investors. In the wake of high-profile crypto bankruptcies such as Celsius and Voyager,
these tenets are as critical as ever. Key institutions such as the Financial Accounting Standards
Board and the Securities and Exchange Commission are poised to fill the digital asset
accounting gap for public and private firms.

Last March, the SEC issued Staff Accounting Bulletin 121, which offered SEC staff
interpretations on crypto accounting safeguards. In this guidance, the SEC staff expressed
views related to “entities that have obligations to safeguard crypto-assets held for their platform
users.” The guidance requires that these entities recognize a safeguarding asset and liability
and notes “that crypto-assets should be recorded as a liability and corresponding asset on their
balance sheet at fair value.” The staff interpretation recommends that companies gross up their
balance sheet when they are responsible for safeguarding customer assets.

But soon after SAB 121 was issued, SEC Commissioner Hester Peirce raised several
dissenting concerns. First, she wondered “why now?” as bankruptcies and thefts from
cryptocurrency custodians have been occurring for years. Second, she noted, “the SAB does
not acknowledge the Commission’s own role in creating the legal and regulatory risks that justify
this accounting treatment. The Commission has refused, despite many pleas over many years,
to provide regulatory guidance about how our rules apply to crypto-assets, so some of the
responsibility for the lack of legal and regulatory clarity lies at our doorstep.”

Further, Peirce seeks coordination between the SEC and the FASB in setting official accounting
standards. In that regard, and after requests by companies and investors frustrated by
impairment charges and lack of transparency, the FASB may soon share its own official
guidance. Ideally, the new FASB rules will lead to clearer accounting outcomes that are more
aligned with economic realities—for example, holding digital assets on the balance sheet at fair
value rather than impaired cost—along with better disclosure and transparency rules for crypto-
asset holdings by corporations.

Given official accounting standards and guidance by institutions such as the FASB, crypto
should evolve to meet the same standards as traditional asset classes. Similar to what
traditional asset classes experienced in 2008, cryptocurrency recently experienced its own high-
profile Lehman-like bankruptcies. In the wake of the 2008 financial crisis, a speech by SEC
Commissioner Kathleen Casey homed in on the need for accounting standards to promote
transparency.

After the traditional mark-to-market accounting standard came under duress as asset prices
dropped and liquidity receded, the FASB and other institutions swiftly coordinated to offer
definitive guidance for fair value accounting in illiquid markets, in addition to improved
disclosure transparency. Crypto needs similar standards—and fast. The FASB is coordinating
with other relevant agencies to offer formal guidance in the foreseeable future, and that will be
critical for cryptocurrency’s maturation as a new asset class.

24















of a Securities and Exchange Commission proposal on climate-risk disclosure. It's also not
woven into the main ESG ratings provided by firms such as MSCI Inc. But in Europe, the idea is
gaining serious traction.

Fidelity, one of the UK'’s biggest money managers with more than $665 billion in assets as of
June 30, now applies double materiality across all managed assets after incorporating the
strategy earlier this year. In so doing, Fidelity hopes to capture financial risks that more
traditional analysis might miss.

“The range of non-financial factors that influence financial value has increased and will continue
to increase,” said Jenn-Hui Tan, Fidelity International’s global head of stewardship and
sustainable investing, in an interview. “And that’s why we have that prominence of ESG factors
in that process.”

It's the latest sign that the giants of finance are building one of the most far-reaching ESG tools
into their financial management. JPMorgan Chase & Co. introduced a product last month that
gives clients access to double-materiality analysis as a way to manage their financial risks.
Robeco uses double materiality to manage about a fifth of its €178 billion in assets. And
Germany’'s DWS Group says it uses the method to drive investment decisions for equity, fixed
income and multi-asset funds.

DWS is asking analysts and portfolio managers “to look inside-out, not just outside-in,” said
Susana Penarrubia, head of ESG integration at the Deutsche Bank AG investment arm.

Fidelity uses 127 “materiality maps” to score companies from zero to three. A score of three
indicates that a company is managing impacts with a likely “long-term benefit” to its value. Over
a 10-year horizon, that line of thinking has the potential to increase the market value of Fidelity’'s
investment portfolios, according to Tan.

“Essentially, what our ratings do is they enable us to look at the risks of a business over a
longer-term horizon than you would do by only looking at it through the financial materiality
lens,” said Tan. “That’s where we see the value of this double-material concept and that's why
we think it helps us to become better investors.”

The European Union, which is ahead of other jurisdictions in building a rulebook for ESG
investing, has embedded double materiality into its framework. And in early 2023, the
International Sustainability Standards Board (ISSB) will publish a global rulebook on
sustainability and climate disclosure, with guidelines that may acknowledge the importance of
double materiality over time.

Emmanuel Faber, chair of the ISSB, has said it's his “mission” to ensure that companies
produce “carbon warnings” a few years from now, just as they publish profit warnings today.

But such goals look set to meet resistance in the US. “The SEC will find it difficult to back an

investing concept whose short-term fiduciary value can be difficult to prove,” said Rob Du Boff,
senior ESG analyst at Bloomberg Intelligence.
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fund should not be viewed as a judgment on the relative merits of bitcoin and bitcoin futures
contracts or “an assessment of whether bitcoin, or blockchain technology more generally, has
utility or value as an innovation or an investment.”

The commission’s June order attributed its rejection of Grayscale’s application to concerns that
the New York Stock Exchange does not have an adequate surveillance-sharing agreement with
a regulated market where a “significant share” of spot bitcoin trading takes place. The NYSE
had pointed out that it shares information with the Chicago Mercantile Exchange, but the SEC
said it was not convinced that the CME bitcoin futures market qualified as a “market of
significant size” for spot bitcoin trading.

Grayscale’s new brief, which says that the SEC’s rejection was arbitrary and capricious under
the Administrative Procedure Act, argues that the SEC'’s significant market test is “deeply
flawed” and has no basis in the text of the Securities and Exchange Act.

But even if the test is appropriate, Grayscale contends, the commission has not applied it
consistently in distinguishing between exchange-traded funds based on spot bitcoin prices and
those based on bitcoin futures contracts.

“That stark arbitrariness cannot be justified,” the brief argued. “In disapproving the proposed
spot bitcoin [exchange-traded product] here, the commission applied an exceedingly stringent
version of the test — going so far as to make findings that directly contradict findings that it
made in its orders approving the bitcoin futures ETPs."

Grayscale launched its bitcoin trust way back in 2013 through a private placement for
accredited investors. Shares of the trust currently trade over the counter but, according to
Grayscale, the shares trade at a discount from bitcoin’s actual price because of restrictions that
would be eliminated if the SEC had allowed the trust to be converted into an exchange-traded
fund.

Grayscale’s brief asserted that its existing investors would reap about $4 billion if the trust were
converted to an exchange-traded fund. The conversion would also subject the fund to public
reporting requirements that, according to Grayscale, would enhance investor protection. The
asset manager told the D.C. Circuit that the investment market is "clamoring" for a product that
offers a safe, simple way to buy bitcoin — and that an exchange-traded fund based on the
actual cryptocurrency is easier for investors to understand than a fund based on a bitcoin
derivative.

A central pillar of Grayscale’s brief is its contention that bitcoin futures and spot bitcoin prices
are inextricably linked. The filing refers several times to a letter that VVanderbilt University
professor Robert Whaley sent to the SEC during the comment period on the NYSE’s request to
allow trading in a Grayscale exchange-based fund. Whaley, who developed key indexes for the
Chicago Board Options Exchange and the NASDAQ, told the SEC that the bitcoin indexes
underlying the Grayscale Trust and the bitcoin futures traded on the Chicago Mercantile
Exchange are “near perfect substitutes” for one another.

Whaley's statistical conclusion, the Grayscale brief argued, aligns with common sense, since
bitcoin futures derive from the spot price of actual bitcoin. If the spot price is tainted by fraud or
manipulation, Grayscale said, the futures price will likewise be affected. So it's arbitrary, the
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Prosecutors on Tuesday asked a California federal judge to jail without bail a recent fugitive
accused of a brazen $35 million fraud that involved him falsely telling investors he was a
billionaire, a Harvard MBA and a special forces veteran who was wounded twice in Iraq.

An FBI SWAT team caught the fugitive, Justin Costello, in a remote area near San Diego on
Oct. 4. He was carrying a backpack loaded with six one-ounce gold bars worth $12,000, U.S.
currency worth $60,000, $10,000 in Mexican pesos and banking cards and checkbooks,
prosecutors said in a court filing.

Costello, 42, also had a receipt for a prepaid phone number in the backpack, along with a
driver’s license with his photograph under the name “Christian Bolter,” the filing revealed.

The U.S. Attorney’s Office for the Southern District of California cited the backpack’s contents
and other factors in the filing as it urged a judge to remand Costello to jail pending trial.
Prosecutors argued he is “a serious flight risk and a danger to the community.”

They noted that Costello failed to surrender to the FBI's San Diego office as he had agreed
through his lawyer on Sept. 29. He had been informed that he was set to face a new indictment
in federal court in Washington state on a slew of charges related to schemes involving penny
stocks, shell companies and cannabis businesses.

Instead, he “became a fugitive,” prosecutors wrote.

“The FBI tried to track Costello by his known cellphone numbers but were unsuccessful,”
prosecutors wrote. “It is believed Costello took countersurveillance measures to prevent being
tracked on devices registered to those numbers.”

The FBI eventually “was able to track Costello through location information received from the
theft recovery service for the Alfa Romeo vehicle he was driving,” the filing revealed.

The SWAT team tracked that car to a remote area of El Cajon, California, where they saw him
walking wearing the backpack, the filing said.

When agents arrested him, Costello “stated he was surprised agents had found him because he
turned his phone off.”

He also told the agents he had not surrendered as agreed, “because he recently had a stroke
and needed to recover.”

“Costello said that he could have outrun the SWAT agents but for the stroke,” the filing said.
“Costello admitted that he was the person charged in the Indictment and encouraged agents to
‘Google’ him to read about the case,” it continued.

“Costello was likely referring to the very significant media coverage of both his criminal charges

and subsequent flight from prosecution,” prosecutors wrote in a footnote, which links to CNBC'’s
article about him published last week.
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Two men charged in an alleged stock-manipulation scheme involving a small-town New Jersey
deli pleaded not guilty Tuesday morning.

Peter Coker Sr., 80, and James Patten, 63, who were arrested by federal authorities last month
in North Carolina, made their pleas at a federal courthouse that’'s about a 20-minute drive from
the now-closed shop at the heart of the case.

Patten told CNBC before the hearing Tuesday that he hired attorney Ira Sorkin, who is known
for representing the late Ponzi schemer Bernie Madoff. Sorkin previously represented Patten in
a dispute with the Securities and Exchange Commission, which was dismissed in 2006.

Coker Sr. is represented by Marc Agnifilo, who has previously defended fraudster and “pharma
bro” Martin Shkreli, disgraced movie producer Harvey Weinstein, NXIVM cult leader Keith
Raniere, and a Russian bank sanctioned over the invasion of Ukraine.

Agnifilo told CNBC that he expects the process to be drawn out. “I'm not sure why they would
pursue a case where no one lost any money,” he said, referring to federal prosecutors.

Patten was in good spirits at court Tuesday, making jokes about CNBC'’s coverage of the case
and saying he felt pretty good. Coker Sr. was joined by his wife, Susan, and kept quiet, his
hands folded or resting on his chin. The judge said that a pre-hearing test Tuesday morning
revealed both men had alcohol in their system. Coker said he and his wife had drinks at dinner
the night before, while Patten denied he had any alcohol in the past 48 hours.

The judge said Patten also tested positive for buprenorphine, an FDA-approved prescription
drug used to treat pain and opioid addiction. Patten denied he had taken it. The judge said the
lab would review the test and reminded Patten that he was under oath when he denied he had
consumed alcohol and the drug.

Patten and Coker are accused of several federal crimes, including fraud, for allegedly pumping
up the value of a publicly traded company that achieved a market capitalization of more than
$100 million last year despite having only Your Hometown Deli in Paulsboro, New Jersey, to its
name. The deli made less than $40,000 in sales a year.

Federal prosecutors have described the case as a tale of international fraud and betrayal. Peter
Coker Jr., 53, the son of Coker Sr., is based in Hong Kong and is considered at large. Federal
authorities sought to detain Coker Sr. before agreeing to a conditional release. Agnifilo said he
has not been in contact with Coker Jr. The attorney also declined to say whether Coker Jr.
would return to the United States, or whether he had been in touch with his father.

Coker Sr. surrendered his passport to authorities in North Carolina on Friday. Both he and
Patten are out on $100,000 bond and not permitted to leave the continental United States.

The SEC also sued the men in a civil case over the alleged plot.

The men were charged for their involvement in Hometown International and a similar shell
company called E-Waste. Prosecutors alleged that the men sought to enrich themselves by
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inflating the prices of Hometown International and E-Waste. At one point, their values on so-
called over-the-counter markets had surged by 939% and 19,900%, respectively.

The men are charged with conspiracy to commit securities fraud, securities fraud and
conspiracy to manipulate securities prices. The fraud and manipulation charges carry a
maximum sentence of 20 years and a maximum fine of $5 million.

Patten is also charged with manipulation of securities, wire fraud and money laundering.

According to the indictment, the men duped the founders of Your Hometown Deli — Paul
Morina, a former high school wrestling teammate of Patten’s, and Morina’s co-worker Christine
Lindenmuth — telling them that the umbrella corporation could help with the restaurant’s
expansion. Neither Morina, principal and wrestling coach at Paulsboro High School, nor
Lindenmuth, a math teacher at the same school, were mentioned by name in court documents.

The defendants then coordinated to control and transfer Hometown International stock between
themselves and their friends for the purpose of inflating the share price, prosecutors said.

Patten didn’t comment when asked Tuesday morning whether he had since spoken to Morina.

Prosecutors said Patten and the Cokers personally enriched themselves through consulting
contracts that paid $15,000 a month to Coker Sr.’s company, North Carolina-based Tryon
Capital, and $25,000 a month to Coker Jr.’s company, Macao-based VCH Limited. James
Patten was a partner at Tryon Capital.

The men had similar, albeit smaller, consulting contracts with E-Waste.

Ultimately, the men planned to use both Hometown International and E-Waste as vessels for
reverse mergers, which would allow other companies to go public through the two vehicles,
authorities said.

When Makamer Holdings

, a bioplastics company, initiated a reverse merger with Hometown International, the deli was
sold for $15,000. The deli is now permanently closed.

Coker Sr. and Patten have had brushes with regulators and the law before.

Coker Sr. was sued in 1992 for allegedly hiding money from creditors and alleged business-
related fraud. He has denied wrongdoing in those cases, one of which was settled out of court
in recent years in North Carolina. The same year, Coker Sr. was also accused of indecent
exposure to minors.

In 2006, Patten was barred from FINRA, the broker-dealer regulator, for not complying with an
arbitration award of more than $753,000 for violating securities laws, unauthorized trading and
churning a client’s account.

Patten in 2010 pleaded guilty to a federal mail fraud charge. The FBI said he sent an investor a
false financial statement after he took about half of the $538,000 she gave him to invest and
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The financial impact of climate change is on vivid, heart-wrenching display in the massive
devastation of homes, businesses, and communities from Hurricanes lan and Fiona. Hurricane
lan alone is estimated to have caused about $67 billion in damage.

Investors need “good, reliable information” on climate impacts, but it's not that easy to get

The days of reporting only selective climate-related information in their voluntary corporate
responsibility or sustainability reports are over, and they will need data from their small suppliers
too.

“The goal is to get good, reliable information in the hands of investors, hopefully at the least cost
to companies as possible. So that's where having platforms and tools to make reporting easier
is critical,” as Kristina Wyatt explained on my Electric Ladies Podcast recently.

One of the big hurdles with these new reporting requirements is managing supply chain
reporting. There's a whole industry now of climate-related accounting and management
platforms to do so, including Salesforce, Donnelly Financial Solutions, and Wyatt's current
company, Persefoni, where she is Senior Vice President of Global Regulatory Climate
Disclosure and Deputy General Counsel.

Having women-owned small businesses in your supply chain can be a benefit in climate
reporting

The SEC rules include a process that allows for disclosing more and more detailed reporting
over time, Wyatt said, adding that “eventually smaller companies will be asked to report their
greenhouse gas emissions” at least. But these small businesses “are not going to have the
wherewithal, the means to engage in difficult, sophisticated reporting,” Wyatt said.

It's important not to see these new reporting requirements as a disincentive to use these small
businesses, especially women-owned businesses (as well as minority- , veteran-, or disabled-
owned businesses). On the contrary, Wyatt said, partnering with women-owned businesses in
particular provide a lot of important benefits, including that subcontracting with them can help
win government and other contracts.

“There are so many opportunities to create wealth, to create greater equity and to drive value
through innovation and finding these multiple benefits...by making it easier for women owned
businesses, for minority owned businesses, to innovate and prosper while we're addressing the
climate crisis,” Wyatt explained.

Women leaders tend to be more detail-oriented, more accountable, better communicators, more
values-oriented and more innovative, so women-owned business suppliers may actually
improve the quality of the data corporates collect — and their business decision making.
Corporates and data management firms should make it easy for small businesses

Because the data collection infrastructure can be onerous for a small business, Wyatt said

corporates should help them. She specifically suggested that “SaaS companies that are
facilitating reporting, it would be a good public service (for them) to offer a free version of that
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The report considers spot trading of crypto assets a regulatory gap because the lack of rules
could result in conflicts of interest and market manipulation that would be damaging to investors
and the economy.

Arbitrage issues arise when “the same activity can be carried out lawfully under more than one
regulatory framework.” Consequently, says Smith, the report indicates there could be “a wide
range of financial-stability implications if activities that bear the same risks are subject to
different rules or if firms can operate in a manner that prevents regulators from assessing the
totality of an entity’s risks.”

The third area of concern is the lack of buffers in financial transactions with retail investors. In
the stock market, investors are protected by intermediaries such as brokers, exchanges and
clearing houses. Many crypto firms offer vertically integrated services that allow retail customers
to directly access the markets. According to the report, risk arises from credit, or leverage,
provided by the platforms. Automatic liquidations and margin calls raise investor- and
consumer-protection issues.

“With legislation, the devil is in the details. We believe the political environment is in a place
where legislation is inevitable. The key for us is that we get the legislation done right, and we
are willing to take the time needed to ensure that there aren't any unintended consequences as
a result,” says Smith.

With Congress having failed to define rules in these areas, regulators are taking matters into
their own hands by bringing actions against crypto-market participants based on the assumption
that certain digital assets fall under their jurisdiction.

Last week, Kim Kardasian settled with the Securities and Exchange Commission for $1.2 million
for promoting EthereumETH 0.0% Max, a cryptocurrency built on the Ethereum blockchain,
without disclosing she was paid $250,000 to provide the publicity. This high-profile settlement
concluded with the crypto industry still uncertain about whether Ethereum Max—which the
agency considers an “unregistered security’—is truly a security. If the case had gone to trial, the
verdict would’ve given more clarity as to which cryptocurrencies are considered securities
versus commodities.

Currently the SEC Chairman Gary Gensler considers most cryptocurrencies to be securities;
while he maintains the grandfather of crypto and the largest by market capitalization,
BitcoinBTC 0.0%, a commaodity.

Meanwhile, the Commodities Futures Trading Commission charged Ooki DAO, a decentralized
autonomous organization, on Sept. 22 with illegally offering leveraged and margined trades
without a know-your-customer program. The CFTC generally oversees commodities, while the
SEC is mainly concerned with securities including stocks and bonds.

While the regulators battle for jurisdiction, the financial industry is eagerly awaiting regulatory
clarity to incorporate digital assets into its services. Just last week Nasdaq, the second-largest
stock exchange in the world, announced that it had no plans of launching a cryptocurrency
exchange in the U.S. without clear regulations.
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11 Oct 2022, David Chu

The SEC has issued a $20 million fine against Deloitte-China, for failing to comply with U.S.
audit requirements.

In a Sept. 29 announcement, the Securities and Exchange Commission (SEC) penalized
Deloitte Touche Tohmatsu Certified Public Accountants LLP (Deloitte-China) for “failing to
comply with fundamental U.S. auditing requirements in its component audits of U.S. issuers and
its audits of foreign companies listed on U.S. exchanges.”

The announcement revealed that, “In the course of numerous audits, Deloitte-China personnel
asked clients to select their own samples for testing and to prepare audit documentation
purporting to show that Deloitte-China had obtained and assessed the supporting evidence for
certain clients’ accounting entries. This created the appearance that Deloitte-China had
conducted the required testing of clients’ financial statements and internal controls when there
was no evidence in the audit file that it had in fact done so.”

SEC chair Gary Gensler said in a statement: “We find that Deloitte-China fell woefully short of
professional auditing requirements in numerous component audits of the Chinese operations of
U.S. issuers and audits of Chinese companies listed on U.S. exchanges. While the SEC’s
action today does not imply a violation of the Holding Foreign Companies Accountable Act, the
action does underscore the need for the Public Company Accounting Oversight Board to be
able to inspect Chinese audit firms.”

In response, Deloitte-China agreed to pay the $20 million fine and to take extensive corrective
measures.

Statement of Protocol Agreement

Public Company Accounting Oversight Board (PCAOB) staff arrived in Hong Kong to begin an
audit inspection.

According to a Sept. 22 report by Reuters, sources familiar with the matter disclosed that the
China Securities Regulatory Commission and the Ministry of Finance dispatched about 10
officials to Hong Kong to participate in the audit inspection, which began on Sept. 19. The
sources further revealed that the officials would also be present to assist a team from the
PCAOB, whose job is to interview and collect evidence with audit firm staff.

The accounting audit inspection of Chinese stock companies launched by the PCAOB in Hong
Kong was carried out in accordance with the Statement of Protocol (SOP) agreement signed
between China and the United States in August.

On Aug. 26, the China Securities Regulatory Commission and the Ministry of Finance officially
announced the signing of the SOP agreement with the PCAOB and stated that cooperation in
the oversight of PCAOB-registered public accounting firms in China and Hong Kong, as
required by the agreement, would be launched in the near future.
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Key Provisions 320 Institutional Investors
Require disclosures in form 10-K.

270 investors mention

97% support

Align the required disclosures with the recommendations of the Task Force on Climate- related
Financial Disclosures (TCFD).

296 investors mention

100% support

Require disclosure of Scope 1 and 2 GHG emissions.
292 investors mention

99% support

Require disclosure of Scope 3 GHG emissions with safe harbor if it's material or if there is a
target.

297 investors mention

97% support

Require governance disclosures related to board and management oversight.
262 investors mention

98% support

Require disclosure of climate-related targets and goals, if they exist.

45 investors mention

95% support

Require attestation of Scopes 1 and 2 GHG emissions.

57 investors mention

80% support
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The United States Securities and Exchange Commission is investigating Yuga Labs over
whether its Bored Ape Yacht Club Ethereum NFTs and the ApeCoin token are unregistered
securities, according to Bloomberg.

The report, which cites an unnamed source, claims that the agency is exploring whether the
crypto startup broke federal law by issuing NFTs that act like stocks, as well as exploring the
distribution of the Ethereum-based ApeCoin token that launched earlier this year. Yuga Labs
has not yet been accused of any wrongdoing and the investigation may not necessarily lead to
charges, per the report.

“It's well-known that policymakers and regulators have sought to learn more about the novel
world of Web3. We hope to partner with the rest of the industry and regulators to define and
shape the burgeoning ecosystem,” Yuga Labs told Bloomberg in a statement. “As a leader in
the space, Yuga is committed to fully cooperating with any inquiries along the way.”

The Bored Ape Yacht Club is one of the most successful NFT projects to date, with the main
collection of 10,000 NFTs initially selling to the public at $190 worth of Ethereum apiece. That
sale yielded Yuga roughly $1.9 million. Follow-up and spinoff projects, the Mutant Ape Yacht
Club and the Otherside metaverse game, then raked in $96 million and $319 million,
respectively.

BAYC has also generated nearly $2.5 billion worth of secondary trading volume, per data from
CryptoSlam. Mutant Ape Yacht Club and Otherside have added another $3.35 billion worth of
secondary trading volume to that tally. Yuga Labs earns a 2.5% royalty fee on each of those
sales.

Bored Ape NFT owners are entitled to various benefits, including access to a private community
and live events, as well as the ability to use their owned illustration to create and sell derivative
artwork and projects. Many of the NFTs have sold for seven-figure sums, and the project has
attracted a number of celebrity owners as it has gained popularity.

Furthermore, Bored Ape NFT holders have been granted various past benefits, including free
Bored Ape Kennel Club, Mutant Ape Yacht Club, and Otherside NFTs, plus an allotment of
ApeCoin when that token launched in March.

Officially, ApeCoin was not created or launched by Yuga Labs—it was issued by the Ape
Foundation, which is fronted by a board that includes prominent Web3 builders like Reddit co-
founder Alexis Ohanian and FTX Ventures head Amy Wu.

That approach was apparently chosen due to regulatory concerns, although Bloomberg reports
that the SEC is still investigating the launch and distribution of the token. Yuga Labs and its
founders have benefited greatly from the launch of ApeCoin, which has a current price of about
$4.75 per token and a market cap of just over $1.5 billion.

ApeCoin’s price tumbled shortly after the report was published, and now is down about 9% over
the last 24 hours per data from CoinGecko.
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Trading Commission (CFTC), and others focus on strengthening the security of the crypto
world.

In this article, we have summarized some of the major updates from popular organizations on
the crypto tax audit, anti-money laundering (AML) as well as other security regulations.

Financial Crimes Enforcement Network, U.S. Treasury

In 2013, FinCEN (Financial Crimes Enforcement Network) was among the first ones in
establishing its jurisdictional flag in the early days of cryptocurrency.

They stated that “administrators or exchangers” of virtual currency qualified as money services
organizations as per the FinCEN rules and Bank Secrecy Act (BSA).

Money service companies must also create, execute, and manage an AML compliance program
in addition to registering with FInCEN. Congress has stated that companies that exchange or
transport virtual currencies qualify as regulated enterprises under the Anti-Money Laundering
Act of 2020.

The BSA must also be followed by tumbler or mixer service providers, according to FinCEN
guidelines published in 2019.

Decentralized Finance is subject to AML regulations, according to FInCEN. Additionally,
FIinCEN has made it plain that Decentralized Finance is subject to AML requirements.

U.S. Securities and Exchange Commission

During the Biden term, the SEC’s attack on the cryptocurrency sector has substantially grown.
As of now, the SEC has mostly focused on whether or not cryptocurrency should be regulated
in accordance with the U.S. Securities Exchange Act and other relevant regulations as security.
In fact, the SEC has concentrated its crypto enforcement resources largely in relation to claims
of unregistered securities transactions.

Commodity Futures Trading Commission

Organizations that trade swaps related to cryptocurrencies are under the authority of the CFTC
since it has adopted the viewpoint that cryptocurrencies are equivalent to commodities. The
CFTC’s authority over digital assets would also be strengthened by a recent proposal, however,
the senators recently stated that the proposal will probably be postponed.

State Regulators

One of the top regulators of cryptocurrencies is the New York State Department of Financial
Services (DFS), and the state’s regulatory framework is still the strongest of all the states.

When it comes to cryptocurrency regulation, there is rarely consistency throughout the states.

Even though some states have claimed regulatory authority over enterprises using virtual
currencies, many others have not.
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REGULATORY AGENCIES

Due to a technological error, the Securities and Exchange Commission (SEC) has reopened the
public comment periods for 11 rulemaking releases and one request for comment, including
projects that may impact retirement industry stakeholders.

According to the SEC’s announcement, the technological error resulted in a number of public
comments submitted through the Commission’s internet comment form not being received.
Most of the affected comments were submitted in August 2022, but the technological error was
found to have occurred as early as June 2021.

To ensure that interested stakeholders and affected commenters are able to comment on the
impacted releases and resubmit comments, the Commission is reopening the comment periods
for the affected releases from Oct. 7 until 14 days following publication of the reopening release
in the Federal Register.

The SEC further advises all commenters who submitted a public comment to one of the affected
comment files through the internet comment form between June 2021 and August 2022 to
check SEC.gov to determine whether their comment was received and posted. If a comment
has not been posted, commenters should resubmit that comment.

The affected Commission releases include the following.

« Enhanced Disclosures by Certain Investment Advisers and Investment Companies About
Environmental, Social, and Governance Investment Practices, Release Nos. 33-11068,
34-94985, |1A-6034, 1C-34594 (June 17, 2022)

+ Request for Comment on Certain Information Providers Acting as Investment Advisers,
Release Nos. IA-6050, IC-34618 (June 22, 2022)

« Investment Company Names, Release Nos. 33-11067, 34-94981, 1C-34593 (June 17,
2022)

« Special Purpose Acquisition Companies, Shell Companies, and Projections, Release
Nos. 33-11048, 34-94546, 1C-34549 (May 13, 2022)

« The Enhancement and Standardization of Climate-Related Disclosures for Investors
Release Nos. 33-11042, 34-94478 (Apr. 11, 2022)

« Private Fund Advisers; Documentation of Registered Investment Adviser Compliance
Reviews, Release No. IA-5955 (Mar. 24, 2022)

« Cybersecurity Risk Management, Strategy, Governance, and Incident Disclosure,
Release Nos. 33-11038, 34-94382, IC-34529 (Mar. 23, 2022)

« Short Position and Short Activity Reporting by Institutional Investment Managers,
Release No. 34-94313 (Mar. 16, 2022); see also Notice of the Text of the Proposed
Amendments to the National Market System Plan Governing the Consolidated Audit
Trail for Purposes of Short Sale-Related Data Collection, Release No. 34-94314 (Mar.
16, 2022)

« Share Repurchase Disclosure Modernization, Release Nos. 34-93783, 1C-34440 (Feb.
15, 2022)

« Money Market Fund Reforms, Release No. IC-34441 (Feb. 8, 2022)

« Prohibition Against Fraud, Manipulation, or Deception in Connection with Security-Based
Swaps; Prohibition against Undue Influence over Chief Compliance Officers; Position
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Ether remains in demand, he added, but its short-term outlook remains gloomy due to the “SEC
threat”.

Rocky markets in general haven't helped, of course. AlImost every asset class has reeled in
2022 from the war in Ukraine and roller coaster energy shocks, as well as soaring inflation and
rising interest rates.

European CBDCs ‘will not replace the euro’...

Currency traditionalists breathed a sigh of relief at this year's Sibos conference in Amsterdam
after European Union Commissioner Mairead McGuinness said that a central bank digital
currency would “be a companion to the physical euro”.

“The digital euro would provide an alternative, not a replacement to private means of payment,”
the EU commissioner for financial stability, financial services and the capital markets union said.

Nine out of 10 central banks are exploring the possibility of issuing a digital form of cash. The
European Central Bank is currently in the research phase. But like with other Western central
banks, no decision has been made on whether to go through with issuing one.

...while MiCA edges forward

Meanwhile, the bloc came a step closer to regulating crypto, after EU lawmakers voted in favour
of the Markets in Crypto Assets Regulation.

MiCA is a comprehensive set of regulations for the digital asset space in Europe — officials
voted 28 to 1 in favour of the legislation.

If passed in the next vote, it will mean stricter rules for crypto companies, such as bringing
stablecoins such as tether and USD coin under a stricter regime to make sure they can meet
redemption requests during mass withdrawals.

Earlier this month, European Banking Authority chair José Manuel Campa wrote in FN about
what MiCA might mean for crypto cops and criminals.

Our favourite stories from around the web

Rug pulls in crypto are usually the domain of scammers — constructing hype around their coins
then abandoning the project and making off with the cash. But now, US news giant CNN has
been accused of doing just that after pulling the plug on its own crypto project, reports Decrypt.
Crypto and gambling have a lot in common — but with crypto, people often have no idea what
they're getting themselves into. The Financial Times asks: is there really such a thing as crypto

addiction?

An Australian woman who was accused of theft over a $10.5m mistaken crypto refund from
Crypto.com has been released on bail, along with her husband — despite allegedly trying to flee
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9. Latham Adds 2 Ex-Weil White Collar Litigators In New York

10. Biz Groups Fear 'Penny Stock' Rule Could Upset Debt Markets
11. SEC Fines Tupperware Brands $900K Over Accounting Flaws
12. SEC Says Fake Veteran Defrauded Millions From Investors

13. CFTC Says Digitex Exchange Founder Inflated Crypto Price

14. Implications Of SEC's Latest Insider Trading Charges

15. SEC Accuses French Nationals Of $40M RE Fraud Scheme

Bond Buyer

16. Issuer coalition pushes senators to oppose financial disclosure bill

Accounting Today

17. RSM to pay $3.75M to SEC for improper audits
Think Advisor

18. SEC Smites Pastor of Fake Church Over Ponzi Scheme
19. FINRA Raises Fine Ranges for Large, Midsize Firms

Other Outlets

20. SEC charges Justin Costello and David Ferraro for securities fraud and posing as billionaire
veteran (Finance Feeds)

21. SEC Must Turn Over Emails About Ethereum—But It Won’t Help Ripple, Lawyers Say (Decrypt)
22. SEC finally catching on to Ethereum centralization, according to new enforcement action (Coin
Geek)

23. Deloitte China to pay $20M SEC penalty (CFO Dive)

24. SEC charges pharma CEO, 2 companies with offering fraud (Compliance Week)

25. SEC Issues Risk Alert on Future Examination Review Areas Focused on the New Investment
Adviser Act Marketing Rule (Lexology)

26. The first crypto insider trading case: the SEC’s charge against ex-Coinbase manager (Lexology)
27. SEC Declines to Accelerate Enforcement Case Against Crypto Issuer Planning Distribution of
Unregistered Tokens but Warns Issuer it Proceeds with Distribution Plan at its own Peril Blog
Blockchain (Lexology)

28. DAOs in CFTC’s Enforcement Crosshairs (National Law Review)

29, CFTC Charges Digitex Founder Adam Todd With Multiple Violations of Commodity Exchange
Act (Coin Desk)

30. Barclays Agrees to Multi-Million Settlement in Securities Case (Miami Herald)

31. Cryptocurrencies XRP, MKR Shine as BTC, ETH Hold Steady Ahead of US Inflation Figure (Coin
Desk)

32. SEC Accuses 2 Firms of Crypto Pump-and-Dump Scheme (Coin Desk)

33. US senator bill seeks to cushion crypto exchanges from SEC enforcement actions (Coin
Telegraph)

34. 1CO Hype Man lan Balina Launches GoFundMe to Tackle SEC Lawsuit (Decrypt)









For months, US regulators have been investigating leading Wall Street banks and brokerages,
searching for evidence that traders and dealmakers have been using unofficial messaging
channels like WhatsApp and Signal to evade rules requiring them to preserve work
communications.

This week, the world learned the price tag to resolve the probe: about $2bn. In addition to a
$200mn settlement reached with JPMorgan Chase in December, the Securities and Exchange
Commission and Commodity Futures Trading Commission said on Tuesday that Bank of
America, Citigroup, Goldman Sachs, Morgan Stanley, Credit Suisse, UBS, Barclays, Deutsche
Bank, Nomura, Jefferies and Cantor Fitzgerald — would pay an additional $1.8bn.

Those are sizeable sums. But as big settlements go, it left a lot unsettled.

The regulators essentially admitted how difficult it has become to keep tabs on Wall Street
during a tumultuous period marked by the growing use of encrypted communications channels
by the technologically savvy and the flight from the office triggered by the Covid-19 pandemic.

Technically speaking, the cases resolved involve the violation of electronic record-keeping
rules, under which communications sent through company-approved channels are supposed to
be monitored and, when appropriate, archived. But these misdeeds raise the possibility that
some folks in finance were trying to avoid scrutiny by the cops on the Wall Street beat. The
regulators said they found that tens upon tens of thousands of messages were sent through
unapproved communications channels in recent years.

At Bank of America, one trading desk “had a longstanding practice of using unapproved
methods to communicate about business on their personal devices”, the CFTC alleged. In
March 2021, when the bank was aware of a CFTC investigation into “certain trading” on that
desk, the “desk head instructed three of his subordinates to delete messages from their
personal devices”, the regulator said. BofA — which agreed to pay the SEC and the CFTC a
total $225mn, the biggest fine of all the banks — did not admit or deny these allegations.

Some Nomura traders “intentionally deleted certain of their personal device communications
after receiving a preservation notice” from the CFTC, the regulator alleged. One trader, who

was employed by Nomura affiliates in the UK and Japan, deleted messages and then “made
false statements to the commission about his compliance”, the CFTC claimed. As part of its

settlement with the regulator, Nomura did not admit or deny those allegations.

What regulators now know is how much they have to learn about what happened in financial
markets in the years leading up to and including the pandemic. The SEC said it was “likely
deprived” of material in “various” investigations.

Tellingly, Gurbir Grewal, SEC enforcement director, described US record-keeping requirements
as “sacrosanct’ in a statement that was issued along with Tuesday’s settlements, adding: “If
there are allegations of wrongdoing or misconduct, we must be able to examine a firm’s books
and records to determine what happened.”

To be sure, the bad actors of finance were able to do their thing before they wielded iPhones as
weapons. Conversations could be conducted on street corners or in bars. In primitive times,





















30 Sep 2022 (10:35 PM), Keith Goldberg

Southern Co. said Friday that it's settled litigation with a minority partner over how to divvy up
cost overruns for the $20 billion Vogtle nuclear power plant expansion project in Georgia.

Southern Co. unit Georgia Power Co., the majority owner of the Vogtle plant, inked a settlement
agreement Thursday with the Municipal Electric Authority of Georgia, which claimed in a state
court lawsuit that the Vogtle project crossed a cost overrun threshold of $2.1 billion and
potentially triggered cost-allocation and ownership stake changes.

Georgia Power said in a U.S. Securities and Exchange Commission filing Friday that under the
settlement, it will pay a portion of MEAG's future construction costs, which are estimated to be
as much as $76 million and won't include any adjustments for force majeure. Georgia Power
said it will also pay 20% of MEAG's construction costs that exceed the project's current,
forecasted price tag.

MEAG said in its own filing with the Municipal Securities Rulemaking Board on Thursday that
Georgia Power will reimburse 15% of MEAG's share of the Vogtle project's actual construction
costs that are between $18.7 billion and $19.6 billion, and 20% of MEAG's share of the project's
actual costs that exceed $19.6 billion.

MEAG will keep its approximately 23% ownership stake, divided between three of its
subsidiaries, in the Vogtle project.

Georgia Power said in its SEC filing that litigation with Vogtle's other minority owners, electricity
cooperative Oglethorpe Power and the city of Dalton, Georgia's municipal utility, over the
project's cost overruns remains active and that the company's potential financial exposure could
be as much as $165 million of further pre-tax charges to its income.

The Vogtle project, which involves the construction of two additional nuclear power plant units,
was first approved by Georgia utility regulators in 2009 but has been plagued by construction
delays and billions in cost overruns.

In a 2018 co-owner agreement, Georgia Power — which owns the biggest stake in the project
and is building the new reactors after taking over the project from now-bankrupt Westinghouse
— agreed to take on more of any cost overruns than its co-owners.

According to a financial statement released by Georgia Power shortly after the 2018 agreement
was announced, Vogtle's co-owners will pay their proportionate shares of construction costs
based on their ownership interest up to the estimated cost at completion, plus $800 million in
additional construction costs.

But Georgia Power will be on the hook for 55.7% of any construction cost overruns between
$800 million and $1.6 billion, and 65.7% of any construction cost overruns between $1.6 billion
and $2.1 billion, according to the financial statement.

If cost overruns exceeded $2.1 billion, Vogtle's co-owners would have the option of tendering a

portion of their ownership interest to Georgia Power in exchange for the utility's covering all of
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The SEC in 2020 approved changes to its Rule 15¢2-11, which governs how unlisted securities
are quoted on a medium other than a registered stock exchange. The changes aimed to
upgrade investor protections to reflect advances in electronic trading.

The rule has traditionally focused on assuring that investors have adequate information to trade
over-the-counter stocks, sometimes called "penny stocks," since its inception in 1971. After the
2020 changes, the SEC's Division of Trading and Markets also informed market participants

through staff letters that the rule covers all securities, including fixed-income or debt issuances.

To allow time for market adjustments, SEC staff last year began phasing in compliance
requirements in three stages, a key portion of which is set to expire in January.

Trade groups including the U.S. Chamber of Commerce and the Securities Industry and
Financial Markets Association were surprised by SEC plans to apply Rule 15¢2-11 to debt
securities, which they view as a change in practice that should require separate rulemaking and
public comments.

"Making this very substantial change without any analysis, particularly an economic cost-benefit
analysis, is really troubling," Kristen Malinconico, director of the Chamber of Commerce's
Center for Capital Markets Competitiveness, told Law360.

The SEC declined to comment. But its staff, in the form of a no-action letter in December,
explained the text of Rule 15¢c2-11 has always applied to all securities, except for specific
exceptions, rather than just equity.

The rule requires that a broker-dealer must be able to verify certain information about an issuer,
and that such information be publicly available, before publishing a quote on a security that is
traded on a medium other than a registered exchange. Trade groups worry the rule may not
function well when applied to debt markets, noting that the SEC's 2020 rule did not raise
concerns about fraud in fixed-income markets.

"The rule has never been applied to or enforced in fixed-income securities and was not
developed with the finance-income market structure in mind," SIFMA said in a Sept. 12 letter on
its website.

The SEC's 297-page rule passed in September 2020 referenced debt three times, while
mentioning equity 59 times largely within the context of OTC trading. The agency's 2019 original
proposal also asked whether nonequity securities, such as debt or certain asset-backed
securities, should be excepted from the rule but received no responses.

Observers say a key market subject to the revised rule is debt securities sold under Rule 144A,
which provides an exemption from SEC registration rules under certain conditions.The SEC's
no-action relief for this market expires Jan. 4.

As Rule 15¢2-11 stands, private companies that issue debt under the 144A exemption would

have to publicly disclose certain financial information that they now withhold in order for
investors to be able to trade these securities on a secondary market. Critics worry this
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requirement could raise compliance costs for certain private companies or harm liquidity if
investors are less sure they can resell their bonds.

Twenty members of Congress have joined attempts to persuade the SEC to indefinitely extend
relief from enforcement of the rule until a separate rulemaking addresses the impact on the
144A market. They note that at least 30 of the United States' largest private companies have
outstanding debt sold under this exemption, which they rely on to fund operations.

"We are concerned that this change will make it more difficult and expensive for privately held
companies to raise capital through 144A offerings, negatively impacting their investors,
employees, customers, and prospects for spurring growth in the U.S. economy," said a July 26
letter to the SEC, signed by 20 representatives, mostly of the House Financial Services
Committee and evenly split among Democrats and Republicans.

Securities lawyers say one rationale for SEC's Rule 15¢2-11 — to protect retail investors from
microcap fraud — doesn't match well with the 144A regime, which requires that such securities
be sold to wealthy and sophisticated entities defined as qualified institutional buyers, who are
considered able to fend for themselves under securities laws. These QIBs can also negotiate for
certain disclosures that companies must reveal upon request.

Rule 15¢c2-11 was "very clearly focused on that kind of activity where people were issuing equity
securities and then using the secondary market to pump up the price of them and dump those
securities in the secondary market," said Mayer Brown LLP partner Jerry Marlatt. "Debt
securities to QIBs are a very different world."

Outstanding 144A securities amount to more than $4.2 trillion when including public and private
companies, according to the July congressional letter. The market has grown massively since
the SEC carved this exemption from its registration requirements in 1990.

Yet to what extent implementation of the SEC's revised rule could disrupt this market is not
clear. Disclosure wouldn't affect registered companies who use the 144A exemption, since their
financial reports and other information are already public. Private firms would need to disclose
more information, but not at a level comparable to a public company.

Marc Steinberg, a professor at Southern Methodist University's Dedman School of Law and a
former SEC enforcement attorney, said disclosure required of companies by Rule 15¢2-11 is
less descriptive and would be considered stale compared with most public disclosures. He
noted that a private company's earnings statements need to be current within 12 months,
compared with three months for a typical SEC reporting company.

"We're talking about minimal information here," Steinberg said. "How the SEC calls this
adequate disclosure is not based on reality."

Tyler Gellasch, president and CEO for investor group Healthy Markets Association, said
concerns that debt markets could freeze up after implementation of the rule are "wildly
overstated." Gellasch lauded the SEC's effort to improve transparency, although he added that
regulators could do more to limit potential disruptions in the fixed-income market.
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Tupperware Brands Corp. has agreed to pay the U.S. Securities and Exchange Commission
$900,000 to resolve claims that a Mexican unit of its makeup brand business failed to maintain
accurate accounting books and records from 2016 through 2020.

The SEC issued an order Thursday saying the food storage company had agreed to pay the
civil monetary penalty to settle allegations from the commission that the House of Fuller Mexico
reporting unit, which Tupperware acquired as part of the Fuller Cosmetics beauty products
business, had a flawed system of internal accounting controls for the stated four-year period.

According to the order, after Tupperware acquired Fuller Cosmetics in 2005, it allowed the
Mexico unit to retain certain legacy policies and procedures and sales practices, including
continuing shipments of unordered products without purchase orders — or so-called non-PO
sales — to independent sales representatives known as Fullerettes.

The SEC also said that until 2019, Tupperware used a legacy practice from the Mexico unit of
estimating the returns reserve based on the average returns that occurred over the prior year.
Tupperware's practice, in contrast, estimates the returns reserve based on the average returns
over the prior six-month period, "resulting in a higher, more conservative return reserve than
Fuller Mexico's legacy practice."

The SEC says the retention of those legacy practices and policies resulted in a failure by
Tupperware to adequately recognize the Mexico's unit's direct sales model and waning financial
performance.

As Fuller Mexico's sales stopped meeting targets between 2017 and 2019, the unit increased its
use and reliance upon non-PO sales and, at certain times, sent more products via non-PO sales
than the independent sales representatives could reasonably sell, the SEC says. Several non-
PO sales were also made at the end of financial reporting periods.

"The non-PO sales here included products that were not offered at a discount," the order states.
"At least as early as 2018, the number of non-PO sales began to increase and shifted towards
products with a higher profit margin, such as perfume, and away from the intended purpose of
providing new or promotional products at a discount.”

But increased non-PO sales led to increased product returns, according to the order, and
Tupperware failed to adequately reserve for the increased returns due to Fuller Mexico's
"lenient" legacy practice of determining reserves based on sales.

The SEC also claims Fuller Mexico's management overrode existing internal accounting
controls by failing to book various required reserves in an attempt to show better results for the
unit.

Following an audit and internal investigation of Fuller Mexico in 2019, several members of Fuller
Mexico's management team were terminated, the company began phasing out non-PO sales
and Tupperware made adjustments to its financial reports, according to the order.

In August 2021, the order says, Tupperware finally disclosed in its amended annual report that
from 2016 through 2020, it had misstated net sales, accounts receivable, inventories and
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commodity exchange and inflating the price of a digital asset known as DGTX prior to its launch
in July 2020.

Todd is also accused of failing to implement procedures designed to verify the true identities of
customers who purchase the digital asset, known as "know your customer" procedures, which
are designed to match identities with known terrorists, according to the complaint.

"Unless restrained and enjoined by this court, defendants are likely to continue to engage in the
acts and practices alleged in this complaint and similar acts and practices, as more fully
described below," according to the CFTC's complaint.

Additionally, the complaint lists defendants, including Digitex LLC and Blockster Holdings
Limited Corporation, also known as Digitex Futures. The defendants are charged with five
counts, including failing to register as commodities merchants and failing to implement anti-
money laundering procedures.

The CFTC is seeking civil penalties, restitution and a permanent injunction against Todd
preventing him and any associates from trading commodities.

Neither Todd nor the CFTC immediately responded to requests seeking comment.

Todd's scheme allegedly began in January 2018 when he started selling DGTX tokens directly
to customers through Digitex Futures, which were traded in the secondary market through third-
party digital exchanges.

The CFTC considers the DGTX tokens "commodity derivative transactions" that must be
conducted on registered exchanges. And because Digitex Futures met the statutory definition of
a "futures commission merchant," it was required to abide by certain requirements of the Bank
Secrecy Act, including implementing the KYC procedures, according to the complaint.

Other than trading crytocurrency, Todd called himself the "handstand champion of Miami,"
winning three times leading up to 2019, according to an interview published by Decrypt.co.

Between May and August 2020, the CFTC alleges Todd attempted to manipulate DGTX prices
and artificially inflated his own tokens through a process called "pumping," meant to increase
demand by touting the digital asset and trading tokens across third-party exchanges.

The price rose sharply, increasing about 200% from May to July 31, 2020, when Todd launched
the Digitex Futures Exchange, according to the complaint, adding that he drove up the price by
purchasing DGTX tokens on third-party exchanges despite already having hundreds of millions
of tokens.

The complaint states that in 2020, Todd held several live YouTube videos in which he tried to
enlist others to generate interest in the token and touted its "massive gains," but failed to
disclose his third-party trading that drove up the price.

After the public launch of his exchange on July 31, 2020, the CFTC said Todd disclosed his
plan to pump up the price of the DGTX token through other exchanges, including by feeding
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case underscores that the SEC will scrutinize whether such plans are adopted in good faith, and
provides some clues about proposed changes to the rules governing such plans.

Most fundamentally, companies should put in place and enforce policies and procedures to
ensure that when executives establish Rule 10b5-1 plans, they understand the company's
insider trading policy, are not in possession of MNPI and are acting in good faith.

Just as important, companies should document that executives were informed of the policies
and that the company inquired into whether they possessed MNPI.

The SEC has proposed changes to the rules governing Rule 10b5-1 plans, several of which are
implicated by this case, making it all the more likely that the SEC will adopt them as proposed.

Rule 10b5-1 Plans

Exchange Act Rule 10b5-1 provides that if a person, including a company, is aware of MNP
when the person trades, that is sufficient to establish a violation of the anti-fraud provisions of
the Exchange Act.

Rule 10b5-1 also provides, however, an affirmative defense if the trade is made under a Rule
10b5-1 plan established when the trader was not aware of MNPI. These plans effectively
provide a safe harbor that allows executives, who frequently are in possession of MNPI, to
lawfully trade in company stock by passively making periodic, prescheduled trades, typically
with the assistance of a broker who has no flexibility to alter the original trading schedule.

The Cheetah Mobile Case

Cheetah Mobile is a China-based mobile internet company with American depositary shares
listed on the New York Stock Exchange.

According to the SEC's allegations, in 2015, the company's largest advertising partner changed
its algorithm in a way that halved the revenues it paid to the company, leading to a steep
revenue decline in late 2015 and early 2016.

In late March 2016, while allegedly in possession of MNPI regarding the basis for the loss of
revenue, CEO Sheng Fu and chief technology officer Ming Xu set up a Rule 10b5-1 plan
through a private, jointly-held British Virgin Islands entity to sell company American depositary
shares.

The company's insider trading policy, reflecting current law, prohibited employees from trading
in company securities and from establishing Rule 10b5-1 plans while in possession of MNPI.

According to the SEC, Fu nonetheless established the plan, and then quickly sold 96,000
Cheetah Mobile American depositary shares in a six-week period in the spring of 2016, just
before the company announced lower-than-expected financial results caused by the decline in
advertising revenues.
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After the announcement, the price of Cheetah Mobile's American depositary shares dropped
approximately 18%. By selling ahead of the announcement, Fu and Xu allegedly avoided losses
of approximately $203,290 and $100,127, respectively.[1]

Remedies

Without admitting or denying the SEC's findings, Fu and Xu agreed to cease-and-desist orders
and paid civil penalties of $556,580 and $200,254, respectively.[2]

Fu agreed to a set of undertakings relating to his future securities trading for a five-year period,
including:

Promptly notifying the SEC's Enforcement Division of any trading conducted in company
securities;

Notifying the SEC of the establishment or modification of Rule 10b5-1 plans relating to company
securities;

Preclearing with the company's legal department any non-Rule 10b5-1 trading in company
securities;

Observing a cooling-off period of at least 120 days before a new or modified Rule 10b5-1 plan
relating to company securities goes into effect;

Maintaining no more than one Rule 10b5-1 plan with respect to company securities at a time;
and

Engaging in company securities transactions only via brokerage accounts disclosed to the SEC.

The CTO, who is no longer with the company, agreed to disclose his brokerage accounts to the
SEC and trade company securities only through these accounts for five years.

Key Takeaways

This case provides insight into the SEC's focus on potential insider trading by corporate
executives, which is likely to inform both the SEC's regulatory agenda and its approach to
enforcing existing regulations.

Proposed Rule Changes

In late 2021, the SEC proposed changes to the rules governing Rule 10b5-1 plans.

According to then-Commissioner Allison Herren Lee, the proposals responded to "troubling
evidence to suggest Rule 10b5-1 may be used to enable rather than avoid trading on the basis

of inside information," and were necessary to ensure that the rule "offer[s] a safe harbor, not a
pirates' cove."[3]
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After a notice and comment period in 2022, the SEC is expected to take action on the proposed
rule changes soon. Key features of the proposed changes include:

A 120-day cooling-off period from when an officer or director sets up or modifies a Rule 10b5-1
plan to when trades can be executed under the plan;

A 30-day cooling-off period from when an issuer sets up or modifies a plan to when trades can
be executed under the plan;

A requirement for an officer or director to certify at the time of setting up or modifying a Rule
10b5-1 plan that they are not aware of MNPI and are acting in good faith;

A requirement that no person would be allowed to maintain more than one Rule 10b5-1 plan at
a time, and could not use more than one single-trade plan, trading all of a holding at once, in a
12-month period; and

An existing requirement that Rule 10b5-1 plans be entered into in good faith, and the
amendments would also require that they be operated in good faith, which would cover
decisions to cancel or modify a plan, as well as the timing of corporate disclosures in ways that
could make a scheduled trade more profitable or reduce or avoid a loss.

Several of the proposed rule changes are implicated in the Cheetah Mobile settlement.

First, Fu agreed that for five years, he would observe a 120-day cooling-off period, just like what
would be imposed by the proposed rule changes.

Similarly, Fu agreed not to maintain more than one Rule 10b5-1 plan at a time, reflecting
another proposed rule change. This settlement is a strong signal that the SEC will adopt both of
these rule changes as proposed, because it would be odd for the SEC to impose undertakings
that were inconsistent with soon-to-be-adopted rules.

Finally, by alleging that Fu established the Rule 10b5-1 plan while in possession of MNPI and
was responsible for the company's delayed disclosure of the negative revenue trends, the SEC
effectively alleged that the plan was both entered into and operated in bad faith.

The SEC may point to this case as an example of gaps in existing regulation that would be
addressed by the proposed requirement that plans be operated in good faith, as well as the
related certification requirements.

Enforcement Tactics

The primary message from this case is clear: Do not set up Rule 10b5-1 plans while even
arguably in possession of MNPI.

If subsequent trading draws scrutiny, the SEC will investigate the circumstances in which such

plans were adopted to determine if they were set up in good faith and followed a legitimate
process. That scrutiny is likely to continue throughout the life of the plan.
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years and that De Bastos violated securities laws in a prior real estate scheme in North Dakota,
according to the SEC.

"The defendants' fraudulent offering operated through multiple layers of fraud and deceit,"
according to the SEC's complaint. "Unless enjoined, the defendants are reasonably likely to
engage in future violations of the federal securities laws."

As a result, De Bastos and Fonseca face eight counts of securities fraud, including violations of
the Securities Act of 1933 and Securities and Exchange Act of 1934. The SEC is seeking a
permanent injunction against the defendants and those who participated in the scheme, civil
penalties, and orders prohibiting them from issuing securities with registered companies.

Amie R. Berlin, who's listed as the SEC attorney in the complaint, did not immediately respond
to requests for comment. The defendants, whose companies are listed with addresses in
Plantation, Florida, and Michigan, were unable to be reached for comment.

The SEC complaint alleges De Bastos and Fonseca operated their scheme between April 2016
and January 2020, during which they were able to solicit investments in more than 900
properties.

De Bastos is listed as a resident of Crestview, Florida, and worked out of his Plantation, Florida,
and Detroit offices, along with Fonseca, who is named as a manager and resides in France,
according to the complaint.

The scheme allegedly involved using a team to solicit real estate investments in the U.S. and
abroad in the form of various types of contracts.

They marketed "passive" investments in rental properties and lured investors by touting their
real estate experience while failing to disclose their previous bad deals, including a 2015 cease-
and-desist order De Bastos received in North Dakota, according to the complaint.

The defendants allegedly offered two investment methods. The first involved investors using
cash upfront to purchase rental properties, with the titles being transferred to a limited liability
company in which they'd have an ownership interest, according to the complaint.

The second allegedly involved a land contract in which investors would provide down payments
of at least 50% of the purchase price while paying the rest of the balance over a five-year
period, with interest going toward De Bastos and Fonseca.

The first and second methods resulted in the purchase of 220 and 700 properties, respectively,
according to the complaint.

The contracts allegedly came in various forms and were pre-filled agreements showing the
investment structures with the purchase and management of properties, including some that
were notarized by De Bastos' wife.

For the returns, the SEC said the defendants either offered to make deposits in bank accounts
they would open on behalf of investors or provide international debit cards, although the
proceeds were transferred to the defendants, their entities and their family members.
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Alert, such means may include pre-approving advertisements or advertisement templates or
reviewing a sample of advertisements based on risk.

Substantiation Requirement

The EXAMS staff will also review whether RIAs have a reasonable basis to believe that they will
be able to substantiate material statements of fact in their advertisements. As initially set forth in
the New Marketing Rule Release, some ways in which RIAs can demonstrate a reasonable
belief are (i) by making a record contemporaneous with the advertisement that demonstrates a
reasonable basis for the RIA’s belief, or (ii) by implementing policies and procedures to address
how the RIA meets the reasonable belief requirement. According to the Risk Alert, if an RIA is
unable to substantiate the claims made in an advertisement when demanded by the SEC, the
SEC will presume that the RIA did not have a reasonable basis for believing it can substantiate
those claims.

Performance Advertising Requirements

The EXAMS staff will also review whether RIAs are compliant with the Marketing Rule’s
performance advertising requirements, including the prohibitions on including the following in
advertisements:

Gross performance unless accompanied by net performance.

Any performance results that are not for specific time periods (this is not applicable to the
performance of private funds).

Any statement that the SEC has approved or reviewed any calculation or presentation of
performance results.

If an advertisement includes the performance of portfolios other than the specific portfolio being
advertised, performance results from fewer than all portfolios having substantially similar
investment policies, objectives and strategies as the portfolio offered in the advertisement,
unless the advertised performance results are not materially higher than if all related portfolios
had been included and the exclusion does not alter the presentation of any applicable
prescribed time period.

Performance results from a subset of investments extracted from a portfolio, unless the
performance results for the total portfolio are also provided or offered to be promptly provided.
Hypothetical performance (which does not include performance generated by interactive
analysis tools), unless the RIA implements policies and procedures reasonably designed to
ensure that such performance is relevant to the likely financial situation and investment
objectives of the intended audience and the RIA provides additional information about the
hypothetical performance that is tailored to the audience receiving the advertisement, such that
the intended audience has sufficient information to understand the criteria, assumptions, risks
and limitations.

Predecessor performance, unless the personnel primarily responsible for achieving such
performance manage accounts at the RIA and the predecessor accounts are sufficiently similar
to the accounts that they manage at the RIA. All relevant disclosures must be clearly and
prominently included in the advertisement.

Books and Records

Finally, the EXAMS staff will examine compliance with the amendments to the recordkeeping
requirements under the Advisers Act that were adopted in connection with the Marketing Rule.
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listing announcements. In doing so, they allegedly purchased and sold at least 25 crypto assets
for a profit of more than $1.1 million using Ethereum blockchain wallets.

SEC’s jurisdiction

The SEC claims that at least nine of the crypto assets involved were securities. A crypto asset
security refers to an asset that is issued and/or transferred using distributed ledger or
blockchain technology and meets the definition of ‘security’ under the federal securities laws.
Under section 2(1)(a) of the Securities Act 1933, the definition of a security includes ‘investment
contracts’. For an asset to be considered an investment contract, it must satisfy the Howey
Test, which was developed and named after the Supreme Court case SEC v WJ Howey Co 328
US 293 (1946). Under the Howey Test a digital asset, including a crypto asset, will be deemed a
security ‘if it constitutes an investment of money, in a common enterprise, with a reasonable
expectation of profit derived from the efforts of others’ (emphasis added).

The SEC claims that the factors in the Howey Test were satisfied because:

the ‘securities were offered and sold by an issuer to raise money that would be used for the
issuer’s business’;

‘the issuers and their promoters solicited investors by touting the potential for profits to be
earned from investing in these securities based on the efforts of others’; and

statements were made regarding ‘the ability for investors to engage in secondary trading of the
token, with the success of the investment depending on the efforts of management and others
at the company’.

At least nine of the crypto assets involved in the charges against Ishan, Nikhil and Ramani are,
therefore, considered by the SEC to be securities. Without such interpretation by the SEC, it
would have no statutory authority to bring an action alleging insider trading.

The SEC defines insider trading as ‘buying or selling a security, in breach of a fiduciary duty or
other relationship of trust and confidence, while in possession of material, non-public
information about the security’. The SEC goes on to clarify that insider trading violations may
include the ‘tipping’ of such information, trading by the person ‘tipped’, and trading by those who
misappropriate such information.

Whilst the claims alleged by the SEC appear to be strong, they hinge on the definition of
‘security’. In August 2021, the current chair of the SEC, Gary Gensler, told CNBC (a provider of
financial market coverage and business information) that the SEC considers many
cryptocurrency coins and tokens to be securities under the Howey Test, stating that “if
somebody is raising money selling a token and the buyer is anticipating profits based on the
efforts of that group to sponsor the seller, that fits into something that's a security”. Paul Grewal,
chief legal officer at Coinbase, however, disputes the SEC’s claim that the instruments involved
in the charges against Ishan, Nikhil and Ramani, were securities, recently tweeting that:
“Coinbase doesn't list securities. Period.”

Conversely, the US Commodity Futures Trading Commission (CFTC) asserts that
cryptocurrencies are commodities and, therefore, subject to its own jurisdiction. This assertion is
supported by a federal jury decision made in Boston on 21 July 2022, where the jury held that a
virtual currency could be considered a commodity within the CFTC’s jurisdiction in a case where
Randall Crater, founder of crypto currency business ‘My Big Coin Inc’, was convicted of fraud.
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Many in the digital asset industry would prefer cryptocurrencies to be treated as commodities
rather than securities, as the CFTC rules that govern the former impose lighter regulation than
the SEC rules that govern the latter.

The brother of Ishan, Nikhil, has since pleaded guilty to a wire fraud conspiracy charge,
admitting before a US district judge in Manhattan that he made trades based on confidential
Coinbase information. Ishan, however, has pleaded not guilty and it is understood he is due to
next appear in court on 22 March 2023. Ramani remains at large.

The charges made by the SEC on 21 July 2022 mark the first time the SEC has formally
identified certain cryptocurrencies offered on a major trading platform as securities.
Cryptocurrency traders have, therefore, been put on notice that the SEC considers some
cryptocurrencies to be securities and are advised to act accordingly. They also highlight the
SEC'’s desire to establish jurisdiction and regulatory oversight of digital assets and platforms,
with this action becoming another part of the battle between the SEC and the CFTC as they
seek to persuade authorities who should be the main US regulator of crypto.

Crypto assets and market abuse in the UK

As is highlighted in the US case, with crypto assets, before getting into the issue of whether any
market abusive conduct has taken place, prosecutors and other authorities have to show that
the crypto asset is capable of being caught by the market abuse regime. In other words, there is
an initial, and perhaps high, hurdle to overcome before even getting into the facts of the alleged
abusive conduct. So, for example, before considering whether or not someone had dealt in
shares based on relevant inside information before that information had become pubilic,
authorities will have to establish first whether the particular crypto asset is a form of security or
financial instrument to which the market abuse regimes apply.

In the UK, there are two regimes under which forms of market abuse can arise: (i) the Criminal
Justice Act 1993 (CJA) (insider dealing), and (ii) the UK Market Abuse Regulation (UK MAR)[1]
(market manipulation, insider dealing and unlawful disclosure of inside information).

Under part V of the CJA, insider dealing is a criminal offence which involves dealing in
securities on the basis of insider information — ie information that is not yet publicly known and
which would affect the price of the securities if it were made public.

Under article 8 of UK MAR, insider dealing arises where a person possesses inside information
and uses that information by acquiring or disposing of financial instruments to which that
information relates, whether for its own account or for the account of a third party and whether
directly or indirectly. The other forms of market abuse under UK MAR also involve conduct
relating to financial instruments.

Whether crypto assets are caught, potentially, by either regime — CJA or UK MAR - depends,
therefore, on whether such assets are securities (under CJA) or financial instruments (under UK
MAR).

‘Securities’ are listed in schedule 2 of the CJA and covers shares, debt securities, and other
instruments based on or derived from such shares or debt securities — namely, warrants,
depositary receipts, options, futures and contracts for differences. Debt securities are any
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instrument creating or acknowledging indebtedness which is issued by a company or public
sector body.

‘Financial instruments’ are listed in schedule 2 of the Regulated Activities Order. It is a fairly
long and involved list, but for these purposes, one item on the list - transferable securities - is of
particular interest. This includes classes of securities which are negotiable on the capital market
and includes shares in companies (and comparable interests in partnerships and other entities
and equivalent securities) and securities giving the right to acquire or sell transferable securities
(eg warrants, options, futures and convertible bonds) and securitised cash-settled derivatives
(eg certain futures, options, swaps and contracts for differences).

The individual features of the crypto asset will have to be analysed and assessed to determine
whether they are caught by either of the UK’s market abuse regimes. The FCA has created a
framework for crypto assets based on their intrinsic structure as well as their designed use and
has indicated that there are three broad categories of crypto assets: (i) security tokens; (ii) e-
money tokens (both of which are referred to as regulated tokens); and (iii) unregulated tokens
(being any token that is not a security or e-money token). Only the first category is likely to be
relevant here but this, again, will depend upon the specific characteristics of the security token.

The FCA guidance states that a token that creates or acknowledges indebtedness by
representing money owed to the token holder is considered a debenture and constitutes a
security token. This analysis may be sufficient for ‘debt securities’ under the CJA. If a token is
negotiable on the capital markets (eg because it can be transferred from one person to another
who then acquires legal title of the token), then it might be considered a transferable security. In
other words, a crypto asset that is a security token could, in these circumstances, be a
transferable security and fall within UK MAR.

As mentioned above, UK MAR prohibits insider dealing, unlawful disclosure and market
manipulation. UK MAR describes activities that fall within these prohibitions, and they include
spoofing - a strategy deployed to artificially influence the price of a financial instrument using
fake buy or sell orders to create the (false) impression of optimism or pessimism in the market,
causing the market price to move in response. Spoofing, and other prohibited practices, can
readily occur — and have occurred — in relation to crypto assets.

The problem arises that the novel and changeable characteristics of crypto assets and their
markets mean that new forms of abusive behaviour could emerge that have not been
anticipated in UK MAR; the complex and often poorly understood technology underpinning
crypto assets makes manipulation harder to recognise or detect. Crypto assets are also more
susceptible to pure market sentiment than traditional markets — as is evident from the recent
volatility in cryptocurrency markets which has caused the ‘crypto winter’.

Where crypto assets fall within UK MAR or CJA, there are clearly issues and hurdles to
overcome for any authority pursuing a market abuse action or prosecution. There are many
crypto assets that are, on any analysis, outside the scope of the market abuse regimes and
therefore beyond any regulatory or legal framework that can provide for orderly trading and safe
markets.

That being said, those companies that are potentially permitting the trading of securities or
financial instructions via their platforms, or otherwise, ought to ensure that their policies and
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dissent, arguing that this action is regulation by enforcement and an impermissible exercise of
CFTC’s jurisdiction.

First, the CFTC announced that it had reached a settlement with bZeroX, LLC (a decentralized
Blockchain-based software protocol) and its founders for illegally offering leveraged and
margined commodity transactions for retail participants in digital assets without being registered
as a designated contract market (‘DCM”), engaging in activities of a futures commission
merchant (“FCM”") without registration and failing to adopt a customer identification program.

Second, simultaneously with the settlement, the CFTC filed a federal civil enforcement action in
California charging Ooki DAO (a successor to bZeroX) with the same violations as the first
action. Ooki is an unincorporated association comprising holders of Ooki DAO Tokens (“Ooki
Tokens”) who vote these tokens to operate the Ooki Protocol. CFTC’s reach over Ooki DAO
Protocol via the Ooki Token is, according to Commissioner Mersinger's dissent, regulation by
enforcement. However, even the dissent noted that “blatant” violation of the CEA cannot be
tolerated, especially if it was the intention of the founders to make the new venture (i.e., the
DAOQO) enforcement-proof while knowing that the CEA was violated.

The CFTC presented the following analysis:

Cryptocurrencies are “commodities,” which has been established law for several years now. As
such, the CFTC has “general” jurisdiction to prosecute for fraud and manipulation in the
interstate commerce.

If there is a leveraged contract on a “commodity” (i.e., a contract is margined), then the CFTC
immediately can exercise its “exclusive” jurisdiction, meaning it can dictate how, where, under
what circumstances, and when a derivative contract can trade. Contracts offered through the
Ooki DAO Protocol were clearly derivatives and, therefore, the CFTC could exercise its
exclusive jurisdiction.

If a derivative is offered to a “retail” participant (i.e., entities that are not eligible contract
participants (ECPs)), then these contracts can only be traded on a registered DCM. Ooki DAO
is not registered as a DCM.

Only FCMs can act as brokers or facilitators to execute retail commodity transactions and hold
customer margin. Neither bZeroX (and its successor, Ooki DAO) nor its founders were
registered as FCMs.

It is noteworthy that the CFTC did not charge Ooki DAO Protocol for operating as but failing to
register as a DCM. In all likelihood, the CFTC could not reasonably argue that an
unincorporated association governed by Ooki DAO Token holders can register as a DCM
because it is not a legal entity. CFTC prior enforcement action in January 2022 involving
another DeFi entity specifically sanctioned this entity for failure to register as a DCM.

Finally, this enforcement action and a complaint stand out in the context of SEC’s Wahi
complaint, which was also characterized as “regulation by enforcement” by CFTC
Commissioner Caroline D. Pham. In the Wahi complaint, unlike in the Ooki complaint, DAO
tokens were characterized as securities.
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company that provides a climate management and accounting platform, told a group of finance
chiefs in Dallas last night.

Wyatt was the guest speaker during Fortune’s CFO Collaborative, in partnership with Workday
and sponsored by Deloitte. Formerly senior counsel for climate and ESG (environmental, social,
and governance) at the SEC, Wyatt is one of the authors of the proposed ESG climate
regulations.

“These are disclosures that are going into the company’s filings,” she explained. “There will
have to be some cross-functional collaboration necessary. But the proposals are built on
something called the Task Force on Climate-Related Financial Disclosures. The key there is
financial disclosure. So, it's taking climate risk and opportunity and translating that into financial
impact.”

“l have read speculation that there wouldn’t be a rule issued by the end of the year. What do
you think?” Fortune Senior Editor-at-Large Geoff Colvin asked Wyatt. “| have no insider
knowledge whatsoever,” Wyatt responded. “I'd love to see it issued by the end of the year. But
it's a heavy lift. I'm guessing sometime early next year.”

‘It's quite feasible for companies to report their Scope 3’

Wyatt explained what the SEC'’s proposal requires of companies. “The proposal actually is a
little bit unusual in that it covers both what's called the front part of the 10-K, the narrative
portion, that includes the business description management’s discussion and analysis, etc. And
proposes a section on climate that would include a narrative discussion of the company’s
greenhouse gas emissions, and also its strategy for addressing climate-related financial risks.”

She continued, “But the proposal also addresses what's called the back part of the document,
which is the financial statement portion, and proposes that there be a note in the financial
statements that address the impact of climate-related risks and opportunities, on the company’s
financial statements.”

In terms of data, the proposal would require all filers to disclose Scope 1 and Scope 2
greenhouse gas emissions, such as onsite or controlled by the company, Wyatt said. Some
companies may need to include more information about Scope 3 emissions, which are
emissions that aren’t produced directly from the reporting company but from the activities of its
value chain, she said.

Colvin asked Wyatt if reporting Scope 3 quantification is realistic for big companies.

“l think that there’s something of a misperception about how hard it will be for companies to
report their Scope 3,” Wyatt said. “It's perfectly permissible to report on your Scope 3 using
averages and spend-based data, for example, if you’re reporting on your supply chain. We
expect that companies over time will start to report more and more actual data that they get
from other companies in their supply chain. But it is quite feasible for companies to report their
Scope 3.”

‘The trend is very clear’
The public had an opportunity to comment on the SEC’s 500-page-long proposal. During that
time period, there were over 15,000 comments made from people using the SEC’s online form,
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SEC climate proposal has finance chiefs ‘in the hot seat’

Finance chiefs are discussing how hard they should fight the SEC’s proposal that companies disclose new carbon-emissions
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reported data and to encourage verification of that data. While we are working to
increase our client engagement efforts, in many instances the client-level
emissions data that is currently available to us is either (i) estimates of emissions
data for companies that do not currently disclose their emissions, or (ii) self-
reported data that may not be verified. Certain data quality hurdles may be
overcome by a regulatory mandate for emissions disclosures. We expect that
anticipated mandatory disclosure requirements in some jurisdictions will
improve our clients’ disclosures, and we will also continue to engage with our
clients in other jurisdictions to encourage high-quality reporting.” (emphasis
added) (P. 24)

"We anticipate regulators imposing greater stress and scenario testing and
disclosure obligations in the coming years and expect to see greater involvement
of auditors in the assurance and verification of climate related disclosures.

= ...To help us prepare to address current and anticipated climate regulatory
obligations, we are strengthening our internal regulatory teams with legal
and subject matter experts and we are continually seeking to improve our
access to relevant, accurate data to sharpen our scenario analyses and
enhance the utility of our public disclosures. We are also continuing to build
a consistent global climate disclosure strategy that can monitor and
manage requirements and consistently report across Citi’s operations." (P.
44)

e How GHG emissions disclosure performance by portfolio companies factors into their

net zero plan:

o "The first step of our net zero plan involves engagement, client by client, to

understand their GHG emissions disclosure and their perspective and plans for
transition. Additionally, we will review public disclosures, climate governance and
the commitments and actions they have taken to date. We are beginning this
process of client engagement and anticipate this initial review phase will continue
through the end of 2023." (P. 27)

A Brief Note on Materiality (P.9)
At Citi, we recognize that in general, assessing materiality requires thoughtful consideration

not only of any applicable materiality standard, but also of our purpose in assessing materiality

and in communicating to our stakeholders. Our public disclosures, including our voluntary

environmental, social and governance (ESG) and climate-related disclosures, include a range

of topics that we believe are relevant to our businesses and that are of interest to investors
and other stakeholders. We use the definition of materiality established under U.S. federal

securities laws for the purposes of complying with the disclosure rules and regulations
promulgated by the U.S. Securities and Exchange Commission (SEC) and applicable stock



exchange listing standards. However, in our voluntary ESG disclosures, including those that
relate to our climate change-related efforts, we have adapted our approach to materiality
based on both the subject matter and purpose of the disclosures.

In particular, our approach to these voluntary disclosures often considers broader definitions
of materiality promulgated by certain external frameworks and reporting guidelines that take
into consideration a wider range of factors relevant to climate and ESG disclosures, including
the views of our key stakeholders and our desire to be a climate leader in the financial
industry. To accommodate this multi-lensed approach to materiality, Citi occasionally adopts
new frameworks and standards when we believe that doing so will allow us to better address
sustainability matters.

For the purposes of discussing climate risks and opportunities in this TCFD report, we use an
approach to materiality that is consistent with the TCFD recommendations. This means this
report incorporates a climate change “double materiality” perspective — looking at both the
climate’s impact on our company, and our company’s impact on climate — and uses longer
time frames to assess potential impacts than those time frames customarily used in our
required disclosures, including those mandated by SEC rules and regulations. This layered
approach means that this TCFD report and many of our other voluntary disclosures capture
details on ESG issues, including climate-related risks and opportunities that may not be, and
are not necessary to be, incorporated into our required disclosures.

Our approach to materiality in this TCFD report and other voluntary ESG disclosures also
means that statements made in this report and in our other voluntary disclosures use a
greater number and level of assumptions and estimates than many of our required
disclosures. These assumptions and estimates are highly likely to change over time, and, when
coupled with the longer time frames used in these voluntary disclosures, make any
assessment of materiality inherently uncertain. In addition, our climate risk analysis and net
zero strategy remain under development, and the data underlying our analysis and strategy
remain subject to evolution over time. As a result, we expect that certain disclosures made in
this report and our other voluntary ESG disclosures are likely to be amended, updated or
restated in the future as the quality and completeness of our data and methodologies
continue to improve.































































































































































Best,
Divya

Divya Mankikar
Investment Manager | Sustainable Investment & Climate Strategy
CalPERS Investment Office

Lincoln Plaza East, Sacramento, CA 95811




























































the content is safe.
Dear Adrien,

We would very much appreciate it if Commissioner Lee would consider joining us for a meeting of Ceres' Investor Network's Policy Working Group
on April 19 at lpm.

This is a regular, private meeting we have with our Investor Network to discuss a range of federal policy issues. We will focus this meeting on the
SEC's climate rule, and it would be fantastic to have Commissioner Lee provide her views on important areas for investor comment, and answer
questions about the proposal.

Please let us know if she might be interested and available to join us.

Many thanks!

Isabel

Isabel Munilla (she/her)

Director, US Financial Regulation

Ceres <https://protect fireeye.com/y 1/url 7k=31323334-50bba2bf-3132d782-454447415631-T0bfTece812a63 1 0& g=1&c=14a34812-a196-4 | b8-82f-
fef370bda753&u=http%3A%2F%2Fwww.ceres.org%2F>

617.247.0700 ext. 206
imunilla@ceres.org <mailto:imunillai@ceres.org>

www.ceres.org <https://protect2 fireeve.com/v L/url ?k=31323334-50bba2bf-3132d782-45444741563 1 - T0bfTcec812a63 1 0&g=1 &e=14a34812-a196-
41b8-R2ff-fef370bda753&u=http%3 A%2F%2Fwww.ceres.org2F=>

Twitter: (@isabelmunilla





















